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Executive summary

In the past 20 years, the global shift towards the free flow of
information has swept Asia, particularly the desires and
demands of civil society.

This report explains how far the region has come in recognising
the right to information. It outlines the international and
regional standards applicable to Asian states, and reviews the
laws and their implementation in 11 countries.

Countries of all sizes, economic and political systems have
adopted right to information legislation, ranging from India and
China to the Maldives and the Cook Islands.

This is partly due to the difference in governments’ reasons for
legislating. Some countries see the right to information as a
fundamental part of democracy. Some see it as a useful tool to
tackle corruption. Others regard it as a critical tool for
development and to encourage participation.

In some countries, such as China and Japan, national
legislation was born from local laws created by progressive local
governments. In others, public demand was so significant that
the national government legislated first.

Right to information legislation in Asia includes a huge cross
sample in regards to quality, from the best in the world to the
worst. Implementation and demand also vary dramatically from
country to country.

Some Asian countries, such as India and Indonesia, lead the
world in right to information legislation. Such countries have
created progressive mechanisms for access and enforcement.

Some, such as Japan and Thailand, were early adopters and
leaders in the right to information, but have now got
significantly outdated legislation that desperately need
updating.

Others, such as the Philippines and Sri Lanka, have been
discussing, promising and drafting right to information laws for
many years, but still hold out against them.

Finally, there are those like Lao, Malaysia, Myanmar and
Vietnam which retain a strong grip on government-held
information, regarding it as government property and refusing
to empower the people to access it.

Legislating alone is not enough though. Implementation is vital
and civil society engagement and empowerment is key.

In India, which has one of the world’s best laws, civil society
regularly uses the right to information to get their other rights
fulfilled. In Indonesia, civil society’s use of the right to
information is just starting to take off.

Implementation in other countries remains problematic.
Transparency during disasters has been particularly poor, from
Japan’s nuclear meltdown and the following cover-up, to the
Nepali government’s response to the 2015 earthquake.

Across South and Southeast Asia, information on development
issues and the aid being allocated to solve them has also been
generally lacking too.

Secrecy in the name of national security has also proven a
barrier to the free flow of information across Asia. Archaic
colonial as well as more modern laws exist region-wide, such as
on sedition in Malaysia or Official Secrets in India, or “state
security” as in China and Japan.

In some countries, public awareness of the law is low and the
government does little to publicise the right to information.
Officials often resist all attempts to share information. Violence
towards those who request information has increased
significantly, with several information requesters being killed
for their efforts to establish the truth.

Despite the lack of awareness of the law, demand for
information has increased more generally, spurred on by civil
society’s use of digital technologies. Governments are
increasingly forced into defending themselves, and countries
such as Japan and South Korea have responded with
investment in ICT-based solutions to make information easily
accessible by the masses.

Open Data initiatives relating to budgets, environmental
hazards and other important information have been established
to help civil society. Regional efforts are also growing, such as
the E-ASEAN Framework Agreement, which contemplates the
need to use ICTs to enhance transparency.

Asian countries are at a critical point in time. The pressure by
Asian governments to increase national security, prevent
terrorism and hide corruption has never been higher.

However, civil society demands for more and deeper
participation in their government and in governance has
increased in parallel to the government crackdown, encouraged
by the new opportunities available to talk, share and campaign
online.

Other publications

Alongside this report, ARTICLE 19 has also published the
updated Right to Information Principles. The publication
examines the principles that all right to information laws should
follow. They are in effect the international standards relevant to
right to information laws. The Right to Information Principles
are available on the ARTICLE 19 website at www.article19.org
in the following languages for the Asia region:

*  English

* Burmese

* Chinese

*  Khmer

* Malaysia Bahasa
* Sinhala

e Vietnamese.



Introduction

The transparency of government bodies is now recognised as an
essential part of any modern government. It empowers
individuals and communities to be able to engage and
participate in decisions that affect their fundamental human
rights, civil and political as well as social, economic and
cultural rights. It has been widely recognised worldwide as a
fundamental human right, as well as an important tool for
enforcing the rule of law, fighting corruption and ensuring other
rights.

Over 100 countries have adopted comprehensive right to
information (RTI) laws.! They range from the largest countries
(China, India, USA, Indonesia, Brazil, and Nigeria) to some of
the smallest (Cook Islands, St Vincent and the Grenadines),
covering over 80 per cent of the world’s population.

The laws are substantially similar but contain significant
differences in the structures and effects of the laws, reflecting
the countries’ different legal heritages. The right to information
has also been recognised by all major international and regional
inter-governmental human rights bodies.

The legal right to information is not limited to these
comprehensive laws. Every country has a web of legislation
including laws on archives, environmental protection, whistle-
blower protection, data protection and privacy, state secrets,
and media, all of which can affect access both positively and
negatively.

The adoption of these laws is not the end of the story.
Implementation is a substantial challenge. And like all other
legislation, the laws and their implementation need to be
periodically reviewed to ensure that they are working in an
effective manner and take into account changes in government
practices, legislation, technology and society.

The benefits of right to information

There is general agreement that a properly implemented and
working right to information regime provides as many benefits
to government departments as it does to the people they
administer over. A 2003 World Bank study found that, “more
transparent governments govern better for a wide variety of
governance indicators such as government effectiveness,
regulatory burden, corruption, voice and accountability, the rule
of law, bureaucratic efficiency, contract repudiation,
expropriation risk and [a combined transparency corruption
index].?

Democratic participation and understanding

The public is better able to participate in the democratic
process when they have information about the activities and
policies of their government. Public awareness of the reasons
behind decisions can improve support and reduce
misunderstandings and dissatisfaction. Individual members of
parliament are also better able to conduct oversight. The New
Zealand Danks Committee found “greater freedom of
information could not be expected to end all differences of
opinion within the community or to resolve major political
issues. If applied systematically, however, with due regard for
the balance between divergent issues [the changes] should help
narrow differences of opinion, increase the effectiveness of
policies adopted and strengthen public confidence in the
system.”™

Improved decision making processes

Decisions that will eventually be made public are more likely to
be based on objective and justifiable reasons. Confidence in

the government is improved if it is known that the decisions
will be predictable. The Australian Law Reform Commission
and Administrative Review Council found the Freedom of
Information (FOI) Act “has had a marked impact on the way
agencies make decisions and the way they record
information...[it] has focused decision-makers' minds on the
need to base decisions on relevant factors and to record the
decision making process. The knowledge that decisions and
processes are open to scrutiny, including under the FOI Act,
imposes a constant discipline on the public sector.”* The New
Zealand Law Commission found that “the assumption that
policy advice will eventually be released under the Act has in
our view improved the quality and transparency of that
advice.” The Canadian Access to Information Review
Commission found that “central agency records improved in the
quality of their content and narrative over time.”

Improved government records management

The adoption of RTI legislation has been found to improve the
record keeping practices of public bodies. This is both due to
revised record keeping systems to meet the new legal
requirements of access but also as noted above to ensure that
decisions would appear to be based on rational processes.
Some governments have used it as an opportunity to rewrite
manuals and other documents. Others keep more information
on the decisions. Some progressive RTI laws have also included
provisions on better record keeping.

Improved Internal Efficiency

RTI can also improve the flow of information inside
governments. Excessive secrecy reduces the ability of
government departments to share information and reduces their
efficiency.® Many jurisdictions have reported that enacting RTI
laws improved coordination and policy development.

Anti-corruption

RTI is considered a key tool in anti-corruption measures as
reasons for awarding contracts and other financial transactions
must be documented and justified.” The UN Convention
Against Corruption and regional conventions in Europe, the
Americas and Africa all require governments to adopt laws to
make available information available to the public.

Redressing Past Harms

In countries that have recently made the transition to
democracy, RTI laws allow governments to break with the past
and allow society to better understand what happened, and
support the victims and their families of abuses to learn what
happened. In Central Europe, most countries adopted laws
allowing for access to the files of their former secret police. The
UN Special Rapporteur on the promotion and protection of
human rights and fundamental freedoms while countering
terrorism and the European and Inter-American courts of
human rights have all emphasised the importance of public
access to information in promoting the right to truth.

Alternative to Regulations

Governments collect large amounts of information on the
activities of the private sector. Information disclosure by
government bodies can also be used as an alternative method
of regulation.® Public release of information can move private
actors to improve their behaviours to avoid criticism and losses
in the marketplace. Over 50 countries around the world
including Japan and Australia publish information about
pollutants released by industry as a means of informing the
communities about the potential dangers while China has set



up registers on air pollution. In Europe, over 30 countries and
the European Union have ratified the 2003 UNECE Protocol on
Pollutant Release and Transfer Registers.? In the US, the Toxic
Release Inventory is considered to have successfully reduced
the amount of toxic materials released in the US by nearly
half.!°. Regional registers now exist for both Europe and North
America!! while in Asia, there is a regional register on air
quality.1?

Evaluating the Benefits of Freedom of Information in
India

The Indian Central Information Commission
emphasised in its annual report approaching the ten-
year anniversary of the adoption of the RTI Act, that
the act was “a landmark legislation that has
transformed the relationship between the citizen and
the state.”3 Namely, it has created the possibility for

every citizen to hold the government accountable on
a day-to-day basis. The Indian Government has
characterised the RTI Act as “one of the biggest
achievements of Indian democracy.”* It has
empowered the citizens to participate in nation
building by promoting transparency and
accountability in the working of every public
authority.

Developing a Culture of Openness

In countries with long histories of access to information, the
established mind-set is on providing information. Withholding

is considered unusual. In Sweden, access to government
records is described as a “self-evident civil right”.

The adoption of RTI laws also generally leads to more openness
in government activities beyond what is required by law. Bodies
realise that the release of most information does not harm their
jobs, and they increasingly make it available outside the
parameters of the law to satisfy public demands. With an
established tradition of RTI requests and the jurisprudence of
the oversight bodies and courts, many of the documents,
produced by public bodies is prepared on the assumption that
they may be made public in the near or far future.!®

The trends in the area of proactive transparency have shown an
enormous impact in developing the culture of openness. As
some important categories of information become available
proactively, including information on functions, competencies,
structure, budget and decision-making processes, this brings
the government closer to people. Public authorities are
increasingly seen as working for the people if the processes and
logic of their work is known and contact information is available
so that anyone - without discrimination - can contact a
particular body. In the last decade, the authorities in most
Asian countries have made an effort to increase the number
and the quality of information that is published on the internet.
This has been done within comprehensive provisions of RTI
legislation, prescribing the categories of information to be
offered to the public proactively and also by equipping the
oversight bodies with the powers to order publication of
information online. However, the region still struggles with low
levels of actual implementation of these provisions'® and a
culture of openness is developing at a slow pace.



International standards

International law

The right to information is well established as a human right in
international law. 7 The primary source is found in Article 19 of
the International Covenant on Civil and Political Rights with
provides that: “Everyone shall have the right to freedom of
expression; this right shall include freedom to seek, receive and
impart information and ideas of all kinds, regardless of
frontiers, either orally, in writing or in print, in the form of art,
or through any other media of his choice.”

In General Comment No. 34 adopted in 2011, the UN Human
Rights Committee offered authoritative interpretation on the
scope and limits of freedom of information under Article 19 of
the International Covenant on Civil and Political Rights. The
Comment affirmed that Article 19 of the ICCPR protects the
right to information held by public bodies and requires the
proactive dissemination of information in the public interest.
The Comment also states that Article 19 of the ICCPR requires
the enactment of “necessary procedures” such as legislation in
order to give effect to the right to information.

The Human Rights Committee further elaborated on the
inclusion of the right to information in Article 19 in the case of
a Kyrgyz civil society request on the use of the death penalty:!®
“the right to freedom of thought and expression includes the
protection of the right of access to State-held information,
which also clearly includes the two dimensions, individual and
social, of the right to freedom of thought and expression that
must be guaranteed simultaneously by the State.”

The right has also been recognised by other UN bodies
including the Human Rights Commission!®, Human Rights
Council,?® several Special Rapporteurs on Freedom of Opinion
and Expression,?! and the Special Rapporteurs on Health,??
Water,? and Environment,?* as well as in joint declarations by
the international freedom of expression rapporteurs from the
UN, OAS, AU and OSCE.?®

There are also other important international agreements which
recognise the right of access to information. Article 13 of the
UN Convention against Corruption (UNCAC) requires that
States should “fensure] that the public has effective access to
information”. |t also requires the implementation of whistle-
blower protections. The UNCAC
has been signed and ratified by
nearly every country in Asia.?®

Regional
instruments

Compared to other regions, there
are limited regional instruments in
Asia, including relating to the right
to information.

The 2012 ASEAN Human Rights
Declaration mostly follows the
model of the language of the
Universal Declaration and the
ICCPR in its recognition of
Freedom of Expression and the

right to information. Article 23 states that “Every person has
the right to freedom of opinion and expression, including
freedom to hold opinions without interference and to seek,
receive and impart information, whether orally, in writing or
through any other medium of that person’s choice.” However,
it does not include the language found in the ICCPR that the
right exists “regardless of frontiers”.

The right to information is included in major regional efforts on
corruption. Of significant note is that the ADB/OECD Anti-
Corruption Initiative for Asia and the Pacific. The initiative
created an action plan with a specific provision on access to
information calling for states to “Ensure that the general public
and the media have freedom to receive and impart public
information...through... Implementation of measures providing
for a meaningful public right of access to appropriate
information.” It also called for ensuring public participation
and protection of whistleblowers. The plan has been endorsed
by 31 jurisdictions.

The issue of transparency has also been incorporated in other
ASEAN discussions including the E-ASEAN Framework
Agreement, declarations on the environment and the
Declaration on Strengthening Social Protection.

The Asia-Pacific Economic Cooperation (APEC) has lead on
initiatives to promote transparency in anti-corruption efforts
including relating to public procurement and asset disclosures
of public officials. The 2014 Declaration on Strengthening
Social Protection also calls for protecting whistleblowers.

Less impressively, the South Asian Association for Regional
Cooperation (SAARC) did not refer to access to information or
transparency in its Charter of Democracy but noted their
“strong commitment to ensure good governance for sustainable
development by promoting accountability, transparency, the
rule of law and people's participation at all levels of
governance” in their 2014 Kathmandu Declaration.

Further information

The international and regional standards applicable to the right
to information are identified and explained in the appendix of
this report.

National Right to Information Laws, Regulations and Initiatives 2015
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Regional overview

In the Asia-Pacific region, there has been extensive adoption of
laws relating to the right to information. Today, 16 countries®”
from the Cook Islands to China, India and Indonesia have
adopted comprehensive laws or regulations that provide for the
right to access to information. At the constitutional level, some
countries, such as Indonesia, Mongolia and Nepal include an
explicit right to information in the text of their Constitutions. In
other cases, the Constitutional Courts have interpreted their
constitutional “freedom of expression” provision as entailing
the right to information (India, Japan, Pakistan, South Korea)
or the legislator has made a specific reference in the RTI law to
that effect (Bangladesh).?®

Additionally, at the time of writing, discussions on adopting a
right to information law were on-going in Cambodia, Malaysia,
Philippines and Sri Lanka among others.

Australia and New Zealand were the first countries in the region
to adopt RTI legislation as early as 1982, although Australia
more recently amended the law to adopt best practices in the
field of freedom of information.?® Korea followed in 1996,
Thailand in 1997 and Japan in 1999. The majority of counties

in Asia adopted RTI laws after 2000, following the new wave of
right to information movement that emerged after the 1990s.
India adopted its widely praised RTI law in 2005, which has
served as either a model for other laws that have been adopted
later (e.g. Bangladesh) or as a benchmark used by NGOs who
push for amendments or adoption of their national laws. Some
countries have adopted RTI legislation that hardly meets
international standards, and many of them are in the second
half of the countries ranked based on their RTI legislation
(Afghanistan, Japan, Mongolia, Pakistan, South Korea, Taiwan,
Thailand, China, Cook Islands all rank below 51t place out of
102 countries ranked).3° Some of those countries have showed
efforts to amend their legislation, such as Pakistan with its RTI
bill currently pending before parliament. Some federal states
also have state and provincial RTI laws which may be more or
less progressive than the federal legislation (Shanghai in
China3! and two provincial RTI laws in Pakistan®?), but may at
times create confusion as to which law applies. The recent
adoption of secrecy legislation is threatening some existing RTI
laws, namely in Japan® and China.3*

Common questions when reviewing right to information legislation

Can you access information
expected to help you apply?

without a reason?
Are the procedures simple

and clear?
How long do they have to

respond? (In days)
information holders who

Is the appeal body
independent of

Are there sanctions for
fail tn nrovide?

Are public officials
onvernment?
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Bangladesh X Yo
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Indonesia X

Taiwan X

Pakistan Yo

China Yo




Regional challenges and best practices

In the last 10 years, especially since the adoption of some of
the regions’ and world’s most progressive RTI laws, civil society
in Asia has been relatively active in pursuing the right to
information. The practice of using RTI laws has made it
possible to identify best practices and also challenges that
impede the free flow of information. Those challenges or
negative trends are likely to trigger demands from the users of
RTI legislation to eliminate such obstacles, either through
better implementation efforts or attempts to change the laws.
Countries that have not yet passed a RTI law have much to
learn from these findings and make sure they do not follow the
approaches that have proven ineffective or contrary to the best
practices in the field.

A country such as Pakistan is a good example of the change in
the political climate in a country in relation to RTI legislation.
While the federal RTI law is severely flawed and does not come
near to international standards, the two provincial laws adopted
in 2013 are very progressive and have apparently triggered the
response of the federal government. The new RTI bill that has
been tabled has been described as one of the most progressive
RTI bills in the world. Changes for the better are therefore
possible and even likely in the light of the developing of
international best practices.

Justifying requests and limiting the
use of information

Many laws in the region still demand that requesters specify a
“legitimate” purpose for obtaining information held by the
authorities. Such a requirement is at odds with international
standards. The Indian RTI Act encapsulates the best practice
approach regarding this issue and prohibits the authorities to
demand from requestors any reasons for requesting the
information. However, the RTI laws and regulations in China,
Indonesia, Nepal, South Korea, Taiwan and Pakistan require
such justifications.

Worse still, using information for purposes other than those
declared to the state may be sanctioned in Nepal, while
Indonesian RTI law prescribes fines for using the information
contrary to the law.

Over-prescriptive identification
requirements

The right to information should be available to all persons, and
not just citizens (as is the case in the majority of Asian laws),
equally without discrimination. The nature of RTI laws
worldwide is to enable access to information regardless of who
the requester is. Once the information is “cleared” for the
public it should not matter who requests it. Therefore,
demanding from the requester more information about his/her
identity than is absolutely necessary is contrary to this
principle. The Indian RTI law adopts a best practice approach,
prohibiting the authorities from demanding from the requestor
any personal details except those that may be necessary for
contacting them. On the other hand, some laws and
regulations, such as Pakistan’s Freedom of Information Rules
2004 and Mongolia’s law, require a vast amount of personal
details from the requestor, including name, address, phone
number, national identity number and, in the case of Pakistan,
father’s name and even a photocopy of the national identity
card. Usually, only name (if at all) and address for delivery
should be required.

Excluding bodies or branches from
RTI

Newer RTI laws in Asia tend to include all branches of the
government under the scope of the law. Many laws also include
non-governmental organisations (NGOs), publicly funded
private organisations and bodies owned and/or controlled by the
government. In Indonesia and India even political parties fall
within the scope of the RTI law. Nevertheless, some RTI laws
explicitly or implicitly exclude whole branches of the
government. In China and Japan, the RTI law does not cover
the legislative and judicial branches, and the South Korean law
does not mention the judiciary. The Thai law includes the
judiciary, but only as it relates to matters not associated with
trial and adjudication of cases. In Mongolia and Pakistan, only
the secretariat of the parliament is included, but not the
parliament itself.

The majority of Asia’s RTI laws, even if they in principle
include all branches of the government, expressly exclude
security and intelligence services from their scope (Bangladesh,
India, Bangladesh and South Korea). This is bad practice as it
is based on exclusion of public oversight, even if the
information sought would be in public interest and/or is not
classified as a state secret, or otherwise deserves to be
withdrawn from the public eye. Indian and Bangladeshi laws at
least provide for a safeguard: if information sought relates to
human rights abuses or corruption, security and intelligence
services do fall within the scope of the law.

The majority of Asia’s laws, even if they in principle
include all branches of the government, expressly

exclude security and intelligence services from their
scope

Sanctions

Monetary sanctions are a necessary part of efforts to
successfully implement any RTI law, but they should be
reserved only for the public officials or authorities that unjustly
violate the right to information. However, some laws, such as
Nepali and Indonesian, also prescribe sanctions against
individuals that use the information contrary to the law, which
severely limits their constitutionally-guaranteed right to
information. Moreover, there are laws that foresee sanctions
against public officials for revealing more information than they
were allowed (in China). This is even more endemic for secrecy
legislation; in many countries state secrets laws prescribe
imprisonment for revealing state secrets, most often without a
public interest clause. Indonesian and South Korean laws, for
example, include severe prison sentences for revealing state
secrets, although the latter did enact a comprehensive whistle-
blower protection law that protects and supports individuals
that report violations of the public interest.

Non-existent or ineffective oversight
bodies

Every progressive RTI law foresees an external oversight body,
competent to review the decisions (or lack of response) of
public authorities. In practice, not all laws in the region include
such an oversight body in their RTI system. In China and
Taiwan the possibility of external review exists. Other laws
foresee either the establishment of an Information Commission



(Bangladesh, India, Indonesia, Nepal and Thailand) or the
oversight functions are bestowed upon an Ombudsman (in
Pakistan and Mongolia).

One of the key elements of a strong oversight body is its ability
to issue binding decisions, although this is only the case in
Bangladesh, India, Indonesia and Nepal. Without this ability,
the implementation of the decision is more or less discretionary
and left to the culture of abiding by the recommendations of
superior bodies. Competencies of oversight bodies vary; the
Indian RTI law represents best practice, as the Central
Information Commission has all the necessary powers to
perform its functions: it may inspect documents, issue different
procedural orders, its decisions are binding and it may issue
fines and order other measures for violating the RTI law.

Another key aspect of an effective complaints mechanism is
the independence of the oversight body and sufficient human
and financial resources to perform its role. However, nearly all
national implementation reports in the region emphasise that a
lack of resources is a major factor hindering the successful
work of oversight bodies (for more details see the point below
on Challenges with implementation).

Nearly all national implementation reports in the
region emphasise that a lack of resources is a major

factor hindering the successful work of oversight
bodies

Aid transparency and disaster relief
information

Aid transparency and access to information in the context of
disasters is vital in order to ensure the effectiveness of aid and
disaster relief. Without transparency it is impossible to
coordinate humanitarian efforts; decision-makers are not able
to take decisions and adopt measures without accurate, timely
and comprehensive information on who needs help; where help
is needed; what kind of help; and what aid or resources have
already been given to a specific area.3® Some Asian countries
are members of the International Aid Transparency Initiative
(IATI) as partner countries, namely Bangladesh, Indonesia,
Myanmar, Nepal and Vietnam. The IATI is a multi-stakeholder
initiative that aims to improve “the transparency of aid,
development, and humanitarian resources in order to increase
their effectiveness” in receiving countries by facilitating access,
use and understanding information on aid spending.3¢

After the April 2015 deadly earthquake in Nepal, civil society
demonstrated that there is a dire need for disaster relief
transparency, namely for up-to-date, quality and easily
accessible information in post- and pre-disaster situations. In
post-disaster Nepal, the flow of information that could save
lives, make distribution of aid possible and make
reconstruction efforts effective, was slow. Civil society insisted
that the state should adopt robust national mechanisms and
policies, including pre-disaster information management
systems, and proactively distribute information important
during rescue, relief, rehabilitation, reconstruction and
management.%’

Challenges with implementation

Lack of awareness among the public

In most countries in Asia, civil society organisations and NGOs
report low levels of awareness among the public about RTI
legislation.3® As a result, there are low numbers of requests (a
weak demand side), and consequently there is not an extensive

pressure towards authorities to improve their request handling
practices and open up their information for the public. India
has one of the most active civil societies focusing on RTI in
Asia and there have been many awareness-raising campaigns
conducted by a governmental agency. Even there, however,
awareness among the public is low particularly in rural areas,
which helps maintain a gap between rural and urban levels of
participation in decision-making. Moreover, there have been
reports that requestors face harassment from public officials
especially in rural areas of India. Similarly, in Japan a scandal
broke out when the Defence Agency compiled a list of
requestors and conducted a background investigation on them.
In Indonesia, there is sometimes a need to bribe public
officials to gain access. In Mongolia, widespread corruption and
nepotism dissuades people from requesting information from
the government.3® Recently, however, the number of requests
and appeals has sharply increased in some countries; for
example, the number of requests doubled in South Korea and
the number of complaints rose by 250 percent in Thailand
since 2013.

Awareness among the public is low particularly in

rural areas, which helps maintain a gap between rural
and urban levels of participation in decision-making

Problems within public authorities

The majority of problems with implementation emerge at the
level of public authorities that receive information requests. A
problem that persists in many countries is the lack of
awareness of public bodies and officials about their obligations
under the RTI law. One of the reasons for this is the lack of
training for public officials, which is prevalent in the majority of
Asian countries. In Pakistan, for example, a majority of
surveyed public authorities at the federal level admitted they
were not even aware of the RTI legislation.*® Additionally,
resources for the implementation of the RTI legislation and for
meeting the records management requirements are scarce and
this may lead to delays in responding to requests.*!
Nevertheless, it seems that the lack of training and minimal
resources are only part of the problem and that public officials
are often not interested in learning about their RTI obligations.
A survey in Bangladesh has revealed that NGOs in their
capacity as bodies liable under the RTI law are better aware of
their statutory duties.*? Long delays in responding to requests
can be found in the majority if not all the countries, making it
one of the biggest obstacles to successful implementation. In
Nepal, a large number of authorities have not appointed public
information officers.*3

The majority of problems with implementation

emerge at the level of public authorities that receive
information requests.

Interpretation of exemptions

Overbroad interpretation of secrecy legislation or other
exemptions in RTI laws is another common implementation
problem. For example, this has been reported in China, where
public officials may be sanctioned for revealing information
that they should not have revealed. In Indonesia, NGOs
reported that national security and foreign relations exemptions
are defined too broadly in the law.** In Japan, civil society
reports that the public interest test is seldom used, while the
data protection exemption is often applied to deny access to
information about public officials. In South Korea, the
“national security” exemption is often interpreted widely and
the reasons for refusal of disclosure are not properly
explained.*®



In China, public officials may be sanctioned for

revealing information that they should not have
revealed.

Problems within oversight bodies

The problems of implementation of RTI also appear in relation
to the functioning of oversight bodies. Often, they are under-
staffed and under-resourced. In India, the average waiting
period for a Central Information Commission decision is 6.2
months and 30 percent of information commissioners’ places
are vacant.* In Nepal, the National Information Commission is
also under-staffed and under-resourced, but it also lacks actual
powers to enforce its decisions or monitor their
implementation.%” A problem that appears in Pakistan is that
access to the Federal Ombudsman in Islamabad is difficult for
the rural population.*® There are difficulties in enforcing
decisions of the tribunals in Thailand due to overlapping laws
and there is a lack of responsibility of those in charge of
implementing the law.*

Proactive disclosure

The majority of RTI laws in Asia include comprehensive
provisions on proactive disclosure of information. However,
implementation reports show that in practice, public authorities
do not regularly publish information that they are obliged to
under RTI legislation. Despite progressive provisions on
proactive disclosure in Indonesia, a study showed that

information is not sufficiently available proactively, largely due
to inefficient information management systems and a lack of
capacities and skills in the public bodies.®® With similarly
progressive provisions on proactive disclosure, the
implementation has been weak in Nepal and none of the
surveyed public authorities published all required information
on their websites.®! In the aftermath of the deadly earthquake
in Nepal in April 2015, NGOs warned about the lack of efforts
to proactively disseminate information of public importance,
especially in emergency situations. Pakistan and South Korea
are both countries with weak or vague provisions on proactive
disclosure and, implementation has been unsatisfactory. In
Pakistan, many public bodies do not publish rules and
regulations proactively.®® In South Korea, many public
institutions failed to disclose relevant information about their
activities and a list of available information on their websites.53
On a positive note, the Chinese government has reportedly
stepped up its efforts on providing proactive disclosure of
increasingly large pools of information.>* Similarly, countries in
Asia have started establishing their open data portals; India,
Indonesia, Japan, Nepal, Pakistan, South Korea and Taiwan
launched their open data portals recently.

In the aftermath of the deadly earthquake in Nepal in
April 2015, NGOs warned about the lack of efforts to

proactively disseminate information of public
importance, especially in emergency situations.




Elements of a Right to Information Law

Basic Elements of RTI Laws

Most RTI laws are very similar in structure and function. There
are common elements found in RTI laws in countries around
the world:

*  Right of Access - a right of an individual, organisation or
legal entity to be able to demand information from public
bodies without having to show a legal interest. Some laws
provide for specific provisions on principles (e.g. a
principle of maximum disclosure) and some regulate the
relationship with other laws, such as secrecy laws;

*  Definitions - laws usually frame the rights and obligations
with a set of definitions on who is considered a public
authority or other liable body, what is meant by public
information, who is an information officer etc. in order to
enable a broad right to information, the definitions must
not be restrictive.

e Duty to Provide Information - a duty imposed on public
bodies to respond and provide information. This includes
mechanisms for handling requests and set time limits for
responding to requests;

*  Exemptions - to allow withholding of certain categories of
information. These typically require that some harm to the
interest defined by the category must be shown before it
can be withheld. A public interest test may be prescribed
to allow access to exempt information for the greater
benefit;

*  Appeals - internal appeals mechanisms to allow the
requestor to challenge refusals to disclose;

o External Appeals and Oversight - external review of
decisions. Typically, RTI laws either create an external
body known as an information commission or allow the
complaints to be heard by an existing ombudsman or the
court system. The body also reviews implementation.

*  Proactive Publication - requirement for government bodies
to affirmatively publish some types of information about
their activities.

e  Sanctions - for officials who unlawfully destroy, modify, or
refuse to release information, and for bodies that fail to
comply with the orders of the external review system.

o Promotional measures and reporting - some laws envisage
a body, competent for promoting the right to information.
Often, public bodies and/or oversight authorities must
(publicly) report on their activities.

Principles of RTI legislation

Relationship with other laws

When adopting a new RTI law, countries must consider what
needs to be done with existing laws. In many cases, hundreds
of laws might affect the right to information.

Some countries have attempted to comprehensively review
existing laws to determine if they are overly restrictive.
However, this proved to be too burdensome in Australia and
Canada. The better approach is to override all existing and
future legislation by adding a provision in the RTI law itself
explicitly saying so. This was done in the Bangladeshi and
Indian RTI laws, which stipulate that any provision of another
law that is inconsistent or creates impediments to the right to

information shall be superseded by the RTI law. China,
Mongolia, South Korea and Taiwan, on the other hand, take a
reverse approach and their RTI laws refer to other laws which
may create further obstacles to the right to information. In
Nepal, the law states that “other matters shall be dealt in
accordance with prevalent laws” which suggests the latter
approach.

The better approach is to override all existing and

future legislation by adding a provision in the RTI law
itself explicitly saying so.

Even if a law protecting a certain class of information is
nullified by the right to information law, the information does
not become public unless it is released by the body either
proactively or reactively in response to a request and in either
circumstance, the official must analyse if the information is
exempt under the exemptions laid down in the RTI law.

Purposes and Justification for Requesting Information

Some laws limit the right to information to requesters who are
able to demonstrate they have a “direct interest” in the
information. Under such a “direct interest” requirement, most
of the primary users of the law, including journalists,
environmental, anti-corruption and other civil society groups,
would be barred from using it. The provision effectively changes
the purpose of the law to that of an administrative procedures
law, where an individual demands information relating to a
particular service that he or she has been denied rather than a
law which purports to implement a fundamental human right,
namely the right to information. International standards on RTI
prohibit this demand and it has been rightly rejected worldwide
in national laws.

However, some restrictive RTI laws prescribe that information
may only be obtained for specific reasons (“legitimate”
purposes) or require a person states his/her interest in the
information. Chinese law prescribes that a person may obtain
information only if they show a “special interest”, stemming
from particular production, life, research and other needs.
Other legislation, such as the Indonesian, Nepali, South Korean
and Taiwanese laws, explicitly require the requesters to state a
reason or purpose for their request. While the Pakistani law is
silent on this matter, the official request form requires not only
that the requester describes the purpose, but also that he/she
pledges to use the information only for the declared purposes.

The Indian Right to Information Act specifically
states that “An applicant making request for
information shall not be required to give any reason

for requesting the information or any other personal
details except those that may be necessary for
contacting him.”

A good practice, and one used in many laws in the world
including Asia specifically prevent public bodies from asking
the requester the purpose of their request. For example, the
Indian Right to Information Act specifically states that “An
applicant making request for information shall not be required
to give any reason for requesting the information or any other
personal details except those that may be necessary for
contacting him.”®® A similar provision is found in the
Mongolian law, while the laws in Bangladesh, Japan and
Thailand do not have a specific provision on this, but neither do
they require the expression of purpose.



Scope of RTI Laws

Who Can Make a Request?

International law states that the human right of information is
available to all persons. Under Article 19 of the Universal
Declaration on Human Rights and the ICCPR, everyone, that is
all persons, have an equal right to information. Article 13 of
the UN Convention against Corruption (UNCAC) provides that
all state parties must take measures “/ejnsuring that the public
has effective access to information”. In particular, the
Convention specifically promotes the importance of civil society
having access to information.

It is best practice in RTI law making that every person or
organisation should have the right to request information, be it
a citizen, a foreigner, an organisation established in the country
or abroad. In Asia, most countries only grant the right to
information to citizens and some include legal persons as well
(e.g. China, India and Taiwan; Indonesia specifies that legal
persons must be “national”). Only a handful of RTI laws extend
this right to all people, namely Japan and South Korea. In
Thailand foreigners have the right to information subject to
Ministerial Regulation, and Taiwanese law is based on
reciprocity: if their citizens are granted this right in a foreign
country, then the citizens of that specific country are entitled
to seek information in Taiwan.

It is best practice in RTI law making that every
person or organisation should have the right to

request information, be it a citizen, a foreigner, an
organisation established in the country or abroad.

Including or excluding legal persons in the right to request
information can create confusion regarding the rights of legal
persons, including companies, media and non-governmental
organisations, as well as unincorporated community and
citizens groups, which often request information as entities,
rather than as individuals. This is important in an
organisational setting where the demand for information should
not be lost in cases where the employee departs.

Defining Public Bodies

Most RTI laws focus on the administrative and executive bodies
that make up the modern bureaucratic state. This includes
ministries or agencies that provide for health, the environment,
law enforcement, military, communications and transportation
on the national level and their related local bodies. Best
practice, however, is to provide in the law a broad definition of
public bodies to include any body that is exercising public
authority according to the law, not only the executive branch.
More recently adopted RTI laws take this approach which
builds in the flexibility for the coverage of the law to develop as
particular institutions evolve.

However, many countries use a schedule in the act to create a
positive list of bodies that are covered. This provides for a clear
list of which bodies are covered and which are not. However,
this approach often requires that each time a body is created,
changes its name, or modifies its purpose or structure, that the
schedule must be updated, either by parliament or through
regulation, both of which can be slow and time consuming.
This can also raise problems when the government refuses to
include new bodies. In Ireland for example, the police are still
not covered, although they will be partially included from
October 2015 onwards.

In Asia some good practices can be observed. In Bangladesh,
India, Indonesia, Mongolia and Nepal, all branches of the
government (except for some expressly excluded authorities)

fall within the RTI regime. These countries also oblige
organisations with substantial public funding and NGOs to
abide by the RTI laws. Bangladeshi, Indonesian and Nepali RTI
laws also include organisations with substantial foreign
funding, such as international NGOs and international
organisations. Following the most progressive RTI regimes,
many Asian countries include state enterprises, i.e. bodies
owned and/or controlled by the government, such as in
Bangladesh, India, Indonesia, and Nepal. In Pakistan, private
bodies funded by the government or performing public
functions are not included in the RTI regime.

Exclusion of Certain Bodies or Branches

Some countries specifically exclude certain bodies that handle
sensitive information. In Bangladesh, India and South Korea
the security and intelligence services are excluded from the
scope of the RTI law. The problem with excluding bodies is that
while some of the information that the body might hold can be
quite sensitive, excluding all aspects of bodies’ activities
removes a necessary oversight mechanism to prevent corruption
or the misuse of power, or information such as environmental
hazards that might have been created by the body in their
activities. In addition, much of the information that they
maintain is quite mundane, such as procurement, the use of
credit cards or official cars. The better approach is to include
the body and to use exemptions from the right to ensure that
sensitive information is protected where necessary. Indian and
Bangladeshi RTI laws partially remedy this by requiring that
information relating to corruption and violations of human
rights held by the bodies are not exempted.

Indonesian and Nepali laws do not explicitly exclude any
authority from their scope and their definition of public bodies
is very broad, making them an exemplary RTI regulation in this
respect.

Local Governments

In federated or decentralised systems where there are states or
provinces, it is often necessary for sub-national jurisdictions to
enact separate laws for those areas where they hold sole
jurisdiction over the information. Often, these laws are adopted
before the enactment of national laws and incorporate
progressive provisions that are tried out and later adopted by
national laws. Nearly 3,000 local jurisdictions in Japan have
adopted RTI laws since 1982, as well as 30 provinces in
China. It was these laws that led to the enactment of the
national law. Other jurisdictions such as New Zealand and the
UK have adopted separate national laws to provide access to
information held by local entities.®® In Pakistan, two provinces
have adopted weak RTI laws, while the two remaining provinces
adopted laws in 2013 incorporating nearly all best examples in
the field.

Private Companies and Non-Governmental Organisations

Modern governments are often provided by an amalgamation of
national bodies, quasi-governmental organisations and private
organisations. As government bodies are privatised or functions
contracted out to private bodies, many RTI laws have been
extended to include non-governmental bodies such as publicly
owned companies, private companies and non-government
organisations that receive public money to conduct public
projects or make decisions that affect the public. The Indian
RTI law includes NGOs that are “substantially financed,
directly or indirectly by funds provided by the appropriate
Government”. Similar provisions are found in Bangladeshi,
Indian, Indonesian, Mongolian and Nepali RTI laws.

There is also a limited right in most countries to access
information held by private bodies that are not conducting
public business. Privacy and data protection laws in nearly 100



countries mandate a right of access and correction by
individuals to their own files held by any public or private
body.5” Environmental protection laws in most countries require
companies to publish information about potential threats to the
environment and public health. In South Africa, the Promotion
of Access to Information Act allows individuals and government
bodies to demand information from private entities if it is
necessary to enforce any other right. In Rwanda, private bodies
are covered under the new Law on Access to Information if
their “activities are in connection with public interest, human
rights and freedoms”.

In South Africa, the Promotion of Access to
Information Act allows individuals and government

bodies to demand information from private entities if
it is necessary to enforce any other right

Political Parties

Transparency in governing political parties, their spending and
decision-making has become increasingly important in
combating corruption and improving democratic processes.
Many countries in the world have started including political
parties in some sort of a transparency regime, either in separate
legislation or, for some countries, in their RTI laws. In
Indonesia, for example, political parties fall within the system
of proactive disclosure and they are obliged to publish a set of
information, including on their use of public funds, their
decisions and activities. In Nepal, political parties fall within
the full scope of the law and are defined as “public agencies.”
Although not explicitly mentioned in the Indian RTI Act, the
Central Information Commission decided in a 2013 landmark
ruling that political parties fall within the scope of the Act.%®
However, due to political conflicts, this has not yet been
implemented.

Commercial Documents

Care should also be taken that information that is created for a
public purpose is not withheld in the name of commercial
confidentiality. Public authorities can limit this problem by
explicitly refusing to sign contracts relating to public services
that contain excessive secrecy clauses. In addition, many laws
such as the UK RTI law override such clauses if it is in the
public interest to release the information.

Care should also be taken that information that is

created for a public purpose is not withheld in the
name of commercial confidentiality.

Defining Access: Documents, Information and Access

National RTI laws use different terminology to describe what
information individuals have the right to access. Older laws
typically refer to the right to access records, official documents,
or files, while newer laws often refer to a right to information.
In practice, there is generally not much difference as most laws
now broadly define the right to include all information, no
matter the medium it is stored on. The best practice is to
provide that the right to information is broadly defined, neutral
with regard to the media used to record it, and flexible enough
to ensure that as new technologies are developed it
automatically applies without requiring an amendment as was
necessary in many laws when electronic records became
commonplace.

Generally the right only applies to information that has already
been recorded at the time of the request. This can leave gaps
as certain information that may have been orally transmitted

(such as in a meeting) may have been used in making a
decision. A better practice is to require that all known
information is available. In New Zealand, the right to
information has been interpreted to mean that information
which is known to the agency but not yet recorded must be
recorded if it is relevant to the request. This practice is also
beneficial to future reviews of decision-making as it limits the
ability of officials to omit information to avoid disclosure and
therefore encourages better file creation and recordkeeping.
This coincides with the public servants’ duty to ensure that
their decisions are adequately justified.

Information that falls within the scope of the law is not
necessarily a “final document”, something that will never
change. Documents in preparation or drafts not used in the
final decision are included in the RTI regime in the majority of
national laws, although exemptions to such documents may
apply. Nevertheless, some countries such as Sweden frame the
right to information around the term “official documents” and
do not include preparatory works or drafts, thereby removing
large swaths of information from the scope of the law.

The right can also include any other materials held by public
bodies it is not limited to documents. The Indian RTI law
includes access to samples held by public bodies. This would
facilitate a review of whether proper materials were used in a
building site for example. All other laws in Asia follow this
formula; not only written documents but information in any
form may be requested. Japan excludes archival information
and information meant for broader distribution (such as official
gazettes, books etc.), but otherwise includes all types of
information. The definition of the Nepali law leans on various
functions of information: information is any “written document,
material or information related to the functions, proceedings
thereof or decisions of public importance made by the public
agencies.”

The right can also include any other materials held

by public bodies it is not limited to documents.

It is also important that not only information created by the
authority but also information received by other authorities falls
within the scope of a RTI law. A comprehensive definition may
be found in the Indonesian RTI law which states that public
information means information in any form that is produced,
stored, managed, sent and/or received by a public agency
relating to functioning of the state and other public authorities.
The Taiwanese definition of information also emphasises that
information subject to disclosure is one that is “produced or
acquired” by the public authority. The Pakistani RTI law is
restrictive and defines “record” as information in any form
“used for official purpose by the public body which holds the
record” and thereby seemingly excludes information only
received by other bodies but not officially used by the authority
that is in possession of the information. In Japan, the
authorities that received the information request may, after
consultations, transfer such a request to a body that prepared
the documents.

Procedures for Requests

Form of Requests

In most countries, the law requires that a request should be in
written form and describes the information desired. A few
countries further require that the request is on an official form
designed by the government body. It is common to also accept
electronic and faxed requests. Not all countries set strict
procedures, while some laws are overly restrictive. Nepali and
Thai laws, for example, are silent on the matter of how



information may be requested, which is problematic as it may
create a divergence of practices between different bodies. In
the spirit of the widest possible access, the interpretation
should be broad and the authorities allow any form of request.

Oral Requests

Many countries also accept oral requests, a practice especially
important in countries with lower literacy rates, but also as a
good practice of keeping the access procedures as prescriptive
as possible. This is also required for access to environmental
information under the UNECE treaty. In the region, India and
China include provisions where oral requests are possible, but
only if the request may not be submitted in writing (for example
for illiteracy reasons). Bangladesh, South Korea and Taiwan do
not allow requests submitted in oral form.

Many countries also accept oral requests, a practice

especially important in countries with lower literacy
rates.

Electronic Requests

Many laws provide for requesters to be able to request
information using email or web-based forms. In Mexico and
Chile, the Sistema de Solicitudes de Informacion system run by
the national transparency oversight bodies provide for
electronic filing of requests for government bodies.® All
requests are entered into the system even if made orally or in
writing which allows for easy automated monitoring of the
processing of requests by the Commission as well as by the
requestor and to allow the bodies themselves a simple way to
monitor their performance. In 18 countries including Australia
and New Zealand, NGOs are using the open-source Alaveteli
system to allow people to easily send requests to public bodies
and then automatically publish the responses online.®° In Asia,
Mongolia and India have the most straightforward provisions on
allowing electronic requests. China also allows requests in
“digital document form”, while Bangladesh only allows email
requests if the officially prescribed form is not available.

Prescribed Form

In Bangladesh and Pakistan the request must be supplied in a
prescribed form. Bangladesh eases this prescription by allowing
the requestor may request information by writing it down on a
white piece of paper or in an email if the form is for some
reason not available.

Substance of the RTI Request

Identification of requestors

The majority of RTI laws require some form of identification or
address of the requestors. More advanced laws however do not
require any other information from the requestors than those
strictly necessary, because if the right to information is to be
afforded to all persons equally and without showing a legal
interest, it should not matter who the requestor is. UK Minister
Baroness Ashton put it succinctly, “The issue is not who the
inquirer is but whether the information should be in the public
domain. So if m-mouse@btinternet.com sends in a request for
a piece of information that could and should and can be in the
public domain, then it should go into the public domain
through m-mouse@btinternet.com.”™ Some laws such as
Finland’s and the Mexican Infomex system specifically
encourage anonymity to ensure that all requesters are treated
equally.

“The issue is not who the inquirer is but whether the

information should be in the public domain. So if m-

mouse@btinternet.com sends in a request for a piece
of information that could and should and can be in

the public domain, then it should go into the public
domain through m-mouse@btinternet.com.”

Therefore, the more identifying information the law requires,
the more restrictive the access regime may be seen as.
Nevertheless, requiring contact details from the requestor (be it
email for electronic documents or a physical address for
receiving photocopies) may be necessary so that the authority
may send the requested information. Another reason for
requiring the address may be when a (partially) negative
decision must be served following an administrative or similar
procedure.

In some cases, identification may be necessary to ensure that
access is granted to those requesters that are authorised to see
personal or commercially sensitive information. In such cases,
it may be necessary to set up systems for identification such as
digital signatures. It should be highlighted, however, that such
a regime is not considered as a RTI regime. Similarly, systems
need to be set up for those situations where a fee will be
imposed.

There are both good and some very bad practices in Asia. The
Indian RTI law explicitly states that an applicant “shall not be
required to give [...] any other personal details except those
that may be necessary for contacting him.”®? On the other end
of the spectrum, the Pakistani and Mongolian RTI laws require
information such as name, address, phone number, national
identity number and, in the case of Pakistan, the requester’s
father’'s name and even a photocopy of the national identity
card. The majority of laws require only name and address for
delivery.

Justification of the request

To enable the greatest possible access to information,
requestors should not be required to justify the reasons why
they are seeking information. If the public body has the
discretion to assess whether the requestor has a legitimate
reason or not, this is a serious restriction to the right to
information which hinders the control and accountability
purposes of the RTI legislation. There is a tension between RTI
laws and the data protection legislation. The latter often
requires personal data to only be processed for legitimate and
known purposes, thereby raising a question of conflict of laws
when a RTI request includes access to personal data.

Some RTI laws in Asia explicitly prohibit the authorities to ask
for a reason for requesting information. In India, for example,
“laln applicant making request for information shall not be
required to give any reason for requesting the information”.%3
Another good practice is found in the Mongolian law which
states that requestors are not required to “explain the
requirement and ground for receiving information."* Some
other laws do not explicitly prohibit examining the reasons, but
neither do they enlist the reason for the request among the
requirements of the request. Such is the example of Japan,
Bangladesh and Thailand.

However, there are some laws that unambiguously require the
justification of the request. Indonesian law states that every
requestor “has to state the reason for such request.”® Similar
requirements are found in Chinese, Nepali, South Korean and
Taiwanese RTI laws. Possibly the worst example may be found
in the Pakistani law, where the official request form requires
the applicants not only describe the purpose of the request but
also to declare that the information will only be used for the
stated purposes.



Possibly the worst example may be found in the
Pakistani law, where the official request form

requires the applicants not only describe the purpose
of the request but also to declare that the
information will only be used for the stated purposes.

Identifying the information sought and transfer of requests

The essence of every information request is describing what
information the requestor is seeking. Some very restrictive laws
or interpretations require the requester to state the exact name
of the document and/or the document number. Most laws,
however, require that the requestor be as specific as possible in
describing the information requested. At the same time, there
is usually a duty on government officials to assist the requestor.
This is essential otherwise the RTI law is limited to only
knowledgeable insiders who know what to ask for. This also
benefits the government body as it usually leads to more
specific, easier to complete requests. The duty includes
contacting the requestor to clarify the information desired, if
unclear, and also to forward requests to other appropriate
bodies if the information is held elsewhere.

The majority of laws in Asia require the requestors to only
describe the information sought and do not impose a burden of
naming the documents. Although the Japanese law comes close
to that when it requires requestors to name the “titles of
administrative documents”, the second part of the provision
states “or other particulars that will suffice to specify the
administrative documents relevant to the disclosure request.®®

No Asian law contain a specific provision on the duty to assist
the requester with identifying the information sought. However,
Indian and Pakistani laws encompass a broad duty of
assistance to requestors and some other laws (namely Chinese,
Taiwanese and Japanese) include a duty of the authorities to
contact the requesters for clarifications when the request is
unclear. Of those three laws, only Japan requires the authorities
to help the requestor in the revision of their request.

In case the public authority receives an information request but
does not possess the information, progressive RTI laws impose
a duty upon public authorities to transfer the request to the
authority that likely holds the requested information. The
Indian, Mongolian and Taiwanese RTI laws follow this best
practice approach, requiring the authority to transfer the
application to another public authority and inform the applicant
thereof; Mongolia sets the deadline for such a transfer at two
days, India at maximum five days and Taiwan does not regulate
the timeline. In Japan, there is an obligation to transfer the
request, although it is accompanied by the discretion to also
transfer the request for documents, prepared by another
authority. While Chinese RTI law does not provide for transfer,
it at least stipulates that the requestor should be notified about
which other authority might be in possession of the documents.
In Nepal, there is only a duty to inform the applicant that the
authority does not hold the information sought.

Form of information sought

Most laws provide that the requestor can ask for copies of the
information in any reasonable form. This includes providing
electronic records in their original form to facilitate searches or
as printouts if the user does not have the proper equipment,
transcripts or copies of audio tapes or video converted to a
medium to make them viewable on commonly available
machines. Nearly every law also allows a person to view the
information directly as long as doing so does not endanger it.
The requestors should have the right to select the preferred
form of information sought, but there is a question to what
extent public authorities are obliged to respect that preference.

In Bangladesh and Mongolia the form in which the requestor
wishes to obtain information is a required substance of the
request. Chinese, Indian and Nepali RTI laws stipulate that the
authority should comply with the preferred form to the extent
possible. While Indonesian law only mentions the preservation
of the integrity of the documents as an obstacle for not being
able to respect the requester’s preference, Indian law also
refers to the disproportionate diversion of resources.

Assistance

Aside from the duty to assist the requestors in identifying the
information they wish to receive, many RTI laws also provide for
a general (or other specific) duty to assist the requestors in
exercising their right to information. Particular attention should
be given to upholding equal rights of requestors with
disabilities. The Indian RTI law includes all these good
practices and introduces a general duty to assist the requesters,
a duty to assist with submitting the request in writing
(especially relevant for illiterate requestors) and a duty to offer
special assistance for requestors with disabilities. China also
included a provision on assistance to persons with disabilities
and illiterate requestors and the Nepali Information
Commission issued guidance to that effect. Bangladesh only
covers assistance to persons with disabilities, while other laws
either do not have a special provisions, or a general duty to
provide assistance applies. In some countries assistance might
be due through provisions of special disability focused
legislation.

Response Times

Typically, RTI laws require that government bodes must
respond to a request as soon as possible, setting a maximum
time of between two and four weeks. Some very progressive RTI
laws in countries with admirable transparency traditions, such
as in Scandinavia, state that the body must immediately
respond (usually within 24 hours) to the application and
provide the information as soon as possible. In most
jurisdictions that allow for oral requests, the requests must
generate an immediate response if possible. The best practice
is therefore for the response to be made immediately or as soon
as possible. There are usually provisions for additional time if
the request is lengthy or complex or must be transferred to
another body that holds or has control over the information.

Nepali RTI law sets out the shortest response time -
immediately after receiving the request or, if this is not
possible due to the nature of information, in 15 days without
the possibility of extending the time. Other countries establish
different deadlines, from seven business days and the same
period for extension in Mongolia to 30 days and the possibility
to extend for another 30 days in Japan. China, India, Nepal and
Pakistan do not allow the public body to extend the deadline.
The reasons for allowing extensions also vary significantly.
Some laws set out more or less strict rules on when extensions
are possible, for example due to a “considerably large amount
of administrative documents” (Japan), or if official information
is in a condition which can be easily damaged (Thailand).
Some other countries base the possibility of extensions on
much more vague terms, such as “if deemed necessary”
(Mongolia and Taiwan) and “due to unavoidable reasons”
(South Korea).

A number of countries require immediate responses if the
information relates to threats to a person’s health or safety. The
US Freedom of Information Act was amended in 1996 to
provide for a two-track system, in which information of public
interest can be placed ahead of other requests in the
processing queue and must be responded to more rapidly. The
requester must make a case for why this should be done. In the
region, the RTI laws in Bangladesh and Nepal provide that the



body must respond within 24 hours and Indian RTI Act within
48 hours if public interest reasons dictate swift responses, for
example if the life and security of persons are at stake.

Excessive delays can frustrate the intent of RTI by preventing
the information from being available when it is useful to the
requester, for example, in responding to some other
consultation or decision-making process. In addition, research
has found that government departments are less likely to delay
when there is a shorter deadline than a longer deadline because
they prioritise the request.®” However, this is potentially
difficult for many bodies as they must have dedicated enough
resources to the processing of requests. Lack of sufficient
resources and expertise are partially responsible for delays in
Asia in furnishing the requested information.®®

Fees
Types of fees

Many RTI laws allow government bodies to demand fees from
requestors. Common types of fees include:

*  Application fees: A few countries such as India and Japan
require that applicants include a nominal amount with the
application before it is processed. They limit the ability of
the less well off to demand information from government
bodies. In India, officials often use the requirement to buy
stamps to pay for the fees as a way of avoiding receiving
requests so that they do not have to respond to them. In
Japan, government bodies can divide a single request into
multiple ones, and thus raise fees beyond that of average
requestors.

e Search and processing fees: This can cover the staff time
locating and reviewing documents. Many jurisdictions only
charge for the searching, not for the time spent on
examining the documents. Often, the fees for an initial
period, such as the first hour are waived.

*  Copying and postage: The most common fees are imposed
for the cost of copying and postage of the located records
to be disclosed. Most acts provide that a certain number of
pages are provided for free and also allow for individuals to
be able to view the records in person free of charge.

e Appeals: A few countries such as Ireland and Australia
charge for requestors appealing against decisions by
bodies that withhold information or challenge the fees
levied. Fees for making appeals undermine the
effectiveness of the laws by placing barriers to external
oversight, thus allowing bad practices that would otherwise
be corrected to continue.

Fees are often controversial. They can create unnecessary
administrative barriers which reduce requests rather than
acting as a cost recovery mechanism. For example, electronic
requests can be impeded unless there is an electronic means of
payment set up for each body. In addition, impecunious
requesters may be barred from exercising their right to
information as they may not be able to even file a request or
later obtain the documents on an equal basis.

Some government bodies have justified high fees by describing
access to information as a service that should be paid for by its
users. However, this undervalues RTI as an inherent part of
democracy and the benefits listed above of an open government
on government bodies and public trust. Fees should be
regulated in a way that is consistent with the objects of the RTI
law and should not “effectively disqualify citizens from
participating by imposing prohibitive charges.”®® While
providing free access to information may place financial burden
on public bodies, the government should, when setting up the
regime of costs, take into account the democratic potential and

other benefits of the RTI legislation. A general principle is that
fees should not be used as a profit-making device.

Best practices

The best practice is to limit fees to actual costs for providing
information, not for the time taken in deciding on the request
itself, provide waivers for information of public interest, and not
charge for appeals. In practice, in many jurisdictions that do
allow for fees, they are not imposed because the nominal costs
in providing the information is less than the administrative cost
in collecting and processing the fee. In some countries, charges
do not apply for reproducing only small amounts of documents.
From the analysed countries, only Nepal offers some pages free
of charge, although only five.

In Asian Pacific countries fees are usually foreseen in the RTI
laws and implementing rules, whereby in most countries fees
are set centrally by the Government. In China, there are
guidelines, following which each agency determines the fees. In
Bangladesh, the Government is obliged to consult with the
Information Commission before setting up the rules on charging
the fees. In the majority of countries analysed it is usually free
to file a request, namely no application fees are prescribed. In
Japan and Pakistan, however, the requestors must pay a fee for
submitting a disclosure request and a fee for implementation
the disclosure. Fees are limited to actual costs of reproduction
in all analysed countries except in Indonesia and Taiwan.

Fee waivers

Most countries waive fees for those that can be sown to be
below a certain income level or on government support. Many
jurisdictions provide for the waiving of fees when it is in the
public interest to release the information. In the US, media and
NGOs are generally exempt from fees. In many jurisdictions,
fees are also waived or reduced for those who show that they
are on public assistance or cannot otherwise afford it. Under
the Indian Right to Information Act, “no such fee shall be
charged from the persons who are of below poverty line”.”®
South Korean RTI law provides for a reduction or exemption of
fees if the information sought “is necessary for the
maintenance and promotion of public welfare.”' No fee waivers
are foreseen in the Indonesian, Mongolian and Nepali RTI laws.

Exemptions

Statutory Exemptions

All right to information laws recognise that there are
circumstances in which information should not be released
because it would harm specific public or private interests.
Generally, these exemptions are included in RTI laws.

There are a number of common exemptions that are found in
nearly all laws. These include the protection of national security
and international relations, personal privacy, commercial
confidentiality, law enforcement and public order, information
received in confidence, and internal discussions.

Exemptions under Indian Right to Information Act
2005

The 2005 RTI contains the following exemptions:

Information, disclosure of which would prejudicially
affect the sovereignty and integrity of India, the
security, strategic, scientific or economic interests of
the State, relation with foreign State or lead to
incitement of an offence




Information which has been expressly forbidden to be
published by any court of law or tribunal or the
disclosure of which may constitute contempt of court

Information, the disclosure of which would cause a
breach of privilege of Parliament or the State
Legislature;

Information including commercial confidence, trade
secrets or intellectual property, the disclosure of
which would harm the competitive position of a third

party

Information available to a person in his fiduciary
relationship, unless the competent authority is
satisfied that the larger public interest warrants the
disclosure of such information

Information received in confidence from foreign
Government

Information, the disclosure of which would endanger
the life or physical safety of any person or identify
the source of information or assistance given in
confidence for law enforcement or security purposes

Information which would impede the process of
investigation or apprehension or prosecution of
offenders

Cabinet papers including records of deliberations of
the Council of Ministers, Secretaries and other
officers

Information which relates to personal information the
disclosure of which has no relationship to any public
activity or interest, or which would cause

unwarranted invasion of the privacy of the individual
72

National Security

National security, as defined as information that would threaten
the sovereignty or territorial integrity of the nation, is one of the
most common exemptions found in national laws. However, this
exemption is not unbounded. As the UN Human Rights Council
stated in General Comment 34, “it is not compatible with [the
ICCPRY], for instance, to invoke [official secrets or sedition laws]
to suppress or withhold from the public information of
legitimate public interest that does not harm national security.”

The Johannesburg Principles on National Security, Freedom of
Expression and Access to Information proposed detailed
guidelines on the limits of national security.”® The Principles
were developed by a working group of experts in 1995 and have
been subsequently endorsed by the UN Special Rapporteur on
Freedom of Opinion and Expression, the UN Human Rights
Commission and various courts.”

In 2013, these principles have been built upon and updated by
Tshwane Principles on National Security and the Right to
Information,”® developed under the umbrella of 22 civil society
organisations, in consultation with the four special
representatives on freedom of expression. Among many other
crucial principles, this document emphasises that the
restrictions should be narrowly interpreted and the burden of
proving the necessity of restrictions of public access lies within
the government. The national security exemption should never
apply to information concerning human rights violations and
breaches of humanitarian law. Moreover, the Principles are

adamant that intelligence and security services should not be
excluded from the scope of the RTI laws. However, such
exclusions are known in some of the Asian RTI laws, including
in Bangladesh, India and Pakistan.

Nevertheless, the Indian and Bangladeshi laws stipulate that
such bodies fall within the scope of the law if the information
sought relates to corruption and human rights violations.

[TIhe Tswane Principles are adamant that

intelligence and security services should not be
excluded from the scope of the RTI laws

In many national laws, including the Indian Right to
Information Act and the UK Freedom of Information Act, any
information that has been administratively designated as Secret
or Top Secret under the Official Secrets Act is still reviewed
and can be released if it is not otherwise exempt under one of
the exemptions for protecting national security or other
interests.”®

Protecting Individual’s Privacy and Personal Data

The right to privacy and data protection are recognised
internationally as human rights, underlying human dignity and
enabling all other human rights to thrive, including freedom of
expression. The right to privacy and the right to information
may be seen as conflicting rights, one limiting the use of
(personal) information and the other one aimed at opening up
government records. However, they are often described as
complimentary and mutually reinforcing rights. In countries
where there are no comprehensive privacy or data protection
laws, RTI laws may, to some extent, offer the possibility of
gaining information about the misuse of personal data, for
example about forged names of individuals in relation to
distribution of food subsidies in India. Conversely, data
protection legislation may help performing accountability
function in the private sector, where RTI laws usually do not
apply, by allowing individuals to be able to demand information
from private bodies that relates to them.”” There are many other
fields of mutually reinforcing application of both bodies of law.
In the small number of cases where they come in conflict, there
is a need for balancing or reconciling the two. As no human
right should take precedent over the other, privacy, personal
data and right to information must be carefully balanced.”®
There are different approaches in the world as to how to
attempt to reconcile both rights. At the legislative level, some
countries adopt both the data protection provisions and the RTI
provisions in a single act, such as in Thailand. Another option
is to have two separate laws and balance the two rights
coherently, such as with a common definition of personal data,
by providing personal data and/or privacy as a legitimate
exemption from the right to information and by a consistent
approach of the oversight mechanisms competent to enforce
both rights.

Institutionally, the competences to oversee the data protection
and RTI legislation are often bestowed upon a single oversight
body such as the the Information Commissioner in Australia,
(also in Mexico, UK, Slovenia, Croatia and in many other
countries), which enables the balancing of both rights “under
the same roof.” In others including Japan, New Zealand and
Hong Kong, the bodies for appeals or oversight of privacy and
RTI are separate.

There are some areas where proper balancing of data protection
and privacy rights and the right to information, is especially
sensitive and must be attuned to the public interest. Such is
the example of information pertaining to individuals acting in a
public capacity (e.g. public officials), information regarding the
use of public funds (for salaries, expenses and other purposes)



and information attacking a heightened public interest (such as
corruption, abuses of power and decision-making). The RTI law
should address these issues by enabling the public to receive
information, albeit personal information, that serves the public
interest. For example, the Indian RTI law stipulates that the
personal data exemption only applies if information “has no
relationship to any public activity or interest” and may be
disclosed despite being personal if the larger public interest
justifies the disclosure of such information.”® Many laws also
subject the privacy/personal data exemption to a general public
interest test and/or harm test.

Other non-exempt information

Many RTI laws prohibit certain information from being
withheld. This includes evidence of a crime, information on
human rights abuses and corruption. The Mexican Federal
Transparency and Access to Information Law provides that
“Information may not be classified when the investigation of
grave violations of fundamental rights or crimes against
humanity is at stake.” The UNECE Aarhus Convention limits
the ability of bodies to claim commercial confidentiality as a
reason for withholding environmental information. India’s RTI
law states that “information pertaining to the allegations of
corruption and human rights violations shall not be excluded”
even if they come from intelligence and security agencies.®
There is a very similar provision in the Bangladeshi RTI law,
which means that although intelligence and security agencies
are exempt from the Indian and Bangladeshi RTI laws,
transparency regime overrides the exclusion in cases of alleged
corruption and human rights violations.

Harm and Public Interest Tests

Harm Tests

Most RTI laws require that the authorities demonstrate that
harm to any of the protected interests will occur if the
information is released. The test for harm generally varies
depending on the type of information that is to be protected.
While national security, privacy, and international relations
tend to get the highest level of protection, even for allegedly
protecting those interests, embarrassment to the government or
an official should never be an excuse to withhold information.
Different laws prescribe different thresholds that must be
reached in order for the harm test to apply. These range from
disclosure: 1) only affecting the protected interest or creating a
risk to cause harm; 2) causing ‘regular’ harm (the phrases
‘causing a threat’, ‘endanger’, ‘impede’, ‘be damaging to’); 3)
causing serious or irreparable damage (‘likely to cause grave
and significant damage’® Some countries, such as China,
include a “reverse” harm test combined with the public interest
test, whereby the authorities must release certain exempted
information if not disclosing it would cause “serious harm to
the public interest.”® This would have been a good practice,
should the “reverse” harm test be an additional safeguard and
all individual exemptions would be subject to a regular harm
test.

While national security, privacy, and international
relations tend to get the highest level of protection,

even for allegedly protecting those interests,
embarrassment to the government or an official
should never be an excuse to withhold information

RTI laws also take on a different approach as to whether the
harm test is applied to all exemptions or just a selected few.
Best practice is that the harm test is applied to all exemptions,
although some RTI laws narrow the application of this test to
only a few selected exemptions. The latter is true for all RTI
laws in Asia.

Public interest test

In most countries, the law requires that a public interest test is
applied to at least some exemptions. This provides for
information to be released if the public benefit to the
disclosure of the information outweighs any harm that may be
caused by doing so.

Framing the public interest in disclosing information that would
otherwise be legitimately restricted entails the most difficult
balancing of human rights and different societal interests. The
Tshwane Principles on National Security and the Right to
Information define Information of public interest as
“information that is of concern or benefit to the public, not
merely of individual interest and whose disclosure is ‘in the
interest of the public,’ for instance, because it is useful for
public understanding of government activities.”

The public interest test is seldom defined in the law. Therefore
it is important to look at different laws, international standards,
jurisprudence of national and international courts and
guidelines developed by independent oversight bodies, NGOs or
other organisations. For example, the Council of Europe
Parliamentary Assembly Resolution defined areas of public
interest to include information which would:

*  Make an important contribution to an on-going public
debate

*  Promote public participation in political debate

*  Expose serious wrongdoings, including human rights
violations, other criminal offences, abuse of public
office and deliberate concealment of serious
wrongdoing

* Improve accountability for the running of public
affairs in general and the use of public funds in
particular

*  Benefit public health or safety.

It is necessary that the framing of “public interest” is not too
restrictive as to eliminate the purpose of establishing a public
interest test. This is also important in the area of
whistleblowers protection, who are often protected if they reveal
information in the public interest. A narrow definition would
inevitably mean weakening the scope of whistleblower
protection.

Many RTI laws only prescribe the applicability of public interest
test to some exemptions, often leaving out the national security
exemption, which is also one that can undermine the largest
public interest and demand for accountability of the state in
charge of protecting the life and security of the nation. In
India, the public interest test applies to all exemptions and it
states that regardless of the Official Secrets Act and any
exemptions from the RTI Act “a public authority may allow
access to information, if public interest in disclosure outweighs
the harm to the protected interests."®® The public interest test
applies to all exemptions also in Japan and Indonesia, whereas
only in Indonesia the application of the test is mandatory, not
discretionary. The majority of analysed states, however,
prescribe the public interest test to a limited set of exemptions.
Mongolian, Nepali and Pakistani RTI laws do not mention the
public interest test at all.

[The Indian RTI Act states that] “a public authority
may allow access to information, if public interest in

disclosure outweighs the harm to the protected
interests."




The test can be applied both at the administrative level when a
body is reviewing information for release and at the appeal level
by an independent commission or court. In Japan, the head of
the administrative organ is given the power for a discretionary
release “when it is deemed that there is a particular public
interest necessity.”8*

Application of Exemptions

Duration of Exemptions

Exemptions should not be set for an indeterminate duration.
Most RTI laws require that once the reason for exemption has
passed, the information should be made available. The current
trend is to set the limits on the maximum duration of exempt
information to between 10 and 20 years. In the UK, a special
committee set up by the UK government recommended that the
UK’s 30-year rule be reduced to 15 years. The 30-year rule was
considered “anachronistic and unsustainable” by that
committee.® The trend of reducing timeframes is spreading in
other countries of the world. Under the progressive Indian RTI
law “any information relating to any occurrence, event or matter
which has taken place, occurred or happened 20 years before
the date on which any request is made” shall be provided to
the requestor.®® In Nepal, information may be kept confidential
for a maximum of 30 years, but this decision comes under
review every 10 years to establish whether information should
still be kept confidential. South Korean and Taiwanese RTI
laws provide that when it is not necessary to restrict access to
information anymore, e.g. due to passage of time or change in
circumstances, information should be released to the public.

Partial Disclosure

Often, documents contain both exempt and non-exempt
information. Almost all RTI laws provide for the excision of
exempted information from documents or files and disclosure
of the remainder to the requestor. This prevents the
unnecessary withholding of a document or entire file based on
the inclusion of a single bit of exempt information, which might
not even be relevant to the request or was placed there just to
prevent access. Very few RTI laws leave out provisions on
partial disclosure, although there are still some: Mongolian,
Pakistani and Thai law do not mention a severability clause at
all. As a good practice, the authority should inform the
requestor about the reasons why only parts of the requested
documents may be released and there should be a possibility to
challenge this decision.

Interaction with other Laws

As noted above, other laws may protect state, commercial and
other secrets and limit public access to certain information.
The best practice is for the RTI law to have precedence over
these other laws and for bodies to use the exemptions of the
RTI law as the sole reason for the withholding of information.
Otherwise, RTI laws can be seriously undermined by hundreds
of conflicting statutes, some long past their reason for
existence and clearly not relevant in the modern era of
openness. The Indian RTI law specifically overrides the Official
Secrets Act and there is a similar provision in the Bangladeshi
law.

Administrative Exemptions

In addition to exemptions based on substantive concerns, RTI
laws commonly include provisions to reject RTI requests based
on administrative concerns. These include information that is
available by other means, will be published shortly, overbroad
requests that would interfere with the operations of the body
and “vexatious”, “frivolous” or repeated or extremely
voluminous requests.

The best practice is to ensure a standard of reasonableness.
There might be a good reason for the “unreasonable” request.
A broad request might be necessary for a scholar writing a book
on a historical figure where the information needed is only
available in government records or a citizen wanting to know
about all of the environmental hazards of a local government
installation. Repeated requests may be necessary to keep an
updated record of the body’s activities, such as for maintaining
a database of their current activities.

Vexatious requests must be shown to have been submitted only
to intend to disrupt the normal working activities of the body,
not just that it would annoy or embarrass the body to release
the information.?” The body should not use these administrative
defences to unreasonably deny requests and should have the
burden of proof to show why they should be allowed to ignore
them. If a request is too vague or broad, most RTI laws require
that the RTI official contact the requestor and discuss the
request to see if it can be clarified or narrowed down to
something that satisfies both parties.

Vexatious requests must be shown to have been
submitted only to intend to disrupt the normal

working activities of the body, not just that it would
annoy or embarrass the body to release the
information.

The Indian RTI law includes a provision that prevents the body
to be obliged to deal with frivolous requests and states that the
body may refuse access to information if releasing information
“would disproportionately divert the resources of the public
authority.”®® A study has shown that only 0.6% of requests
filled could justifiably be labelled vexatious or frivolous; 2%
required voluminous response and 1% of requests sought
information covering a long time span of more than 10 years.®

Appeals and Oversight

In all countries, the decisions of the public body on whether to
withhold or disclose information are subject to some form of
review. In most laws, there is both an internal review and a
final review by an independent external body. The courts are
the final remedy in nearly all systems.

Internal review

The first level of review in all but a few countries is an internal
appeal. This typically involves asking a more senior decision-
maker in the body or a higher-level department to review the
withholding of information. Internal review can be an
inexpensive and quick way of reviewing decisions and releasing
more documents. However, the experience in some countries,
such as Australia, is that the internal system tends to uphold
the denials and is used more by departments for delaying
releases rather than enhancing access.*®

In Asia, internal appeals are available in all countries except for
India and Japan. In China, a requester may report the refusal to
the higher-level administrative organ, the supervision organ or
the department in charge of open government information.

External review

Nearly all countries have some form of external review that can
be requested once the internal appeals have been completed,
to ensure that the decision by the government body was not
flawed. Usually, under standard administrative procedure
practice, internal appeals must be exhausted before external
review can be requested, although this is not necessarily the
case. In Bangladesh, requesters may lodge an internal appeal
or complaint to the Information Commission independently



from each course of action. External review is possible in nearly
all countries; Chinese and Taiwanese RTI laws, however, do not
foresee an external appeal mechanism.

Ombudsmen

The most common form of external body to review decisions is
an Ombudsman, typically a constitutional officer or a
representative of parliament. A similar but collegiate body is a
National Human Rights Commission. Ombudsmen or Human
Rights Commissioners can hear complaints from individuals
and generally do not have the power to issue binding decisions
on bodies. But in many countries their decisions are considered
to be quite influential and are typically followed by the
government body. Most Ombudsmen limit their activities to
handling specific cases and only infrequently take a more
systematic view of the overall system. International law clearly
requires that human rights bodies are functionally and
administratively independent from all public authorities. The
Paris Principles, endorsed by the UN General Assembly, set
minimum standards for such bodies.®!

In a majority of countries in the world there exists a function of
or similar to an Ombudsman. In countries that foresee other
(more binding) complaint mechanisms, it is usually still
possible to turn to the Ombudsman, although their mandate is
usually limited. The RTI law in Mongolia expressly foresees this
possibility; the requester may appeal either to the higher
instances within the body or organisation, the National Human
Rights Commission or to the court. Pakistan, on the other hand,
only offers recourse to the Wafaqgi Mohtasib, the Federal
Ombudsman of Pakistan, whose decisions are not binding.

Information commissioners

Dozens of countries have created an independent information
commission, which can be part of the parliament, the prime
ministers’ office (such as in Thailand) or an independent
body.?? In many jurisdictions, such as in Canada and France,
the commissioners are essentially ombudsmen and are only
given the power to issue opinions. A commissioner can be
tasked with many duties besides merely handling appeals. This
includes general oversight of the system, reviewing and
proposing changes, training, and public awareness.

In Bangladesh, India, Indonesia and Nepal, a commissioner
can issue binding decisions. The Indian Central Information
Commission (CIC) has all the necessary powers to perform its
oversight duties; it may initiate an inquiry and may issue
binding decisions ordering the authorities to: provide the
information sought; appoint information officers; publish
certain information proactively; make changes to its information
management; enhance the efforts to train the officials on the
right to information; and submit an annual report on their
activities. The CIC may also order that the requester be
compensated for any loss occurred and may impose penalties
against the authority. Importantly, the Indian RTI law includes
many strong provisions guaranteeing the independence of the
CIC, from the procedure of appointing the commissioners to its
functional and financial independence.

The Indian Central Information Commission may also
order that the requester be compensated for any loss

occurred and may impose penalties against the
authority.

A commissioner can also have additional duties based on other
laws. In a number of countries including Thailand, Mexico, UK,
Germany, Switzerland, Slovenia and Hungary, a commission
also functions as the national data protection authority. In
Thailand, the information commission also handles data

protection complaints. However, it is part of the prime
minister’s office and is not completely independent of the
bodies that it oversees.

Specialised tribunals

Some countries have adopted specialised quasi-judicial bodies
to hear appeals that are intended to be quicker, less expensive
and less formal than court. In the UK, a tribunal system hears
appeals from the decisions of the information commissioner
and is generally regarded as being very positive. In Japan, the
external Information Disclosure Review Board hears appeals of
initial decisions by agencies. However, the agencies can delay
referring cases to the Review Board, which has led to extensive
delays in many cases.

Courts

Courts have the advantage of being independent, are generally
given the power to obtain copies of most records, and can make
binding decisions. However, they also have significant negative
aspects. The cost of bringing cases to court and the delays in
resolving the cases effectively prevents many users from
enforcing their rights in many jurisdictions. The courts are also
often deferential to agencies, especially in matters of national
security-related information, and may not develop the
experience or expertise to know to challenge authorities more
energetically. They are also unable to carry out systematic
investigations into practices of one or more agencies that
commissions typically can undertake. Those systems which only
allow for court appeals, such as in the US, where some
requests languish for years or decades before completion, are
considered less effective.

Almost all countries allow the requestor to appeal to the
national courts. In some countries, the court can only review a
point of law once a tribunal or commission decides. In others,
requestors can appeal to the court instead of appealing to the
ombudsman or information commission. In general, the
jurisdictions that have created an outside monitor such as an
ombudsman or information commissioner appear to have more
successful adoption of RTI laws. The best practice is to have an
internal review, followed by a review by the information
commission and finally a review of that decision by a court. In
the region, the RTI laws either expressly allow recourse to
courts (often through an administrative lawsuit) or this
possibility stems from the constitutional legal order.

Sanctions

Sanctions are an important function of a right to information
law in order to deter negative conduct by officials who may not
comply with the legal obligations for openness and
transparency. Nearly all RTI laws include provisions for
imposing sanctions on public authorities and employees in
cases where information is unlawfully withheld. Typically, the
cases involve the body or the employee unreasonably refusing
to release information or altering or destroying documents.
Some laws also sanction a failure to provide information in the
prescribed time (the so-called administrative silence). In
Thailand, sanctions are foreseen for disobeying the order of the
appellate body, the Official Information Board.

Nearly all RTI laws include provisions for imposing

sanctions on public authorities and employees in
cases wWhere information is unlawfully withheld.

Only Japanese RTI law does not mention any fines or other
sanctions, while most other laws provide for fines,
administrative sanctions and even imprisonment for egregious
violations. In case the law provides for monetary fines, it is a



good practice to include continuous fines, such as daily fines,
until the breach is eliminated, otherwise the fine does not act
as a pressure to immediately eliminate the violation. Such is
the example of Bangladesh and India, but these two laws also
correctly provide for a cap on the daily fine. The Bangladeshi
and Indian RTI laws also foresee that the information
commission may recommend to the authority disciplinary
actions against the officer who breached the law. The
Mongolian RTI law provides for an explicit sanction of dismissal
of the public official who repeatedly or seriously violates the
right to information. In Indonesia and Thailand, prison
sentences are prescribed as an alternative to monetary
sanctions.

The sanctions can be imposed against the body itself or
administrative or criminal sanctions against specific employees.
In India, public officials can be directly fined against their
salaries for refusing to follow the obligations of the law.

Contrary to the best practice in the field, the Nepali and
Indonesian RTI laws also prescribe sanctions against an
individual who uses the information contrary to the declared
purpose (in the case of Nepal) or contrary to the law (in the
case of Indonesia). The Pakistani legislation enables the
Ombudsman to fine the individual for making a so-called
frivolous, vexatious or malicious complaint. In China, sanctions
may also be imposed for disclosing information that is
considered exempt, which may have the effect that the public
officials, fearing the sanctions, refuse the right to information
more often than they otherwise would have. This, however, is
also the problem of many national secrecy laws which may
prescribe severe penalties for revealing national secrets and
other classified documents.

Sanctions that compensate the requestor can also be imposed
against bodies that refuse to release information. In the US, the
courts impose a form of sanction by awarding legal costs to
requestors when it is found that the documents should not have
been withheld. In Asian countries, however, it is more common
for some RTI laws, such as Bangladeshi and Indian, to
prescribe compensation for damage or loss due to violation of
the right to information.

Promotional and Implementation
Measures

Typically, an ombudsman or the information commission plays
an important support role to both government bodies and to the
public on the RTI law. The body typically has many roles: as a
promoter of good practice, an advocate for the citizen, and a
mediator of disputes. Some typical functions, aside from
handling complaints, are described below.

Codes, Regulations and Recommendations

In some jurisdictions, the body is given the power either
individually or jointly to develop codes of practice and other
regulations on the use and implementation of the law and on
the application of exemptions. This gives the agencies guidance
on how their decisions will be reviewed and encourages
consistent application of the law across government. It also
encourages the requesters to exercise their right to information
by shedding the light on best practices and the extent of their
right.

In Bangladesh and India, the information commission is
mandated to adopt regulations on the preservation and
management of information which every authority shall follow.
In China, developing guides on accessing governmental
information is in the competence of each body.

Awareness rising and training

Many oversight bodies are tasked with awareness rising
activities. For example, the Bangladeshi Information
Commission should increase awareness about the right to
information by disseminating information on the protection and
implementation of this right.

The body can also conduct public seminars and trainings on
the Act and produce brochures, guides and other materials to
educate the public on how to use the RTI law. Some laws also
enable the Information Commissions to order that authorities
conduct trainings of their public officials (in Bangladesh and
India).

Monitoring and reporting

The body can monitor either formally or informally the progress
of each government unit as it implements the act and provides
advice on best practices. At an early stage, informal advice is
probably the most constructive, but once an act is in place, it
can require the production of annual status reports and
statistics and conduct audits and investigations.

In Bangladesh, India and Indonesia, the information
commissions prepare an annual report on the activities of
public authorities as well as its own activities. The report is
presented to parliament and made available to the public.

Issuing penalties

Some RTI laws prescribe sanctions against public officials for
not respecting the law’s provisions. In India, the Central
Information Commission has the power to sanction the
information officer for refusing to receive a request, for not
respecting the statutory deadlines, for refusing information in
bad faith, for knowingly giving incorrect, incomplete or
misleading information or for destroying information. The
burden of proving that the information officer acted reasonably
and diligently is on the information officer.

Records Management

For freedom of information and good governance to be
effective, there must be a recordkeeping system in place that
allows for the easy collection, indexing, storage and disposal of
information. There is an important relationship between
effective records management and effective freedom of
information as poor record management leads to reduced
effectiveness of the public sector services and reduced
transparency, accountability and trust in government.®® The
best practice in the field of records management and RTI is to
include provisions on recordkeeping accountability in the RTI
laws or policies; to adopt a separate records management policy
aside from RTI policies; to include awareness of records
management in RTI training programmes.%*

If the public bodies are not able to find information that the
requesters are seeking, they are of course not able to disclose
it. Therefore the RTI system is inevitably linked with
recordkeeping and “depends on records being created, properly
indexed and filed, readily retrievable, appropriately archived
and carefully assessed before destruction to ensure that
valuable information is not lost.

Many RTI laws provide for a register of all documents to be
maintained by government bodies. This register allows for
easier identification and location of documents for many
reasons. This register can also be combined with a system to
make information automatically available. In Mexico since
2005 all documents created are automatically numbered,
indexed and archived. In the EU, documents created by the
Council are automatically archived and many are automatically
put on the online register for public access shortly after being



created. A new problem that has emerged in the past fifteen
years is how to handle electronic records. Governments are still
struggling with setting rules on the retention and organising of
electronic mail and files. A further problem is how to ensure
access to those records in the future. As software evolves and
changes, it will be necessary to develop common standards or
keep old computer systems and software to ensure that storage
devices and files can be read in the future.

In Bangladesh and India, each authority should prepare a
catalogue and index of all information and preserve it in an
appropriate manner. The information commissions of both
countries are tasked with preparing regulations on information
management. China, Indonesia, Japan, Mongolia, Nepal and
Thailand do not have any provisions in their RTI laws on
records management; neither do they mention any role of the
supervisory bodies in developing guidelines on this issue.

Proactive disclosure

Categories of information for proactive disclosure

A common feature in most RTI laws is the duty of government
agencies to actively release certain categories of information.
This includes details of government structures and key officials,
texts of laws and regulations, current proposals and policies,
forms and decisions.

Many other laws also require that government departments
affirmatively publish information. These include acts on public
administration, consumer protection, environment, court
practices and statistics. Pollution registers in many countries
allow citizens to easily locate online the potential threats to
their health from local industries.

The active provision of information is also beneficial to public
bodies. It can reduce the administrative burden of answering
routine requests. This affirmative publication can directly
improve the efficiency of the bodies. The Council of the EU
noted in its most recent annual report that as, “the number of
documents directly accessible to the public increases, the
number of documents requested decreases.”® The US Justice
Department reported in their 2002 review of agencies that
many had substantially reduced the number of requests by
putting documents of public interest on their web sites.®”

Newer RTI laws tend to proscribe a listing of certain categories
of information. Other countries, such as the UK, require that
bodies adopt a publication scheme. The Information
Commissioner has developed a model schemes for different
types of bodies, usually in conjunction with the representative
association and has the power to approve and reject schemes.?®
This allows for greater consistency of schemes and also saves
resources by giving bodies, especially smaller ones, the ability
to adopt adequate schemes without having to develop the
schemes themselves.

Recommended categories of information for proactive
disclosure

Structural information. Information on the structure
of the organisation, its primary functions, a listing of
its employees, annual reports, audits, services

offered, and other related information.®®

Budget Documents. Detailed information on
projected expenditures and expenses. The IMF notes
that “fiscal transparency is of considerable
importance to achieving macroeconomic stability and
high-quality growth, 1%

Tenders and contracts. Many countries, as part of
their electronic government efforts, are moving to
make more information about their financial
decisions available. This can be an effective anti-
corruption measure.

RTI procedural information. Most laws require that
information detailing the procedures for making
requests, lodging appeals and contract information
for the RTI officer must be made widely available to
facilitate peoples’ rights. Some jurisdictions now
make available request and disclosure logs so that
potential requestors can see what has already been
requested and released.

Record systems. This includes information describing
the types of records systems and their contents and
uses. In countries such as Sweden which have
document registers, this includes providing facilities
for the public to search and review documents. This
can also include statistical information on the use of
the RTI or documents already released.

Internal law. A common requirement is that bodies
make available the internal rules, regulations,
manuals and other information on how they make
decisions. In Australia, a number of states reported
that a positive benefit of the process of making these
public was that it forced the departments to update,
revise and clarify them which made them more
useful to the departments. This also promotes
consistent decision-making.

Reports. Many laws require that all reports are made
public unless there are particular reasons for
exemption. In some jurisdictions, this process of
publishing allowed the bodies to better review its
activities and reduce redundant efforts.

Commonly requested documents. Across
jurisdictions, there are many types of documents that
are frequently the subject of RTI requests. These
include travel expenses, salaries and other expenses
for public officials. In Wales, the Assembly provides
the minutes and agendas of meetings.!°! Making
these affirmatively available reduces the need to
process requests later.

In Asia-Pacific, many RTI laws include comprehensive
provisions on proactive disclosure, including Bangladesh,
China, India, Indonesia, Mongolia, Nepal and Taiwan. The
Japanese RTI law does not include any requirement to
proactively publish public information. Information is published
online on the basis of standards adopted in 1991 by
interministerial committee, which NGOs have criticised.!®?

In Indonesia, the RTI law prescribes a wide range of
information that is to be published proactively and
distinguishes between information that is to be supplied

T

“periodically”, “immediately” and “at any time”.

Indonesian RTI law on proactive disclosure: Chapter
v

Part One - Information to be Supplied and Published
periodically




Article 9

(1) Every Public Agency is obliged to announce
Public Information periodically.

(2) Public Information as referred to in paragraph (1)
covers:

a. information pertaining to a Public Agency;

b. information on the activities and performance of
the related Public Agency;

c. information on the financial report; and/or

d. other information regulated in the regulations of
the laws.

(3) The obligation to provide and to submit Public
Information as referred to in paragraph (2) is
conducted at least every 6 (six) months (semi-
annually).

(4) The obligation to disseminate Public Information
as referred to in paragraph (1) is submitted in such a
manner that it can be obtained easily by the people
and in a simple language.

(5) The methods as referred to in paragraph (4) are
further determined by the Information Management
and Documentation Officer at the relevant Public
Agency.

(6) The provision on the obligation of a Public
Agency to provide and to submit Public Information
periodically as referred to in paragraph (1), paragraph
(2) and paragraph (3) is further regulated by the
Technical Directives of the Information Committee.

Part Two - Information to be Published Immediately
Article 10

(1) A Public Agency is obliged to announce
immediately any information that might threaten the
life of the people and public order.

(2) The obligation to disseminate Public Information
as referred to in paragraph (1) is submitted in a
manner that can be obtained easily by the people
and in a simple language.

Part Three - Information to be Available at Any Time
Article 11

(1) A Public Agency is obliged to supply Public
Information at any time, covering:

a. a list of all of the Public Information to which it is
authorized, excluding information that is classified;

b. the result of the decisions of the Public Agency
and its considerations;

c. all of the existing policies, along with their
supporting documents;

d. the project working plan, including the estimated
annual expense of the Public Agency;

e. agreements between the Public Agency and a third
party;

f. information and policies presented by the Public
Officer in a meeting that is open to the public;

g. working procedures of the Public Agency personnel
relating to public services; and/or

h. reports on access to Public Information services as
regulated in this law.

(2) Public Information that has been stated as open
to the public based on the mechanism of objections
and/or the settlement of a dispute as referred to in
Article 48, Article 49, and Article 50, are Public
Information that are accessible by the Public
Information User.

(3) The provision on the method to implement the
obligation of the Public Agency to supply Pubic
Information that is accessible by the Public
Information User as referred to in paragraph (1) and
paragraph (2) is further regulated with the technical
directives of the Information Committee.

Electronic Access

Electronic networks can be an efficient method of providing
information. They can allow for quick and inexpensive access at
all hours to records without the need for officials to actively
respond to requests. Large documents can be provided without
expensive copying fees.

Many RTI laws require that government bodies create websites
and publish information on the sites along with physical copies.
In Poland, the Public Information Bulletin is the primary
method of accessing government information. The Council of
the European Union automatically makes available most of the
documents it creates, including any document released under
its access regulations, in its electronic register.1%3

Related to this is a recent trend for publishing data in an open,
machine-readable format, known as Open Data. Most open data
initiatives run parallel to RTI and are not specially provided for.
In Europe, the Directive on Re-use of Public Sector
Information, first adopted in 2003, sets rules on reuse of
information but does not address rights of access.'® In Korea,
the 2013 Act on Promotion of the Provision and Use of Public
Data!® promotes the release of electronically processed data or
information created by public institutions with the intent to
promote public access and the “smart industry”.

This is starting to change. In 2014, President Obama signed
the DATA Act to make spending information available in
common formats and linked to other systems to make tracking
easier.’% |n the UK, the Protections of Freedom Act amended
the FOIA to include open data provisions.'%”

Benefits of Open Data

There are significant benefits in making information available
in an Open Data format. As described by the G-8 leaders at the
2013 Lough Erne Summit: “Open government data are an
essential resource of the information age. Moving data into the
public sphere can improve the lives of citizens, and increasing
access to these data can drive innovation, economic growth and
the creation of good jobs. Making government data publicly
available by default and reusable free of charge in machine-
readable, readily-accessible, open formats, and describing
these data clearly so that the public can readily understand
their contents and meanings, generates new fuel for innovation
by private sector innovators, entrepreneurs, and non-
governmental organisations. Open data also increase awareness
about how countries’ natural resources are used, how




extractives revenues are spent, and how land is transacted and
managed.”

The Open Data Charter announced by the G-8 leaders agreed to
five principles:1°®

*  Open Data by Default

e Quality and Quantity

e  Useable by All

* Releasing Data for Improved Governance
* Releasing Data for Innovation

In Asia, states such as India, Indonesia, Japan, Nepal,
Pakistan, South Korea and Taiwan, and some cities are starting
to establish their open data portals.'%°

Reuse of Information

The many economic and social benefits of the reuse of
information, especially data, are growing. A key factor of free
reuse is that it is not always obvious what other uses the
information may have until it is out there and other people or
groups see its possible benefits. For example, environmental
organisations could reuse information about population density
and traffic released by different ministries to combine with air
pollution data to evaluate the effectiveness of measures to
reduce pollution or promote public transportation; anti-poverty
organisations could use budget information combined with
information on crime, and health and education spending to
identify areas where further resources should be made available
and use it to advocate for targeted spending; researchers and
authors could reproduce them in books or on websites to shed
light on policies or historical events.!10

There are also substantial economic benefits from reuse.
Companies can combine public data with their own information
to analyse the market and identify where it would be most
beneficial to establish new businesses, such as factories,
restaurants, hotels or shops. Similarly, reuse enables
companies and service providers to better expand into new
markets and effectively bid for new contracts.

By way of example, the UK has created “Open Government
License”!! which allows any person to:

*  Copy, publish, distribute and transmit the
Information;

* Adapt the Information;

*  Exploit the Information commercially and non-
commercially for example, by combining it with other
Information, or by including it in your own product or
application.

Re-using public sector information could be problematic in
those Asian countries that demand from requestors that they
state the purpose for their request (Indonesian, Nepali, South
Korean and Taiwanese RTI laws). It would be even more
problematic in China, which limits the right to information to
those who can prove “special interests” and in Pakistan where
requestors must “pledge” they will only use information for the
declared purposes.

Electronic Participation and E-Government

Electronic access can also be used to enhance citizen
participation. In Finland, a project initiated by the Ministry of
the Finance had civil servants conducting conversations about
issues in early states of preparation in the central government.
Once a discussion is completed, a summary of it is kept with
the proposal as it is acted upon. The US government site
http://www.regulation.gov/ makes it easy for citizens and
interested parties to identify federal regulations to submit
public comments.

Barriers to Electronic Access

However, there are continued barriers which prevent the entire
population of many countries from being able to use these
resources. The digital divide is a significant problem in many
developing countries. Furthermore, a high proportion of those
who are connected live in the large cities and people in small
towns and rural areas are less likely to have access. Another
large hurdle is the level of education or willingness of
individuals to use electronic services, especially those from
older generations. Polling results from many countries around
the world have found significant numbers of people who are
unwilling to go online to use the services, even if offered
training.

It is also necessary to ensure that the information is provided in
such a way that it is easy to find and use. Care should be taken
to ensure that files are not too large to preclude users using
mobile telephone-based systems for Internet access from
viewing them, and that formats are commonly understandable.

It should still also be possible for individuals to have access to
the same information in physical form. Most laws provide for
the ability to view the documents in the offices of the body. In
the US, government departments have “reading rooms” where
individuals can arrange to view standard information and
already released documents.



Review of right to information laws in Asia

Bangladesh

Constitutional Framework

Article 39 of the Bangladeshi Constitution!!? guarantees the
right of every citizen to freedom of speech and expression and
freedom of the press, and subjects these rights to reasonable
restrictions in the interest of state security, friendly relations
with foreign states, public order, etc. The right to seek, receive
and impart information is not explicitly mentioned, although
the preamble of the Right to Information Act stipulates that
this right is an inalienable part of freedom of expression.!!3

Right to Information Act

The fight against corruption was a major factor in Bangladesh’s
path to adopting the RTI legislation. The initiative and lobbying
for the passage of the RTI legislation came from a variety of
different interest groups and individuals: human rights
defenders, media professionals, academics, grassroots
organisations, NGOs and concerned citizens.'* In 2002 and
2006 two draft proposals on the Right to Information Act were
circulated, the first by the Bangladeshi Law Commission!!5 and
the second by the Manusher Jonno Foundation, an NGO
advocating for freedom of information!!® In 2008, the caretaker
government installed during the state of emergency in
Bangladesh passed the Right to Information Ordinance that the
civil society had the opportunity to co-shape.!!” The 2008
Ordinance was subsequently ratified by an elected government
and the Right to Information Act (RTI Act) came into force on 1
July 2009.118

The fight against corruption was a major factor in

Bangladesh’s path to adopting the RTI legislation.

Provisions of the RTI Act

Principles

The purpose of the RTI Act stated in the Preamble is to
increase transparency and accountability, decrease corruption
and establish good governance. The Act includes a provision
whereby laws that create an impediment to the right to
information are superseded by the RTI Act in case of a conflict
of laws. Right to information is laid down as a principle
underlying the functioning of the government and “no authority
shall conceal any information or limit its easy access” (Section
6(2)).

Scope

Only citizens have the right to demand and receive access to
information from public bodies. The scope of the RTI Act in
relation to bodies liable to provide information extends to the
executive, legislative branch and organisations that undertake
public functions. Private organisations with government or
foreign funding are included, which applies to NGOs,
international organisations and other private bodies. However,
the Act excludes state security and intelligence agencies,
unless information sought pertains to corruption and violation
of human rights in these institutions. The definition of

“information” is broad: any documentary material relating to
the constitution, structure and official activities of any authority
regardless of its physical form or characteristics (including
machine readable records) fall within this definition.

Proactive disclosure

The RTI Act includes a long list of information that should be
proactively published, although it does not explicitly mention
that such information should be available online. This includes
information on decisions, activities, policy related documents
and reasons for their adoption. On an annual basis, every
authority shall publish a report containing information about its
structure and activities, rules and regulations, conditions on
accessing services and information on freedom of information
officers.

Disclosure upon request

As a rule, requesters are required to fill out a form to request
documents, but if the form is not easily available, the
information may be requested in writing (without a form) or in
an electronic form. The requesters need to identify themselves
only by name and address; describe the information sought so
that it can be identified; and note the form in which they wish
to obtain the documents. Individuals have the right to receive a
copy, inspect the documents, take notes or use any other
“approved method”.

Each body must appoint a Designated Officer. There is no
general requirement to provide assistance to all requesters, but
if the requester is a person with a disability, the authority must
provide such assistance as necessary for him or her to access
requested information. If the authority is not in possession of
the information sought, there is no procedure in place to refer
the request to another body.

The authority must provide the information within 20 working
days, unless information relates to life and death, arrest or
release of persons, where the deadline is 24 hours. If more
than one authority is involved in the decision-making, the
information may be provided within 30 working days. If the
authority decides to refuse access, the decision must be issued
within 10 working days. In case of administrative silence, the
request is presumed to be rejected.

A reasonable fee may be imposed for obtaining information and
the price should not exceed the actual expenses. The regulation
fixing the fees should be published in the Official Gazette. The
fee regulation may also provide for fee waivers.

Exemptions

The access to information regime put forward by the RTI Act
takes supremacy over any impediments laid down in other laws.
There is a list of 20 exemptions which broadly protect the
following interests: state security; international relations;
commercial secrets and intellectual property rights; tax and
budget information; law enforcement; judicial activities;
investigations; privacy; “secret information” of a person; life or
physical safety of individuals; and others. Some of these
exemptions are subject to a harm test, but there is no public
interest override. The only similar provision relates to
information on human rights breaches or corruption held by
security and intelligence services, which are otherwise excluded
from the scope of the law, but in this case fall inside the scope.



Partial access is provided by the law; no request may be fully
rejected if it is reasonably possible to allow access to non-
exempt portions of requested information.

The authority must inform the requester of the reasons for
refusal. The RTI Act also states that information may be
refused only with a “prior approval from Information
Commission” (Section 7).

Appeals

The Act explicitly bars access to a court following a denial of
the right to information, but establishes the Information
Commission, an independent appeal authority with strong
competences. The Commission is formed of a Chief
Commissioner and two Commissioners, appointed by the
President with respect of a gender balance requirement. This
oversight body handles appeals against refusal decisions,
administrative silence, imposition of unreasonable fees,
incomplete, misleading or false information and other violations
of the RTI Act. The Commission may conduct inspections, has
other strong oversight powers and issues binding decisions. The
Commissioners may also conduct other tasks, such as
promoting the right to information, issuing policy
recommendations, researching on the impediments to the right
to information and so forth.

Sanctions

The RTI Act prescribes fines for officials who fail their duty to
justify the refusal, to decide upon the request in due time, to
give misleading or false information or who create impediments
to the right to information. The Commission may also
recommend to the authority takes departmental action against
the responsible official.

Publication / Reporting mechanisms / Promotional measures

Every authority shall prepare a catalogue and index of all
information and preserve it and designate a RTI officer. The
Information Commission is entrusted with promotional and
awareness-raising activities. The Commission adopts an annual
report that includes statistics on the implementation of the law
and presents it to the President, who sends it further to the
Parliament.

Implementation of the RTI Act

Several groups have noted that the RTI Act has a concrete
effect on the ground, a possibility to achieve societal change.!!?
However, civil society groups report that implementation of the
RTI Act is a challenging process, not least because of the
“culture of fear” and the lack of trust.?2° The World Bank has
drafted a Strategic plan on implementation of the RTI for
2014-2018,'?! which identifies areas where implementation
has stayed behind the promises of the RTI legislation, in
particular: lack of awareness, capacity issues, the need for an
increased political support, the lack of an internal coordinating
body within the Government.

Several groups have noted that the RTI Act has a

concrete effect on the ground, a possibility to achieve
societal change.

Many NGOs warn that strong demand-side efforts, namely
frequent use of the law, is needed for the success of the Act.'??
While the Commission reported that as many as 7,000 requests
have been filed in 2012,'?3 people are still not sufficiently
informed on their right to information. The Commission
implemented some wide-ranging awareness campaigns, such as
running TV campaigns and sending mobile text messages to the
public (250 million free SMS messages have been sent).!?*

Nevertheless, more awareness-raising activities among lay and
expert public and authorities are needed.'?® On the supply side,
two studies have shown that the response rates to RTI requests
remain low.!26

Another serious challenge for implementation of the law is the
capacity of governmental agencies, frequent transfers of
designated officers and the lack of training for the officers.
Constant transfers of RTI officers are not good for the
continuity and they also make trainings on implementation of
the law less efficient.'?” The question is also whether all
authorities liable under the RTI Act designate officers; a special
problem arises with private bodies (such as NGOs and
internationally funded organisations), where a study from 2001
showed that only 201 from roughly 30,000 such organisations
appointed an officer.1?® Nevertheless, the NGOs seem to be
better aware of their responsibilities under the RTI Act.!?°

Related legislation

Media laws

In 2014, the Government released a National Broadcasting
Policy which reportedly prohibits broadcasters from
disseminating information that could smear the image of law
enforcement agencies, armed forces and government officials
with judicial powers, information that is against the government
or public interest or impedes national security.'3® Nevertheless,
this is not a law and any restrictions should be incorporated in
a law and conform to international standards.

State Secrets Act

The Official Secrets Act (OSA)!3! was adopted in 1923 under
the British colonial rule. The OSA prohibits the unauthorised
collection or disclosure of secret information and imposes fines
for perpetrators, even in cases when a person voluntarily
receives secret official information but knows or ought to have
known it is classified. Attempts to or assistance in breaching
the OSA are also punishable. The RTI Act overrides the OSA,
but intelligence and secret services are excluded from this Act
and there are a number of exemptions applicable to information
related to national security with no public interest test
prescribed.

Protection of whistleblowers

Whistleblower protection has been enacted in The Disclosure of
Public Interest Information (Protection) Act, 2011.%%? |t defines
public interest information as information relating to misuse of
public money or resources, abuse of power, criminal acts and
acts against public health, safety or the environment, and
corruption. Any whistleblower can make a “public interest
disclosure” to the competent authority and receives protection
from civil and criminal prosecution, employment disadvantages,
protection of identity etc. Disclosure of false information or
information not in the public interest is punishable.

Environmental protection legislation

Bangladesh adopted the Environmental Protection Act in
1995132 and its amendments in 2010.13* The tasks of the
Director General of the Department of Environment, include
collection, publication and dissemination of information
relating to environmental pollution. The Act and the
Amendment also prescribe the obligation of the Government to
publish in the Official Gazette general guidelines and maps
with legal descriptions of environmentally critical or threatened
areas. Nevertheless, the Government is required to publish very
little environmental information proactively.!3> The Act also
stipulates that before issuing an environmental clearance
certificate, the Government should consult the public



(“surveying public opinion, getting information from public
about all these matters”).!36

International Framework

Bangladesh has ratified the ICCPR and UNCAC.'%"

The country is also a member of the ADB/OECD Anti-Corruption
Initiative for Asia-Pacific'® and OECD Busan Partnership for
Effective Development Co-operation.'3® Bangladesh has also
endorsed the International Aid Transparency Initiative (IATI) in
2011 and has been elected Vice Chair of the IATI Steering
Committee in 2013.14°

China

Constitutional Framework

China’s Constitution does not expressly mention the right to
information but grants Chinese citizens freedom of speech, of
the press, of assembly, of association, of procession and of
demonstration.!!

Right to information Act

The path