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Letter dated 27 December 2001 from the Chairman of the Security
Council Committee established pursuant to resolution 1373 (2001)
concerning counter-terrorism addressed to the President of the
Security Council

The Counter-Terrorism Committee has received the attached report from
Poland, submitted pursuant to paragraph 6 of resolution 1373 (2001) (see annex).

I should be grateful if you would arrange for this letter and its annex to be
circulated as a document of the Security Council.

(Signed) Jeremy Greenstock
Chairman

Counter-Terrorism Committee
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Annex
[Original: English]

Letter dated 21 December 2001 from the Permanent
Representative of Poland to the United Nations addressed to the
Chairman of the Committee established pursuant to resolution
1373 (2001) concerning counter-terrorism

On behalf of my Government, I have the honour to submit herewith to the
Counter-Terrorism Committee the report on the measures taken by the Republic of
Poland to implement the provisions of Security Council resolution 1373 (2001) of
28 September 2001, as requested in paragraph 6 of the resolution (see enclosure).

My Government is strongly committed to implementing fully the provisions of
resolution 1373 (2001), which constitutes a key instrument in combating
international terrorism.

Recognizing that the effective prevention of terrorist acts also requires
measures of an educational nature, I wish to inform you that the Republic of Poland
intends to submit an appropriate initiative in this respect.

My Government stands ready to provide the Committee with further reports or
information if so requested by the Committee.

I should be grateful if you would have the text of this letter and the enclosed
report circulated as a document of the Security Council.

(Signed) Janusz Stańczyk
Ambassador

Permanent Representative
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Enclosure
Report to the Committee established pursuant to resolution 1373
(2001) concerning counter-terrorism

General observations

There is no specific legislation in Poland, both of constitutional and statutory nature, regulating the problem
of implementation of decisions of international organisations, of which the Republic of Poland is a member. Steps
have been undertaken to elaborate a draft law to this end, but due to rather complex and multidisciplinary legal
character of the said decisions the works on the draft have not been finalised yet.

However, due to the future amendments of the Constitution, concerning the legal position of the decisions of
the European Union, possible determination of the principles of implementation of specific resolutions of
international organisations, including binding decisions of the United Nations Security Council, adopted under
Chapter VII of the Charter of the United Nations, will be considered.

In the present situation, where there are no direct rules of the internal legislation, the obligation to
implement the provisions of the United Nations Security Council resolution 1373 (2001) of 28 September 2001
can be derived directly as resulting from the international treaty ratified by Poland, namely the Charter of the
United Nations.

In accordance with the practice developed in Poland, to implement binding decisions of the United Nations
Security Council, appropriate decision of the Council of Ministers (Government) is indispensable. The decisions
of this kind oblige competent ministers of the Government to take appropriate measures to implement the
provisions of the United Nations Security Council resolutions.

In order to comply with the requirements set forth in the UN Security Council resolution 1373 (2001), at the
request of the Minister for Foreign Affairs, the Council of Ministers took such a decision on 5 November 2001,
and obliged the Ministers for: Economy, Finance, Interior and Justice to:
- take immediately appropriate measures to implement the said resolution, and in particular to:

a) indicate existing legal mechanisms, which will apply to the implementation of the resolution and
b) in case of lack of such mechanisms – to propose legal measures, which should be introduced to

implement the resolution, including appropriate legislative initiatives;
- inform the Minister for Foreign Affairs on the measures taken.

In the decision of the Council of Ministers the Minister for Foreign Affairs has been authorised to prepare a
report and submit it to the Committee of the Security Council established on the basis of paragraph 6 of the
Security Council resolution 1373 (2001). At the same time the Minister for Foreign Affairs has been designated
as the focal point and coordinating authority with respect to issues concerning the implementation of the said
resolution.

Operative Paragraph 1

Sub-paragraph (a) – What measures if any have been taken to prevent and suppress the financing of terrorist acts
in addition to those listed in your responses to questions on 1(b) to (d)?

The suppression of financing of terrorist acts can be ensured effectively by Poland on the basis of the
existing legislation. The key provisions to this end are included in the law of 16 November 2000 on counteracting
to the introduction to financial transactions of property values originated from illegal or unclear sources. This law
determines the scope of “responsible institutions” (i.e. banks, other financial institutions and entities, and entities
engaged in activities connected with financial means and assets), obligation of registration of transactions and
identification of clients, requirements concerning exchange of information on the transactions and offences,
authorities competent to prevent illegal activities with financial means, conditions for blockage of transactions
and monitoring of the activity. Additionally, the provisions of the Penal Treasury Code, Article 299 of the Penal
Code (“money laundering”) and Article 106 of the law of 29 August 1997 – Banking Law may be relevant to this
case.
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Poland signed on 4 October 2001 the International Convention for the Suppression of the Financing of
Terrorism, adopted by the General Assembly of the United Nations on 9 December 1999. The process of
ratification has been initiated.

After the terrorist attacks against the United States the Office for Organised Crime with the National
Prosecutor’s Office intensified cooperation with the police, State Protection Service and General Inspector for
Financial Information in order to detect and prosecute cases of criminal flow of financial means belonging to
entities, which may be connected with terrorist acts.

The prosecutor’s offices in Poland have reviewed several cases in light of possible signals of behaviour
connected with terrorism. The specific cases, where such signals appeared are under the custody of the National
Prosecutor’s Office. Any additional and detailed information may be provided at the request of the Committee.
Due to the nature of the said cases this information should be kept confidential.

In addition to the measures referred to above, the employees of institutions responsible for prosecuting
money laundering were engaged in training organised by General Inspector for Financial Information, within his
competence.

Sub-paragraph (b) – What are the offences and penalties in your country with respect to the activities listed in
this sub-paragraph?

There is no specific provision in the Polish legislation criminalising directly the wilful provision or
collection by any means, directly or indirectly, of funds by Polish nationals with the intention that the funds could
be used, or in the knowledge that they are to be used, in order to carry out terrorist acts. However, such an activity
can be regarded by courts as an accessory to terrorist acts. Accordingly the penalty for such an assistance will
depend on the type of crime of  terrorist nature.

Sub-paragraph (c) – What legislation and procedures exist for freezing accounts and assets at banks and
financial institutions? It would be helpful if States supplied examples of any relevant action taken.

Taking into account the legislation in force immediate freezing of funds and other financial assets or
economic resources of persons who commit, or attempt to commit, terrorist acts or participate in or facilitate the
commission of terrorist acts and of other entities referred to in this subparagraph of the resolution is not possible.

Therefore the Minister for Finance has initiated legislative action to amend the law of 16 November 2000 on
counteracting to the introduction to financial transactions of property values originated from illegal or unclear
sources, which authorises the General Inspector for Financial Information to request effectively the blockage of
suspicious transactions. Similar solution will be applied to the requirement of immediate freezing of funds and
other means referred to in this subparagraph. When amending the said law, the review of several other laws,
which regulate functioning of financial institutions in Poland, would be also necessary.

Works on the amendment are complex and comprehensive and will cover: the definition of terrorism and
terrorist organisation in Polish legal system, determination whether freezing of financial means would be made at
the request of “responsible institution”, referred to in the law of 16 November 2000, other entities or ex officio,
principles of civil liability and penal responsibility, determination of foreign entities, which may request General
Inspector for Financial Information to initiate the procedure of blockage of means on the account, etc. A group of
experts of the Ministry of Finance, Ministry of Foreign Affairs and State Protection Service will be established
soon to examine draft amendments to the existing laws. In case of “anti-terrorist laws” the application of urgent
legislative procedure is being considered.

Until the adoption of the amendment referred to above such actions can be carried out on the basis of Penal
Proceedings Code by Prosecutor’s offices or State Protection Service within their statutory obligations. Such
actions have been taken and relevant general information is provided in the response to Subparagraph (a) above.

Sub-paragraph (d) – What measures exist to prohibit the activities listed in this sub-paragraph?

To this issue the same rules, procedures and measures referred to in the response to Subparagraph (a), (b)
and (c) shall apply.
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Operative Paragraph 2

Sub-paragraph (a) – What legislation or other measures are in place to give effect to this sub-paragraph? In
particular, what offences in your country prohibit (i) recruitment to terrorist groups and (ii) the supply of
weapons to terrorists? What other measures help to prevent such activities?

(i) In this case the key provision is contained in Article 258 of the Penal Code (see appendix I).

(ii) To this issue the mechanisms and procedures of control of trade in strategic goods, technologies and
services relevant to national security, as well as to the maintenance of international peace and security, are
applicable. Detailed information as well as translation of Law of 22 June 2001 on the implementation of the
Convention on the prohibition of the development, production, stockpiling and use of chemical weapons and on
their destruction and Law of 29 November 2000 on external trade in goods, technologies and services of strategic
importance both for state security and for the keeping of international peace and security and amending certain
laws are attached to the present report as appendices II, III and IV.

Sub-paragraph (b) – What other steps are being taken to prevent the commission of terrorist acts, and in
particular, what early warning mechanisms exist to allow exchange of information with other States?

Under the Law of 6 April 1990 on the State Protection Service, the Chief of this Service is the authority
responsible for the prevention and detection of terrorist acts and other crimes against national security as well as
for the prevention and detection of crimes with international dimension, including illicit production, possession
and trade in arms, munitions and explosive materials, drugs and psychotropic substances or nuclear and
radioactive materials and for the prosecution of the perpetrators of such crimes. After terrorist attacks against the
United States on 11 September 2001, preventive actions carried out by State Protection Service and the police
have been intensified.

Regarding early warning mechanisms to allow the exchange of information with other States, Poland can
implement this obligation of the resolution through multilateral and  bilateral international agreements within the
field of combating organised crime. Poland has concluded 30 such agreements, and another 11 are negotiated.
Full list of the said agreements is attached to this Report as appendix V. To these mechanisms bilateral
agreements on the exchange of classified information shall also apply. The cooperation of the police and other
services with their counterparts in other States and with international organisations, including Interpol, is of great
importance here.

On 3 October 2001 the Agreement between the Government of the Republic of Poland and European Police
Bureau “EUROPOL” on the cooperation in combating crime was signed. When ratified the Agreement will
constitute an important legal measure in the field of combating terrorism, hence on the basis of Article 2 par. 1 of
the EUROPOL Convention, one of major goals of that organisation is to “improve and strengthen effectiveness of
actions and support for institutions responsible in the European Union for the prevention and suppression of
terrorism”. The legislative process related to the ratification of this Agreement will be initiated upon the
submission by the EUROPOL Director of the information on the consent of the European Council to the
implementation of the Agreement.

Poland attributes great importance to the exchange of information among its Allies in NATO on threat
warnings and intelligence assessments, concepts, structures, equipment, training and exercising of military forces
designed to combat terrorist threats and on other measures that could improve Alliance’s defence posture against
such threats.

Sub-paragraph (c) – What legislation or procedures exist for denying safe haven to terrorists, such as laws for
excluding or expelling the types of individuals referred to in this sub-paragraph? It would be helpful if States
supplied examples of any relevant action taken.

This is regulated by the law of 25 June 1997 on aliens. Article 13 par. 1 (4) of that law stipulates that an
alien may be refused visa or entry in the territory of the Republic of Poland if  there is reasonable suspicion that
the alien engages in terrorist activity, participates in such an activity, organises it or is member of a terrorist
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organisation. Additionally Article 13 par. 1 (5) stipulates that an alien may be also refused visa and entry if there
is a reasonable suspicion that he carries across the border, without required permission, arms, munitions,
explosive materials, radioactive materials or drugs or psychotropic substances, participates in such an activity,
organises it or is a member of an organisation engaged in such an activity.

An alien may also be denied entry to Poland if his entry or stay is undesired due to the obligations resulting
from the provisions of ratified international treaties to which Poland is a party (par. 1 (8)) or if he is undesired
due to other threat to national security and defence or due to the need to protect public order.

The Chairman of the Office for Repatriation and Aliens is, on the basis of the said law, the competent
authority to maintain the list of undesired persons. The list, which is updated on a regular basis, is transferred to
diplomatic missions and consular offices of Poland abroad. Every visa application is verified with the list and
undesired persons will be denied visa or permit for entry. The cooperation between competent authorities ensures
strict implementation of requirements of the resolution in this matter.

For the same reasons, on the basis of Article 52 par. 1 4) the alien may be expelled from the territory of
Poland, on the basis of administrative decision issued by the competent authority.

No need for specific action in this respect has arisen.

Sub-paragraph (d) – What legislation or procedures exist to prevent terrorists acting from your territory against
other states or citizens? It would be helpful if States supplied examples of any relevant action taken.

In this case the same provision of the Penal Code shall be applicable as in relation with the response to
Paragraph 2 (a), namely Article 258 (Chapter XXXII - Crimes against public order).

No need for specific action in this respect has arisen.

Sub-paragraph (e) – What steps have been taken to establish terrorist acts as serious criminal offences and to
ensure that the punishment reflects the seriousness of such terrorist acts? Please supply examples of any
convictions obtained and the sentence given.

Although there is no definition in the Polish law of “terrorism”, the Penal Code of the Republic of Poland
criminalises in several instances the behaviour possessing character of terrorist acts. Each action of such a
character is prohibited by law, and sanctions reflecting the seriousness of such acts are envisaged. That legal
framework existed before the adoption of resolution 1373 (2001) and it met the requirements resulting from
international obligations of Poland, including European Convention on suppression of terrorism. The quotation of
respective provisions of the Code is attached as appendix I.

A special commission has been established by the President of the Republic of Poland to elaborate
amendments to the Penal Code, which purpose is, inter alia, to introduce more severe sanctions for the following
acts similar to terrorist acts: assault against an unit of Armed Forces of the Republic of Poland (Article 140),
causing of event posing threat to life or health of many persons or to property at large scale (Article 163), causing
danger for life or health of many persons or to property at large scale (Article 165), illegal manufacturing,
possession or trade in explosive materials or radioactive materials (Article 171), causing damages to environment,
causing death to human or serious harm to health of many persons (Article 185), participation and establishment
or management of an organised group or association with the view to committing crime or treasury offence
(Article 258).

The commission has considered the need to broaden the field of criminalisation, including: preparation for
homicide (new wording of § 2 in Article 148), seizure of land public transport mean (Article 166), and
exportation of substances harmful to environment (Article 183 § 2).

The commission referred to above has concluded its works and draft amendments to the Penal Code will be
considered by the Parliament soon.

No cases have been examined before the courts up to now.

Sub-paragraph (f) – What procedures and mechanisms are in place to assist other states? Please provide any
available details of how these have been used in practice.
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The provisions on the legal assistance are contained in the Penal Proceedings Code. The said procedures and
mechanisms are also provided for in the international agreements referred to in the response to Paragraph 2 (b), as
well as in the international conventions and agreements on legal assistance in criminal matters.

Sub-paragraph (g) – How do border controls in your country prevent the movement of terrorists? How do your
procedures for issuance of identity papers and travel documents support this? What measures exist to prevent
their forgery etc?

The same restrictions will apply as those referred to in response to Sub-paragraph (c) above. After the
terrorist attacks of 11 September border control effected by the Border Guard, in cooperation with other
authorities, has been tightened.

Requirements concerning the procedure of issuance, specimen and protection against forgery of identity
papers and travel documents are contained in several specific provisions, i.e. the law of 25 June 1997 on aliens,
the Ordinance of the Council of Ministers of 21 November 2000 on the specimen of identity card and procedure
of issuance of identity cards, their exchange, return or loss, the Ordinance of the Minister for Interior and
Administration of  10 March 1999 on the specimen and procedure for issuance of passports, documents required
to obtain passports, as well as procedure of officials of Border Guard in case of the detection during border
control of defects in passports, the Ordinance of the Minister for Interior and Administration of 27 June 2001 in
specific principles, procedure and specimen of documents in alien-related issues.

These requirements and sophisticated security measures (including modern equipment obtained from the
European Union) ensure effective prevention of movement of terrorists through the border and forgery of identity
papers and travel documents.

Operative Paragraph 3

Sub-paragraph (a) – What steps have been taken to intensify and accelerate the exchange of operational
information in the areas indicated in this sub-paragraph?

The exchange of operational information is carried out on the basis of the international agreements referred
to in the response to Paragraph 2 (b), as well as the international conventions and agreements on legal assistance
in criminal matters. This exchange of information is also ensured through direct channels of international
cooperation between the police and other competent authorities.

Sub-paragraph (b) – What steps have been taken to exchange information and cooperate in the areas indicated in
this sub-paragraph?

The exchange of information and cooperation regarding areas indicated in this subparagraph of the
resolution is carried out on the basis of the international agreements referred to in the response to Paragraph 2 (b).
This exchange of information is also ensured through direct channels of international cooperation between the
police and other competent authorities.

Sub-paragraph (c) – What steps have been taken to cooperate in the areas indicated in this sub-paragraph?

Responding to the terrorist attacks of 11 September 2001 the North Atlantic Council considered them as
armed attack not just on one ally, but on all States Parties to the Washington Treaty. Therefore, for the first time,
Article 5 of the Treaty was invoked. Accordingly Poland decided to support the ongoing US-led military
operations against the terrorists and joined the international efforts, undertaken by the Anti-Terrorist Coalition.

In accordance with Article 51 of the Charter of the United Nations, the President of the Republic of Poland
took, within his constitutional powers, decision to engage the Polish military assets in Afghanistan within these
international efforts.

The said decision was taken in the exercise of the inherent right of the Republic of Poland of individual and
collective self-defence enshrined in Article 51 of the Charter and confirmed in the Security Council resolutions
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1368 (2001) of 12 September 2001 and 1373 (2001) of 28 September 2001, which call all States to work together
urgently to bring to justice the perpetrators, organisers and sponsors of these acts of violence.

Additionally Poland has opened its airspace to the aircraft of the United States Armed Forces.
Poland cooperates strongly within NATO in fulfilling the task of protecting its population, territory and

forces, in examining the ways to adapt and enhance Alliance military capabilities. This includes consideration of
the way in which the Alliance can contribute in the defence field to the struggle against terrorism and proposals
for improving the Alliance’s preparedness against terrorism involving chemical, biological, radiological or
nuclear weapons, and examination of the implications of terrorism for national defence plans in the context of
NATO’s force planning system.

Sub-paragraph (d) – What are your government’s intentions regarding signing and/or ratifying the conventions
and protocols referred to in this sub-paragraph?

Poland is not yet party to 4 anti-terrorist conventions and protocol:

1. International Convention for the Suppression of Terrorist Bombings, adopted by the General Assembly of the
United Nations on 15 December 1997. The Convention was signed by Poland on 14 June 1999. Ratification
procedure has been already initiated.

2. International Convention for the Suppression of the Financing of Terrorism, adopted by the General Assembly
of the United Nations on 9 December 1999. The Convention was signed on 4 October 2001 during the 56th

session of the UN General Assembly. Ratification procedure has been already initiated.

3. Protocol on the Suppression of Unlawful Acts of Violence at Airports Serving International Civil Aviation,
supplementary to the Convention for the Suppression of Unlawful Acts against the Safety of Civil Aviation,
signed at Montreal on 24 February 1988. The request for ratification of the Protocol is in the phase of preparation.

4. Convention on the Marking of Plastic Explosives for the Purpose of Detection, signed at Montreal on 1 March
1991. The request for ratification of the Protocol is in the phase of preparation.

Sub-paragraph (e) – Provide any relevant information on the implementation of the conventions, protocols and
resolutions referred to in this sub-paragraph.

Poland is party to the following anti-terrorist conventions and protocols:

1. Convention on the Prevention and Punishment of Crimes against Internationally Protected Persons, including
Diplomatic Agents, adopted by the General Assembly of the United Nations on 14 December 1973.

2. International Convention against the Taking of Hostages, adopted by the General Assembly of the United
Nations on 17 December 1979.

3. Convention on Offences and Certain Other Acts Committed on Board Aircraft, signed at Tokyo on 14
September 1963.

4. Convention for the Suppression of Unlawful Seizure of Aircraft, signed at the Hague on 16 December 1970.

5. Convention for the Suppression of Unlawful Acts against the Safety of Civil Aviation, signed at Montreal on
23 September 1971.

6. Convention on the Physical Protection of Nuclear Material, signed at Vienna on 3 March 1980.

7. Convention for the Suppression of Unlawful Acts against the Safety of Maritime Navigation, done at Rome on
10 March 1988.
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8. Protocol for the Suppression of Unlawful Acts against the Safety of Fixed Platforms Located on the
Continental Shelf, done at Rome on 10 March 1988.

9. European Convention on the Suppression of Terrorism, concluded at Strasbourg on 27 January 1977.

Poland is strongly committed to implementing fully and effectively the conventions and protocols to which
it is party or to which it is in process of becoming party, as well as the previous resolutions of the Security
Council, recognising that they constitute important instrument facilitating cooperation in the field of combating
terrorism.

Sub-paragraph (f) – What legislation, procedures and mechanisms are in place for ensuring asylum seekers have
not been involved in terrorist activity before granting refugee status. Please supply of any relevant cases.

The existing legislation prevents effectively situations when asylum seekers, who may be involved in
terrorist activity are granted asylum in Poland.

The right of aliens to asylum in the Republic of Poland is enshrined in Article 56 of the Constitution of 2
April 1997. The principles governing granting asylum are determined in the law of 25 June 1997 on aliens.
Article 50 of that law stipulates that an alien may, at the request, obtain asylum in the Republic of Poland, if it is
necessary to protect him and if it is justified by important interest of the Republic of Poland. Aliens may be
deprived of asylum if the reasons for granting such a status have terminated or they engage in the activity directed
against the national defence and national as well as public order.

Sub-paragraph (g) – What procedures are in place to prevent the abuse of refugee status by terrorists? Please
provide details of legislation and/or administrative procedures which prevent claims of political motivation being
recognised as grounds for refusing requests for the extradition of alleged terrorists. Please supply examples of
any relevant cases.

This issue is regulated in the law on  aliens quoted above. Articles 41a and 42 set forth the conditions of
refusal to grant refugee status, ensuring thus possible abuse by alleged terrorists. Additionally Article 42 refers to
Article 1 A (as to the requirements) and Article 1 F (as to the circumstances) of the Convention on the status of
refugees, done at Geneva on 28 July 1951 and Protocol concerning the status of refugees done at New York on 31
January 1967. The said Convention and the Protocol apply directly in the Republic of Poland.

In connection with the requests for extradition Poland is bound by the provisions of the European
Convention on Extradition, done at Paris on 13 December 1957 and by the provisions of bilateral agreements.
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Appendix I

Penal Code (excerpt):

Chapter XVI
Crimes against peace, humanity and war crimes

Art. 120. A person who uses the weapon of mass destruction prohibited by international law, shall be
sentenced to imprisonment for the time not shorter than 10 years, for 25 years or for life.

Art. 121. § 1.  A person who, in contravention of the prohibitions of the international law or provisions of
law (statute), manufactures, collects, acquires, sells, stores, transports or transmits the weapons of mass
destruction or develops them with the view to their manufacturing or use, shall be sentenced to imprisonment for
1 year up to 10 years.

§ 2. The same penalty shall be applicable to a person, who allows the commitment of the act referred to in
§ 1.

Chapter XVII
Crimes against the Republic of Poland

Art. 134. A person who commits attempt on the life of the President of the Republic of Poland, shall be
sentenced to imprisonment for time not shorter than 12 years, for 25 years or for life.

Art. 136. § 1. A person who in the territory of the Republic of Poland commits an active assault against the
head of foreign state or accredited chief of diplomatic mission of such a state or person entitled to similar
protection in virtue of laws, agreements and generally accepted international custom, shall be sentenced to
imprisonment for 3 months up to 5 years.

§ 2. A person who in the territory of the Republic of Poland commits an active assault against a person
belonging to the personnel of the diplomatic mission of foreign state or consular official of foreign state, in
connection with discharging by him of official functions, shall be sentenced to imprisonment for up to 3 years.

§ 3. The penalty referred to in § 2 shall be applicable to a person, who in the territory of the Republic of
Poland publicly insults the person referred to in § 1.

§ 4. A person who in the territory of the Republic of Poland publicly insults the peson referred to in § 2,
shall be sentenced to fine, limitation of freedom or imprisonment for up to 1 year.

Chapter XVIII
Crimes against defence

Art. 140. § 1. A person, who with the view to diminishing the defence powers of the Republic of Poland
commits violent assault against an unit of the Armed Forces of the Republic of Poland, destroys or damages
object or facility with defence significance, shall be sentenced to imprisonment for up to 10 years.

§ 2. If as a result of the act human death or serious harm to health of many persons is caused, the perpetrator
shall be sentenced for 2 up to 12 years.

§ 3. A person who makes preparations to commit crime referred to in § 1, shall be sentenced to
imprisonment for up to 3 years.

§ 4. In the case concerning the crime referred to in § 1-3 the court may rule seizure referred to in Article 39
subparagraph 4, also when, the objects do not constitute property of the perpetrator.
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Chapter XIX
Crimes against life and health

Art. 148. § 1. A person who kills, shall be sentenced to imprisonment for the time not shorter than 8 years,
for 25 years or for life

§ 2. A person who kills:
1) with particular cruelty,
2) in connection with taking a hostage...
3) as a result of motivation that is worthy of particular condemnation,
4) using fire arms or explosive materials,

shall be sentenced to imprisonment for the time not shorter than 12 years, for 25 years or for life.
§ 3. The penalty referred to in § 2 shall be applicable to the person who kills more than one person or was

legally convicted before for homicide.
...

Chapter XX
Crimes against public security

Art. 163. § 1. A person who causes event, which poses threat to file or health of many persons or to property
at large scale, in form of:

1) fire,
2) destruction of a building, deluge, landslip, slip of rocks or snow,
3) explosion of explosive or flammable materials or other violent release of energy, proliferation of poisonous,

toxic or blistering substances,
4) violent release of nuclear energy or release of ionising radiation,

shall be sentenced to imprisonment for 1 year up to 10 years.
§ 2. The perpetrator acting unintentionally, shall be sentenced to imprisonment for 3 months up to 5 years.
§ 3. If as a result of the act referred to in § 1 human death or serious harm to health of many persons is

caused, the perpetrator shall be sentenced for 2 up to 12 years.
§ 4. If as a result of the act referred to in § 2 human death or serious harm to health of many persons is

caused, the perpetrator shall be sentenced for 6 months up to 8 years.

Art. 164. § 1. A person who causes direct threat of the event referred to in Article 163 § 1, shall be
sentenced to imprisonment for 6 months up to 8 years

§ 2. The perpetrator acting unintentionally, shall be sentenced to imprisonment for up to 3 years.

Art. 165. § 1. A person who causes event, which poses threat to file or health of many persons or to property
at large scale:

1) causing epidemiological threat or proliferation of contagious disease or epidemic,
2) manufacturing or introducing to trade substances harmful to health, food or other articles of common use or

pharmaceutical means which do not meet quality requirements in force,
3) causing damage or immobilisation of facility of public use, in particular of facility supplying with water,

light, heat, gas, or facility securing against common danger or used to its elimination,
4) disturbing, hindering or otherwise affecting automatic processing, collecting or transfer of information,
5) acting otherwise in especially dangerous circumstances,

shall be sentenced to imprisonment for 6 months up to 8 years.
§ 2. The perpetrator acting unintentionally, shall be sentenced to imprisonment for up to 3 years.
§ 3. If as a result of the act referred to in § 1 human death or serious harm to health of many persons is

caused, the perpetrator shall be sentenced for 2 years up to 12 years.
§ 4. If as a result of the act referred to in § 2 human death or serious harm to health of many persons is

caused, the perpetrator shall be sentenced for 6 months up to 8 years.

Art. 166. § 1. A person who uses ruse or violence against a person or threat of direct use of such violence,
takes over the control of vessel or aircraft, shall be sentenced to imprisonment for 2 years up to 12 years.
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§ 2. A person who, acting in the manner referred to in § 1, causes direct danger for life or health of many
persons, shall be sentenced to imprisonment for time not shorter than 3 years.

§ 3. If as a result of the act referred to in § 2 human death or serious harm to health of many persons is
caused, the perpetrator shall be sentenced to imprisonment for the time not shorter than 5 years or for 25 years.

Art. 167. § 1. A person, who places on vessel or aircraft facility or substance posing threat to safety of
persons or property with significant value, shall be sentenced to imprisonment for 3 months up to 5 years.

§ 2. The same penalty shall be applicable to a person who destroys, damages or makes unserviceable
navigation instrument or hinders its operation, if it may pose threat to the safety of persons.

Art. 168. A person who makes preparations for the crime referred to in Article 163 § 1, Article 165 § 1,
Article 166 § 1 or in Article 167 § 1, shall be sentenced to imprisonment for up to 3 years.

Art. 171. § 1. A person who without required permission or in contravention of its conditions manufactures,
processes, collects, possesses, uses or effects trade in explosive substance or instrument, radioactive material,
facility releasing ionising radiation or other object or substance that may pose threat to file or health of many
persons or property at large scale, shall be sentenced to imprisonment for 6 months up to 8 years.

§ 2. The same penalty shall be applicable to the person, who in contravention of the obligation commits the
act referred to in § 1.

§ 3. The same penalty shall be applicable to the person, who transfers the objects referred to in § 1 to non-
authorised person.

Art. 172. A person who hinders the action, undertaken with the view to preventing the danger to life or
health of many persons or to property at large scale, shall be sentenced to imprisonment for 3 months up to 5
years.

Chapter XXI
Crimes against safety of transportation

Art. 173. § 1. A person who causes disaster in road, water or air transport posing threat to life or health of
many persons or to property at large scale, shall be sentenced to imprisonment for one year up to 10 years.

§ 2. The perpetrator acting unintentionally, shall be sentenced to imprisonment for 3 months up to 5 years.
§ 3. If as a result of the act referred to in § 1 human death or serious harm to health of many persons is

caused, the perpetrator shall be sentenced for 2 years up to 12 years.
§ 4. If as a result of the act referred to in § 2 human death or serious harm to health of many persons is

caused, the perpetrator shall be sentenced for 6 months up to 8 years.

Art. 174. § 1. A person who causes direct danger of disaster in road, water or air transport shall be sentenced
to imprisonment for 6 months up to 8 years.

§ 2. The perpetrator acting unintentionally, shall be sentenced to imprisonment for up to 3 years.

Art. 175. A person who makes preparations for the crime referred to in Article 173 § 1, shall be sentenced to
imprisonment for up to 3 years.

Chapter XXXII
Crimes against public order

Art. 258. § 1. A person who participates in organised group or association, which aim is to commit crimes
shall be sentenced to imprisonment for up to 3 years.

§ 2. If the group or association referred to in § 1 is of military nature the perpetrator shall be sentenced to
imprisonment for 3 months up to 5 years.

§ 3. A person who establishes the group or association referred to in § 1 or 2 or manages such a group or
association shall be sentenced to imprisonment from 6 months up to 8 years.
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Appendix II

MINISTRY OF ECONOMY

INFORMATION

concerning the control of external trade in goods, technologies
and services of strategic importance both for state security

and for the keeping of international peace and security

1. Introduction

Poland belongs to a majority of states which have set their plans for economic growth on the foundation of
external trade.

However, the growing volume of international trade exchange fuels fears of strategically sensitive goods,
dual-use technologies, arms and military equipment falling into the wrong hands. Which highlights the need for
continuous, meticulous and efficient control of the flow of trade with foreign countries.

There are a host of reasons why so many states exercise control of their external trade in strategic goods and
technologies, prominent among them being: 

- national security, delivered by preventing proliferation of mass destruction weapons,
- pursuit of long-term international policy objectives,
- the need to keep international obligations,
- ensuring national enterprises’ access to state-of-the-art technologies.

This also explains why so many international firms have decided to put in place their own internal control
systems.

An expanding, external trade-led Polish economy rules out the prospect of each and every transaction being
administered by the government. This would trigger the growth of procedures and mechanisms which would
effectively strait-jacket the control system. This, in turn, would slow down, or even impose constraints upon,
economic growth.

It is certainly much easier to strike a balance between the interests of the state and those of company
operators when the latter can understand with crystal clarity the significance of both foreign trade control and the
rules governing it.

That is why in modifying the export control system which had existed till the end of 2000, the Ministry of
Economy has applied its guiding principle whereby enterprise owners’ freedom to go ahead with their external
trade contracts is  contingent upon their obligation to deploy their own internal control systems.

It goes without saying that it is the manufacturers of and dealers in goods and technologies involved in
external trade that have the most extensive knowledge of their application and potential users. Which is another
reason why Polish firms are so important players in the country’s external trade control system, their respective
in-house control systems being crucial in preventing transfers of strategically sensitive goods to wrong users.

An in-house control system is also in the interest of the Polish business community, because:
- it safeguards a Polish firm against an inadvertent failure to comply with the regulations which would

render it liable to economic sanctions and a fine,    
- it can be a circumstance encouraging a lenient treatment of a Polish company (and its board) should it be

found in breach of export control regulations,
- its absence can affect business contacts with foreign entities, should the latter insist on adherence to trade

control principles.

The system being proposed to Polish company operators is fully consistent with international standards, is
structured in keeping therewith and uses the identical terminology.
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The concept of internal control system has been prompted by cooperation of the business community and
government institutions aimed at preventing stockpiling of arms and dual-use goods and technologies which could
pose a threat to international peace and security.

The deployment in a Polish firm of an in-house control system is as important for the firm concerned as it is
for the whole country.

In Poland, the control of external trade in strategic goods is regulated by the 29 November 2000 Law on
external trade in goods, technologies and services of strategic importance for state security, as well as for
international peace and security.

2. Application of international solutions relevant to control of trade in dual-use goods and technologies, as
well as arms

More than 30 of the world’s most advanced nations are parties to the international system of control of trade
in arms, as well as dual-use goods and technologies, hammered out by international non-proliferation
organisations and control regimes.

Poland is a member of all non-proliferation organisations and groupings and has ratified all relevant
international conventions and treaties.

We cooperate with parties to the said agreements and regimes with the aim of furthering regional and
international security and stability through enhanced transparency and responsibility in handling transfers of
conventional weapons and dual-use goods and technologies.

The said cooperation is focused primarily on:

- countering the growth of the military capabilities of states posing a threat to international security,
- blocking the proliferation of mass-destruction and conventional weapons, as well as technologies serving

development of both,
- imposing constraints on trade prejudicial to certain institutions and organisations based in countries

covered by total or partial embargoes of the United Nations Organisation and the European Union,
- bringing to a halt trade exchange with states fighting wars and supporting international terrorism,
- pursuit of joint operations targeting recognised or suspected terrorist organisations.

Poland’s membership of NATO today, and of the European Union in the near future, has prompted
modifications of legal regulations, mechanisms and procedures relevant to its external trade in armaments and
military equipment, as well as dual-use goods and technologies.

On 1 January 2001 a law came into force regulating the country’s external trade in goods, technologies and
services of strategic consequence for its security, as well as for the keeping of international peace and security.

The law incorporates mechanisms ensuring implementation of the European Union Code of Conduct in
Arms Export which in June 1998 won approval from the EU’s General Affairs Council.

The assumption behind the new legal regulations is that - like in EU member states and NATO - the control
in Poland of external trade in arms and dual-use goods is the resultant of business people interacting very closely
with the government administration. The idea of Poland’s external trade control system is underpinned by the
concept of industrial enterprises, trade companies and research and development centres running their own, in-
house control systems. Control on the ground must be organised by Polish manufacturers, exporters, users,
research and development centres, etc., manufacturing, using and exporting dual-use goods and technologies,
military equipment and armaments subject to international control. Control must also be exercised by brokers,
dispatchers, hauliers, operators of cargo-handling plants and trade consultants on their own turf.

The track-record of mature trade control systems highlights both the motivation of manufacturers or
exporters willing to succumb to control procedures, and the two-way flow of information which between them
pave the way to confidence and cooperation between the government administration, business people and
scientists. The aim of such cooperation is to deploy control mechanisms and procedures which - adding up to a
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control system meeting international standards - will not constrain the Polish business people’s operating freedom
above the necessary minimum, and will not put them at a disadvantage vis-a-vis their foreign partners.

It has become necessary for Poland to embrace NATO and EU rules governing control of trade in dual-use
commodities and technologies, because external trade control is moving away from being an internal affair of
individual states, and towards becoming the principal common foreign policy pillar upholding international peace
and the security of both NATO and EU member states.

3. Regulations enshrined in Polish law

The law regulating Poland’s external trade in goods, technologies and services of strategic consequence for
its security, as well as for the keeping of international peace and security, encapsulates experience accumulated by
Poland over the years. It also incorporates some earlier legal regulations which have been applied with positive
results. These include procedures governing the issuance of licences, their withdrawal and change, the institution
of international import certificate, delivery verification certificate, the end user’s statement and turnover control.
Due attention has further been given therein to key elements of external trade control in dual-use goods and
technologies, as well as armaments, applied across European Union member states and NATO. In sum, the law:

- introduces general and global licences covering export, import or transit of goods or technologies subject to
control,
- extends control to commodities which do not figure on control lists if there is no certainty about their end use,
- ushers in control of trade in “elusive” technologies, i.e. which can be transmitted by way of computers, fax
machines and telephones, or conveyed during training courses,
- makes possible involvement of a company in the exercise of control of external trade in strategic goods,
- lays the groundwork for development of partnership and cooperation of business operators with government
administration.

The law says that the ban on external trade in strategic goods and services remains in force unless a business
operator has complied with all the terms and restrictions laid down in the said law, in other laws, as well as
international agreements and arrangements. In other words, an export, import or transit licence, or one covering
services issued by the Ministry of Economy is a privilege bestowed on a business owner who has complied with
all the relevant terms and conditions established by law and laid down in international agreements and
arrangements. Such a privilege – which takes the form of a licence – can be withdrawn or changed, or else, the
enterprise owner may be denied it at all.

The new, modified concept of external trade control draws its strength from internal control and turnover
management systems existing in each and every enterprise trading in strategic goods. Mechanisms ensuring
correct order delivery-related decision-making and suitable verification thereof, are vital components of such
systems.

4. Export control

Pursuant to the aforesaid law, the Ministry of Economy demands that a Polish business owner submit an
end-user’s international import certificate or end statement, confirmed by the relevant government authorities of a
foreign importer.

The end-user’s statement is issued by a foreign end-user, and its contents must meet the requirements of the
Ministry of Economy. This statement, too, has to bear a confirmation of both a foreign importer and the
authorities of a country of destination.

The document in question is used in all export transactions with the aim of transferring responsibility on to
foreign trading partners and their authorities, as well as safeguarding goods against being forwarded to
unauthorised destinations.

The statement shall:
- name the country of destination,
- furnish the name and address of the end user,
- give a description of the strategic commodity, its quantity and value,
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- name intermediate recipients and buyers,
- contain an undertaking not to pass the strategic commodity in question on to any other recipient without a prior
consent of Polish trade control agencies. It should further contain an undertaking to the effect that a foreign end-
user and importer shall not:
- re-export,
- sell,
- lend to any entity,
- or in any other way dispose of the goods/technologies named in the statement outside the end-user’s country,
without a prior consent of the Government of the Republic of Poland.

This undertaking also covers spare parts, specialist equipment, documentation and instructions needed for
post-sale maintenance and servicing.

The undertakings to be entered at the Ministry of Economy’s request into an end-user’s statement, a foreign
importer’s statement and a confirmation issued by the government administration of an end-user’s country, allow
to cede all responsibility to foreign authorities and reduce to a minimum the danger of a shipment of goods
ending up at the address of an unauthorised user.

5. Import control

The Ministry of the Economy can, pursuant to the 29 November 2000 law, issue an import certificate, or
confirm the statement of an end user, only when the authorities of a foreign importer’s country so require.

The law further stipulates that the international import certificate and the end-user’s statement are
documents meant to be submitted to the appropriate authorities beyond Poland’s borders. They testify to the
Polish importer’s credibility and to his being subject to the relevant agencies’ control of his transactions
involving import to Poland of strategic goods. The Ministry of Economy can refuse to issue an import certificate
or deny a confirmation to an end-user’s statement if it cannot  obtain a confirmation of control being exercised
over imports to Poland, or there is no guarantee that trade in strategic goods will be conducted in keeping with the
provisions of the law.

6. Control of trade in goods which do not figure on control lists

Polish legal regulations make a business operator duty-bound to apply for an export licence, or a licence to
broker exports of goods not entered in the lists of strategic goods, but the handling of which requires a licence, if
he knows or has a legitimate reason to surmise that:

- the goods or services he is about to export can be utilised – in toto or partly – for breaking or suppressing human
rights and basic freedoms,
- his delivery of goods will pose a threat to peace or will in some other way contribute to upsetting the stability of
the region,
- the final-destination country supports terrorism, makes it easier for terrorists to operate or encourages terrorism
or international crime,
- the goods he is about to export can be used in a manner other than to meet the receiving nation’s legitimate
defence and security-related needs.

7. Transit control

Under the above-mentioned law, the transiting of a dual-use commodity which has originated in a foreign
country requires a licence. The latter is issued by the director of a border customs office at the request of a
haulier.

Licences for indirect transit are issued by the Ministry of Economy. Indirect transit consists in transport of
armaments and dual-use goods and technologies across the Polish customs area, as well as transshipment thereof,
say, in a seaport.
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Export, import or transit of strategic goods must be handled solely by specially designated customs offices.

8. Issuance of licences

Administrative decisions preceding the licencing of external trade in strategic goods are also elements of
control. Licences are issued by the Ministry of Economy and cover:

- export, import and transit of dual application goods and technologies, as well as arms and military equipment,
- gifts, lending and leasing of the said goods,
- dispatching, transport and loading services,
- brokerage, trade consulting and assistance in concluding contracts involving trade in strategic goods.

At present, only individual licences are issued for export, import and transit of arms and military equipment,
or services associated therewith. They name a commodity or a service associated therewith and the country with
which an  operator is thus allowed to trade.

Under the 29 November 2000 law, after three years the Ministry of Economy will also start issuing:

- general licences, covering a type or category of dual-use goods and indicating one or more countries a licence
holder is thereby allowed to trade with,
- global licences, covering a type or a category of dual-use goods, without actually naming countries that can be
traded with in the said goods.

Apart from the aforesaid licences, the Ministry of Economy also issues international import certificates and
approve end-users’ statements.

9. Other government institutions involved in control and licencing processes

The Ministry of Economy issues an individual licence after seeking an opinion on the matter of the relevant
institution and becoming satisfied that the applicant has met all the conditions laid down in the law of the land.

Under the 29 November law, institutions authorised to deliver opinions are:

- the Minister of Foreign Affairs,
- the Minister of National Defence,
- the Finance Minister,
- the Minister of Internal Affairs,
- the Head of the State Protection Office,
- the President of the State Agency for Nuclear Research,
- the President of the Main Customs Office,
- the General Customs Inspector.

No licence can be issued without opinions given by the above institutions.

10. Licences denied, revoked and altered

The Ministry of Economy refuses, on the strength of an administrative decision, to issue an export, import
or transit licence, or one covering the services associated with the trade in question, if:

- the pursuit of such trade would be in breach of obligations assumed by the Republic of Poland under
international agreements,
- the issuance of the licence would prejudice the interests of the foreign policy of the Republic of Poland,
- such a decision is called for by national defence or security-related considerations,
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- such a decision is called for by important economic interests of the Republic of Poland,
- the applicant enterprise owner does not make any warranty as to the lawful conduct of his operations.

The Ministry of Economy refuses to licence trade in strategic goods if it suspects that all or part of the latter
can be utilised illegally, or in a manner prejudicial to the interests of the Republic of Poland, for implementation,
production, exploitation, operation, maintenance, storage, detection, identification or proliferation of mass
destruction weapons, notably of chemical, biological or nuclear weapons, as well as for the implementation,
production, maintenance and storage of delivery systems for such weapons.

The Ministry can deny a licence to anyone if it fears:

- there is a risk the end use or destination of strategic goods can be changed,
- the applicant business operator has been in breach of regulations governing trade in strategic goods.

Having heard the opinions of the aforesaid institutions, the Ministry of Economy can at any time, on the
strength of an administrative decision, revoke or alter a licence already issued to an individual operator if at least
one of the circumstances mentioned above has come into play, or the operator acts in contravention of the terms
laid down in the licence.

11. Control lists

The currently binding list of strategic goods was adopted in July 2001. It was published as an annexe to a
decree of the Minister of Economy. It replaced the previous one of August 1998.

The list features arms and military equipment, as well as dual-use goods and technologies subject to external
trade control.

The Polish control lists (the list of dual-use goods and technologies and the armaments list) are faithful
translations of EU control lists, their contents strictly adhering to the catalogue of items controlled within the
European Union.

12. The internal control system

Pursuant to the 29 November 2000 law, before he files an application for an individual licence, the
enterprise owner is under the obligation to check whether:
- the end-user intends to use the armaments for breaking or suppressing human rights and fundamental freedoms,
- the arms he is about to deliver will raise a threat to peace or in some other way will contribute to upsetting the
region’s stability,
- the country of ultimate destination supports, facilitates or encourages terrorism or international crime,
- the arms to be exported can be used for a purpose other than meeting the legitimate defence and security-related
needs of the receiving state.

To comply with the above requirements, the contractor is duty-bound to create and apply an in-house system
of control and management of trade in strategic goods to help him run each and every transaction, with properties
peculiar thereto and obligatory legal regulations duly observed.

Seen from the perspective of management, an in-house control system is an instrument safeguarding a
company against actions incompatible with national trade control requirements and relevant international
arrangements.

Fitted with their own, internal control systems, Polish firms will be able to protect both their commercial
interests and their respective images internationally.

In September 2001 the Ministry of Economy supplied the business community involved in external trade in
strategic goods with a programme on CDs containing information needed for the deployment of in-house control
systems. The programme is consistent with the norms of the ISO 9000 series and additional requirements
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approved of by the Ministry. It features the following elements of an in-house control system to be incorporated
by the recipients of the CDs in their respective systems:

- a corporate policy statement,
- personnel selection,
- data storage,
- training,
- order realisation procedures,
- notification,
- analysis of the rejected applications list,
- product classification,
- analysis of risks raised by product destination change,
- in-house control,
- system certification.

The Ministry has launched training sessions for companies in programme application and in-house control
systems.

13. Monitoring and control of firms involved in external trade in strategic goods

In May 2001 the Ministry of Economy received from the Government of the United States a gift of the
TRACKER system, consisting of computer equipment, complete with a programme imparting automation to
licencing procedures. The system is applicable to external trade in goods, technologies and services of strategic
importance for state security. It is also used for the maintenance of international peace and security. It can:

- store and process a much larger volume of data,
- run an automatic archive of both the consecutive phases of consultation and opinions given,
- analyse in-depth both decision-making processes and information pertaining to goods, technologies,

services, applicants and other parties to a contract,
- prepare export, import, transit and service licences,
- prepare certificates,
- impart greater efficiency to export, import and transit control.

The TRACKER system definitely improves the efficiency of the decision-making process, the latter
requiring, among other things:

- that several control lists of goods and technologies be  used, and that diverse modes of conduct worked out
within the respective frameworks of four different international non-proliferation agreements be taken into
account,

- adherence to the decisions of international organisations imposing constraints on trade with certain
countries,

- that decisions taken in previous periods be appealed against; that applications for licences by domestic
firms be filed with due account being taken of several moths needed for the process of licence-issuing to be
completed; and that import certificates and end-user statements be correlated with export licences,

- that risk data bases, created both in reliance on in-house and domestic, as well as external information be
consulted,

- that agreements with other countries banning re-exportation of imported goods and spare parts do definite
countries be duly taken into account,

- that exchange of information gets off the ground between internal organisational units and the Ministry of
Economy and interested government offices and agencies.
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14. Control of the business community

The TRACKER system further makes possible building a data-base of companies which act in defiance of
the law of the land or are in need of improving their knowledge thereof. Information stored in the system comes
in handy when companies involved in external trade in strategic goods are being controlled.

The controllers, in particular, look into:
- a company’s records for any inconsistency with its trading licence; they verify a transaction after its

completion,
- the operation of an in-house control system,
- the way a company keeps its records of trade in strategic goods.
The Ministry of Economy is in charge of the said controls with experts from relevant government offices

and agencies taking part.
In the event an irregularity is uncovered in his external trade in strategic goods, the Ministry of Economy

summons the business owner responsible to re-embrace the rules within one month from the delivery of the
summons. When this fails to produce the expected results, the Ministry of Economy revokes his licence by
administrative decision.

In the case of a global and/or general licence, the Ministry of Economy issues an administrative decision
forbidding a businessman to use the licence and advising of its decision the opinion-giving institutions.

The businessman stands a chance of being issued another licence but no sooner than in 3 years after the
withdrawal of the former licence has become final.

15. Offences punishable with imprisonment and fines

Under the 29 November 2000 law on external trade in goods, technologies and services of strategic
importance for the security of the state, and also for international peace and security:

- Whoever is involved in unlicenced export, import, transit or services associated therewith, or even
unintentionally acts in contravention of the conditions laid down in his licence, is liable to a prison sentence of up
to 10 years.
- If a perpetrator has unintentionally conducted trade in contravention of the conditions laid down in his licence,
and has re-established his company’s conformity with the law, he is liable to a fine, restriction of freedom or
imprisonment of up to two years.
- If a sentence has been imposed for the aforesaid offences, the court can order confiscation of the strategic goods
or other items used, or meant to be used in committing the offence, or obtained through crime indirectly or
directly, such as legal tenders and equities, even if these are not owned by the perpetrator.
- Whoever obstructs control of a company is liable to a fine.
- A business operator involved in trade without a valid licence is fined up to 20,000 zlotys by a trade control
institution.
- A business operator who is involved in trade conducted in contravention of the conditions laid down in his
licence is fined up to 100,000 zlotys by a trade control institution.

16. Summary

The aforesaid system of control of external trade in goods, technologies and services of strategic importance
for the security of the state, and also for international peace and security went into effect on 1 January 2001 and is
now in the initial phase of implementation.

Its effectiveness is contingent on full commitment thereto of all those involved in trade. Polish business
owners must further understand that their submitting to control mechanisms and procedures, which add up to a
control system consistent with international standards, is not tantamount to a surrender of any of their operating
freedom, but can in fact turn out to be a sui generis privilege.

One can accept that by introducing a control system and  imposing restrictions on deliveries of arms,
military equipment, as well as goods and technologies which might be used by terrorist organisations for
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production of mass destruction weapons, Poland has joined the pursuit by the international community of a
common policy to help safeguard international peace and security.

To fully understand the role being played by all those taking part in the control system, the Ministry of
Economy has launched a series of training schemes for businessmen. These are being financed from foreign funds
which, however, will stop being available in the near future.

The continuation of these and other actions assisting the inclusion of enterprise owners in the control system
should be financed from the state budget.

The said training schemes should further be extended to cover university-level schools, research and
development institutions and other centres representing advanced degrees of  technological accomplishment, as
these organisations have at their disposal what is known as ”elusive technologies.” The transfer of these
strategically important technological assets very often takes place in the course of scientific seminars,
conferences and training sessions, which is why a degree of self-control should be exercised in the conveyance of
such knowledge.
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Appendix III

LAW
of 22 June 2001

on the implementation of the Convention on the prohibition
of the development, production, stockpiling and use of chemical weapons

and on their destruction

(J. of L.1 No. 76, item 812)

Chapter 1
General provisions

Article 1.

This Law determines the principles of the implementation in the territory of the Republic of Poland of the
obligations resulting from the Convention on the prohibition of the development, production, stockpiling and use
of chemical weapons and on their destruction, done at Paris on 13 January 1993 (J. of L. of 1999, No. 63, item
703), hereinafter referred to as “the Convention”.

Article 2.

1. The provisions of this Law shall apply to the natural persons in the territory of the Republic of Poland, legal
persons and organisational units without legal personality and other entities with place of business in the
territory of the Republic of Poland, as well as foreign entrepreneurs carrying out in the territory of the
Republic of Poland the activity with chemicals and their precursors, covered by the Convention.

2. The territory of the Republic of Poland shall also include aircraft and vessels as well as other navigating
units, of the Polish nationality.

Article 3.

1. Whenever this Law refers to the “chemical weapons”, “toxic chemicals”, “discrete organic chemicals”,
“precursors”, “riot control agents”, “chemical weapons production facilities” as well as “purposes not
prohibited under the Convention”, these terms shall have the meaning used by the Convention.

2. The term “escorting team” shall mean “in-country escort” in the meaning of the Convention.

Chapter 2
Prohibitions and restrictions

Article 4.

It is prohibited in the territory of the Republic of Poland, subject to Article 5:
1) development, production, manufacturing, processing, consumption or otherwise acquiring, collecting,

stockpiling, sale or transfer to anyone of chemical weapons,
2) use of chemical weapons,
3) engaging in any military preparations to use chemical weapons,
4) use  of riot control agents as a method of warfare,
5) abetting or assistance in engaging in the activity prohibited under subparagraphs 1-4 above.
                                                         
1 Journal of Laws of the Republic of Poland.
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Article 5.

The production, manufacturing, processing, consumption, acquiring, collecting, storage, sale, transfer or use of
toxic chemicals or their precursors, mentioned in Schedule 1 of the Annex of Chemicals to the Convention,
hereinafter referred to as “the Schedule 1”, may be carried out only for the purposes not prohibited under the
Convention and in the amounts allowed therein and in accordance with its requirements.

Article 6.

1. The production, manufacturing, processing, consumption, acquiring, collecting, storage, sale, transfer of use
of toxic chemicals or their precursors mentioned in the Schedule 1 may be carried out on the basis of a
permit.

2. The permit referred to in paragraph 1 shall be issued by the minister for economy, subject to paragraph 3.

3. The permits referred to in paragraph 1, for the organisational units and cells subjected to the Minister for
National Defence and supervised by it, as well as for state-owned enterprises, for which it is founding organ,
shall be issued by the Minister for National Defence.

Article 7.

1. The permit for production, manufacturing, processing, consumption, acquiring, collecting, storage, sale,
transfer or use of toxic chemicals or their precursors, mentioned in the Schedule 1 is independent of the entry
to the record of entrepreneurs as well as of the concession and permission, referred to in the provisions
related to the business activity.

2. Granting, refusal to grant, modification and withdrawal of permit or limitation of the scope thereof in relation
with the application shall be effected through administrative decision.

3. The permit shall be granted for a limited period of time, not shorter than 2 years and not longer than 50 years.

4. To granting, refusal to grant, modification and withdrawal of permit or limitation of the scope thereof in
relation with the application the provisions of Article 16, Article 17 par. 1 and 2, Article 18, Article 20,
Article 21 par. 1-5, Article 22, Article 23 and Article 26 of the Law of 19 November 1999 – Law on Business
Activity (J.of L. No. 101, item 1178, of 2000, No. 86, item 958, No. 114, item 1193 and of 2001 No. 49, item
509) shall apply accordingly.

Article 8.

The minister for economy shall determine through regulation the procedure of issuing of permits for the
production, manufacturing, processing, consumption, acquiring, collecting, storage, sale, transfer or use of toxic
chemicals or their precursors mentioned in the Schedule 1. The said regulation shall determine in particular:
1) the specimen of applications to issue permit for production, manufacturing, processing, acquiring, collecting,

storage, sale, transfer or use of toxic chemicals or their precursors mentioned in the Schedule 1,
2) documents to be attached to the applications, referred to in subparagraph 1,
3) specimen of permit for production, manufacturing, processing, acquiring, collecting, storage, sale, transfer or

use of toxic chemicals or their precursors mentioned in the Schedule 1.

Article 9.

1. The Minister for National Defence shall determine through regulation the scope and detailed conditions of
production, manufacturing, processing, acquiring, collecting, storage, sale, transfer or use of toxic chemicals
or their precursors mentioned in the Schedule 1 in the organisational units and cells subjected to or supervised
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by it as well as in the state-owned enterprises for which it is founding organ. The regulation shall determined
in particular:
1) manner of preparation of the applications for permit to carry out the activity referred to in Article 6 as

well as the documents to be attached to the applications,
2) organisational units authorised to produce toxic chemicals or their precursors for protective purposes,
3) conditions of production of toxic chemicals or their precursors for research, medical or pharmaceutical

purposes,
4) procedure and periods of transfer of information connected with the production, manufacturing,

processing, acquiring, collecting, storage, sale, transfer or use of toxic chemicals or their precursors
mentioned in the Schedule 1,

5) conditions of training of military forces related to the use of toxic chemicals.

2. The Minister for National Defence shall transfer to the minister for economy the copies of the issued permits
for production, manufacturing, processing, acquiring, collecting, storage, sale, transfer or use of toxic
chemicals or their precursors in the organisational units and cells referred to in par. 1.

Chapter 3
External trade in toxic chemicals and their precursors

Article 10.

1. The importation, exportation and transit through the Polish customs area of toxic chemicals and their
precursors mentioned in the Schedule 1 is allowed, subject to permission, and furthermore subject to Article
11.

The permission for importation, exportation and transit referred to in par. 1 shall be issued by the minister for
economy in accordance with the principles and in the manner determined in the Law of 29 November 2000 on
external trade in goods, technologies and services of strategic importance both for state security and for the
keeping of international peace and security and amending certain laws (J. of L. No. 119, item 1250).

Article 11.

1. The exportation, importation and transit through the Polish customs area of toxic chemicals and their
precursors mentioned in the Schedule 1, to and from the States, which are not party to the Convention is
prohibited.

2. The exportation, importation and transit through the Polish customs area of toxic chemicals and their
precursors mentioned in the Schedule 1, to and from the States - Parties to the Convention is allowed only for
the purposes not prohibited under the Convention and in the amounts allowed therein and in accordance with
its requirements.

Article 12.

1. The exportation, importation and transit through the Polish customs area of toxic chemicals and their
precursors mentioned in the Schedule 2 of the Annex  of Chemicals to the Convention, hereinafter referred to
as “the Schedule 2” is allowed only to and from States – Parties to the Convention.

2. The exportation, importation and transit through the Polish customs area of toxic chemicals and their
precursors mentioned in the Schedule 3 of the Annex of Chemicals to the Convention, hereinafter referred to
as “the Schedule 3” is allowed only to and from States – Parties to the Convention, subject to par. 3.

3. The exportation, importation and transit through the Polish customs area of toxic chemicals and their
precursors, mentioned in the Schedule 3 from the States – Parties to the Convention is allowed to and from
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States, which are not party to the Convention, provided that in case of the exportation and transit to these
States, such exportation and transit shall be subject to the delivery of end user declaration, issued by
competent authorities of the said States.

The declaration referred to in par. 3 shall contain the data determined in the Article 23 par. 4 of the Law of 29
November 2000 on external trade in goods, technologies and services of strategic importance both for state
security and for the keeping of international peace and security and amending certain laws.

Chapter 4
Declarations and their verification

Article 13.

1. The minister for economy shall maintain the national system of collection and processing of data connected
with the activity covered by the Convention and shall prepare draft declarations required by the Convention.

2. The minister for economy shall transmit draft declarations referred to in par. 1 to the minister for foreign
affairs.

Article 14.

1. The entities and entrepreneurs, referred to in Article 2, carrying out the activity with toxic chemicals and their
precursors, covered by the provisions of the Convention shall transmit to the minister for economy, the
information on that activity connected with:
1) production, manufacturing, consumption, processing, acquiring, collecting, storage, sale, transfer and use

of chemicals mentioned in the Schedule 1, taking into account the provisions of Part VI of the Annex on
implementation and verification to the Convention,

2) production, consumption, processing or trade in chemicals mentioned in the Schedule 2, taking into
account the provisions of Part VII of the Annex on implementation and verification to the Convention,

3) production or trade in chemicals mentioned in the Schedule 2, taking into account the provisions of Part
VIII of the Annex on implementation and verification to the Convention,

4) production of discrete organic chemicals not mentioned in the Schedule 1, Schedule 2 and Schedule 3,
taking into account the provisions of Part IX of the Annex on implementation and verification to the
Convention,

5) external trade in toxic chemicals and their precursors mentioned in the Schedule 1, Schedule 2 and
Schedule 3,

6) possessing of riot control agents.

2. The entities and entrepreneurs referred to in Article 2 shall transmit every year the information referred to in
par. 1, within the following periods:
1) before 30 September – in case of the information, which relates to the activity planned in the following

calendar year,
2) before 28 February – in case of the information, which relates to the activity carried out in the preceding

calendar year.

3. The information referred to in par. 1 shall be true, reliable and full as well as shall meet the requirements
determined in the Convention.

4. The minister for economy, in consultation with the minister for foreign affairs and Minister for National
Defence shall determine through regulation the detailed data, which should be included by the information
referred to in par. 1. The regulation shall determine in particular:
1) the specimen of declarations, which should contain the information on the activity with chemicals and

their precursors covered by the provisions of the Convention,
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2) procedure and periods of transmission of information for the purposes of the preparation of the
declarations.

Article 15.

1. The information referred to in Article 14 par. 1-3 shall be subject to verification.

2. The minister for economy shall be the organ competent for the verification referred to in par. 1, except the
organisational units and cells subjected to the Minister for National Defence and supervised by it, as well as
state-owned enterprises, for which it is founding organ.

3. The verification referred to in par. 1, in the organisational units and cells subjected to the Minister for
National Defence and supervised by it, as well as in the state-owned enterprises for which it is founding
organ, shall be carried out by the Minister for National Defence.

To the verification referred to in par. 1 the provisions of the Law of 28 September 1991 on treasury control (J. of
L. of 1999, No. 54, item 572, No. 83, item 931, of 2000 No. 70, item 816, No. 104, item 1103, No. 116, item 1216
as well as of 2001 No. 14, item 143) concerning control proceedings as well as the provisions of Articles 29-31 of
the Law of 29 November 2000 on external trade in goods, technologies and services of strategic importance both
for state security and for the keeping of international peace and security and amending certain laws, shall apply
accordingly.

Chapter 5
Inspection activity

Article 16.

The inspection team, within its tasks determined in the Annex on implementation and verification to the
Convention shall be entitled to:

1) enter the premises of each facility in the territory of the Republic of Poland in relation with which:
a) the information or declaration was submitted in connection with the activity carried out in accordance

with Article VI of the Convention,
b) challenge inspection was requested in accordance with Article IX par. 8 of the Convention,
c) an investigation has been initiated in accordance with Article X par. 9 of the Convention,

2) carry out other inspection activity, in accordance with the Convention,
3) use equipment authorised in accordance with the Convention, including installation of equipment used

for permanent monitoring of the facilities,
4) interview the owner of the controlled facility or his/her representative,
5) review documents and records,
6) take samples for analysis.

Article 17.

1. The inspection team shall be accompanied by escorting team, designated by the minister competent for the
controlled facility, in consultation with the minister for foreign affairs.

2. The members of the escorting team shall have the same rights as the members of the inspection team referred
to in Article 16.

Article 18.

1. During the inspection the controlled entities and entrepreneurs, referred to in Article 2 above, shall in relation
with the inspection team and the escorting team:
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1) make available the facilities and plants, in which the activity is carried out with chemicals and their
precursors covered by the provisions of the Convention,

2) be present during the inspection,
3) provide with relevant information and facilitate insight into the documents and records within the scope

of control,
4) make copies of requested documents and records,
5) take samples or co-operate in taking of samples,
6) facilitate to the inspection team the use of communications services as well as, if possible, other

equipment in the controlled facility,
7) ensure appropriate working conditions, including individual premises and places for storage of

documents.

2. During the inspection the provisions of Article 17 par. 2, 3 and 5 of the Law of 28 September 1991 on
treasury control shall apply accordingly.

Article 19.

During the inspection the controlled entities and entrepreneurs, referred to in Article 2 above shall be entitled to:
1) participate in the works of the escorting team,
2) submit explanations and formulate reservations during the inspections,
3) be acquainted with findings of the inspection and collected documentation,
4) receive the report of the inspection and formulate observations thereto,
5) participate in de-briefing meetings of the inspection and formulate observations.

Article 20.

1. The costs connected with the inspection shall be borne from the funds of the state budget, which shall be
planned by appropriate ministers regarding their respective parts of the budget.

2. The ministers competent for the inspections shall submit to the minister for foreign affairs the application for
the compensation of the incurred costs, which shall be transmitted to the Organisation for the Prohibition of
Chemical Weapons, hereinafter referred to as “the Organisation”.

Article 21.

The Council of Ministers shall determine through regulation the detailed procedure for the receipt of inspections
of the Organisation in the territory of the Republic of Poland. The regulation shall determine in particular:

1) procedure of notification on the inspection,
2) composition of the escorting team,
3) obligations of the minister competent for inspected facility, related to:

a) notification of competent authorities as well as owner of the facility on planned inspection,
b) preparation of the inspection,
c) assurance to the inspection team and escorting team of access to the facility covered by the

inspection, transportation to and from the inspection site, accommodation, working premises,
translations, use of communication services as well as medical care,

d) assurance that the inspection is carried out in accordance with the procedures set forth in the
Convention,

4) manner of coverage of inspection costs as well as procedure of application to the Organisation for the
compensation of incurred costs.
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Chapter 6
Protection of information

Article 22.

1. The information obtained in connection with the implementation of the Convention, marked with the clause
“OPCW restricted” shall be protected and made available in accordance with the principles determined in the
law of 22 January 1999 on the protection of secret information (J. of L. No. 11, item 95, of 2000 No. 12, item
136, No. 39, item 162 and of 2001 No. 22, item 247 and No. 27, item 298) related to the secret information
marked with the clause “restricted”.

2. The information obtained in connection with the implementation of the Convention, marked with the clause
“OPCW protected” shall be protected and made available in accordance with the principles determined in the
law referred to in par. 1, related to the secret information marked with the clause “confidential”.

3. The information obtained in connection with the implementation of the Convention, marked with the clause
“OPCW highly protected” shall be protected and made available in accordance with the principles determined
in the law referred to in par. 1, related to the secret information marked with the clause “secret”.

4. The information obtained from the entities and entrepreneurs, referred to in Article 2 above, in connection
with the obligation referred to in Article 14, and marked with appropriate clauses shall be protected and made
available in accordance with the principles determined in the law referred to in par. 1, accordingly to the
clause attributed to it.

Chapter 7
Competencies of the organs of public administration

Article 23.

1. The functions of the National Authority referred to in the Convention shall be carried out by the minister for
foreign affairs.

2. The tasks of the minister for foreign affairs, as National Authority, shall include:
1) preparation and realisation of the assumptions of the policy of the Republic of Poland in relation with the

Organisation,
2) contacts with the Organisation and with other States – Parties to the Convention within the issues

connected with the implementation of its provisions,
3) co-participation in the receipt of inspections of the Organisation in the territory of the Republic of

Poland,
4) co-ordination of actions undertaken in the territory of the Republic of Poland in connection with the

implementation of the obligations resulting from the Convention,
5) provision to the States – Parties to the Convention, in consultation with the Minister for National

Defence, through the Organisation, of assistance in case of threat of use or use against them of chemical
weapons, in accordance with the provisions of the Convention.

Article 24.

1. Minister for economy shall supervise the activity connected with the implementation of the provisions of the
Convention in the territory of the Republic of Poland.

2. When supervising the activity referred to in par. 1 the minister for economy shall:
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1) maintain national system of collection and processing of data resulting from the activity referred to in
Articles 5-12, as well as shall prepare draft declarations required by the Convention and shall transmit
them to the minister for foreign affairs,

2) monitor the activity of entities and entrepreneurs referred to in Article 2 above, in the sphere of the
implementation of the Convention in the Republic of Poland, except the organisational units and cells
subjected to the Minister for National Defence and supervised by it as well as state-owned enterprises for
which it is founding organ; in particular it shall ensure the monitoring of external trade in toxic chemicals
and their precursors, mentioned in the Schedule 1, Schedule 2 and Schedule 3,

3) ensure, in co-operation with the Minister for National Defence the possibility of chemical analyses
connected with the implementation of the Convention,

4) carry out, in co-operation with the minister for foreign affairs, Minister for National Defence and
minister for interior the activity connected with the preparation, receipt and realisation of inspections of
the Organisation in the territory of the Republic of Poland , except the organisational units and cells
subjected to the Minister for National Defence and supervised by it as well as state-owned enterprises for
which it is founding organ, as well as the organs and organisational units subjected to and supervised by
the minister for interior.

Article 25.

1. The Minister for National Defence shall ensure the implementation of the Convention by the organisational
units and cells subjected to and supervised by it as well as state-owned enterprises for which it is founding
organ, through:
1) monitoring of the implementation of the Convention,
2) assurance, in co-operation with the minister for economy, of possibility of chemical analyses connected

with the implementation of the Convention,
3) – in co-operation with the minister for foreign affairs, minister for economy and minister for interior –

the activity connected with the preparation, receipt and carrying out of the inspections of the
Organisation.

2. The Minister for National Defence may designate, upon request of the minister for foreign affairs, within
possessed forces and assets destined for the protection against the chemical weapons, the part thereof in order
to provide, through the Organisation, other States – Parties to the Convention, with the assistance in case of
threat of use or use against them of chemical weapons.

Article 26.

1. The minister for interior shall monitor the implementation of the Convention in the organs and organisational
units subjected to or supervised by it, as well as shall determine the tasks of the said organs and units to this
end.

2. The minister for interior shall ensure:
1) border control of inspection teams in accordance with the principles applied to the members of

diplomatic personnel in designated border crossing points,
2) security to the members of the inspection reams during their stay in the territory of the Republic of

Poland and during their transit,
3) – in co-operation with the minister for foreign affairs and minister for economy – the activity connected

with the preparation, receipt and carrying out of inspections of the Organisation in the organisational
units subjected to and supervised by it.
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Chapter 8
Penal sanctions2

Article 27.

A person who uses riot control agents as a method of warfare,
shall be sentenced to imprisonment for 1 year up to 10 years.

Article 28.

1. A person who, without required permit or in contravention of its conditions, for the purposes not prohibited
under the Convention, produces, manufactures, processes, acquires, collects, stores, sells, transfers, uses or
possesses toxic chemicals or their precursors mentioned in the Schedule 1,
shall be sentenced to fine, limitation of freedom or imprisonment for 3 months up to 5 years.

2. The same penalty shall be applicable to a person who transfers the toxic chemicals or their precursors
mentioned in the Schedule 1 to unauthorised person.

Article 29.

A person, who without required permit or in contravention of its conditions, effects external trade in toxic
chemicals or their precursors, mentioned in the Schedule 1,
shall be sentenced to fine, limitation of freedom or imprisonment for 3 months up to 5 years.

Article 30.

1. A person who fails to meet the obligation to inform authorised organ or transmits false information on the
activity connected with toxic chemicals or their precursors, covered by the Convention,
shall be sentenced to fine, limitation of freedom or imprisonment for 3 months up to 5 years.

2. The perpetrator of the act referred to in par. 1 acting unintentionally,
shall be sentenced to fine, limitation of freedom or imprisonment for up to 1 year.

Article 31.

A person who refuses the access to the inspection team or escorting team to the controlled facility, submits false
information to the members of the said teams or otherwise impedes or hinders the inspection,
shall be sentenced to fine, limitation of freedom or imprisonment for up to 3 years.

Article 32.

In case of sentence for the crime determined in Article 27-29 the court may rule the seizure of goods,
technologies and other objects used in or destined for the commitment of crime or obtained directly or indirectly

                                                         
2 This Law does not repeat the sanctions contained in the Penal Code of the Republic of Poland, which relate to the weapons of mass
destruction. Articles 120 and 121 of the Code state the following:
“Art. 120. A person who uses the weapon of mass destruction prohibited by international law,
shall be sentenced to imprisonment for the time not shorter than 10 years, for 25 years or for life.
Art. 121. § 1. A person who, in contravention of the prohibitions of the international law or provisions of law (statute), manufactures,
collects, acquires, sells, stores, transports or transmits the weapons of mass destruction or develops them with the view to their
manufacturing or use,
shall be sentenced to imprisonment for 1 year up to 10 years.
§ 2. The same penalty shall be applicable to a person, who allows the commitment of the act referred to in § 1.”
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from the crime, including monetary means, securities and currency values, as well as other property benefits, even
if not owned by the perpetrator.

Chapter 9
Transitional and final provisions

Article 33.

The entities and entrepreneurs carrying out on the day of the entry into force of this Law the activity without
permit, referred to in Article 6 par. 1 may within 30 days as from the entry into force of this Law apply to the
competent organ for the issuance of required permit.

Article 34.

This Law shall enter into force after 3 months as from its publication.3

                                                         
3 The Law entered into force on 26 October 2001.
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Appendix IV

LAW
of 29 November 2000

on external trade in goods, technologies and services of strategic importance both
for state security and for the keeping of international peace and security

and amending certain laws

Chapter 1
General Provisions

Article 1.

This Law regulates the principles governing external trade in strategic goods, technologies and services relevant
to the national security, as well as for the maintenance of international peace and security, principles of control
and recording of such a trade as well as responsibility for illegal trade in the said goods, technologies and
services.

Article 2.

External trade, referred to in Article 3 item 8 shall be prohibited by law, if the conditions and limitations set forth
in this Law, provisions of other Laws and international agreements and other international obligations are not
met.

Article 3.

The definitions used in the present Law shall have the following meaning:
1) dual use goods – the goods and technology, which may be used both for civilian and military purposes,

determined in the list referred to in Article 6 section 2 (1),
2) armaments – weapons, munitions, explosives, products, their parts and technologies determined in the list

referred to in Article 6 section 2 (2),
3) strategic goods – dual use goods and armaments,
4) Polish customs area – territory of the Republic of Poland,
5) exportation – activity consisting in the exportation of strategic goods from the Polish customs area, including

re-exportation as well as their transfer, particularly by phone, fax and other electronic media,
6) importation – activity consisting in the introduction of strategic goods to the Polish customs area as well as

their transfer, particularly by phone, fax and other electronic media,
7) transit – procedure  set forth in Article 97 § 1 item 1 and 2 of the Law of 9 January 1997 – Customs Code

(Dz.U. No. 23, item 117, No. 64, item 40, No. 121, item 770, No. 157, item 1026, No. 160, item 1084, of
1998, No. 106, item 668, No. 160, item 1063, of 1999, No. 40, item 402, No. 72, item 802, of 2000, No. 22,
item 269),

8) trade:
a) any transfer through the border of the Republic of Poland of strategic goods, caused in particular by

exportation, importation, transit or conclusion of leasing, donation, loan, lease contracts, or
contribution to a company,

b) intermediary service, trade consulting, assistance in the conclusion of contracts as well as
participation in any form in the activities referred to in subparagraph (a), also abroad,

9) entrepreneur – entrepreneur in the meaning of the provisions of the Law of 11 November 1999 – Business
Activity Law (Dz.U. No. 101, item 1178),

10) trade control organ – minister for economy,
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11) consulted organs – minister for foreign affairs, Minister for National Defence, minister for internal affairs,
Chief of State Protection Office, Chairman of National Customs Office, Chairman of National Atomic
Agency as well as National Customs Inspector.

Article 4.

Importation to the Polish customs area, exportation from the Polish customs area as well as transit through the
Polish customs area of weapons and munitions by natural persons, for the purposes other than commercial and
industrial ones shall be regulated by separate provisions of law.

Article 5.

To the issues not regulated in this Law the provisions of Administrative Proceedings Code shall apply, unless the
present Law provides otherwise.

Chapter 2
Permits for trade in strategic goods

Article 6.

1. The trade in strategic goods may be effected only on the basis and in accordance with the scope determined in
the permit for exportation, importation or transit, as well as for intermediary services, trade advisory services,
assistance in the conclusion of contracts and for participation in any form in the activities referred to in
Article 3 item 8 (a), hereinafter referred to as “the permit”, subject to article 19 section 1.

2. Minister for economy, in agreement with the minister for foreign affairs and Minister for National Defence,
taking into account the view of the Chief of State Protection Office shall determine in a regulation:

1) the list of dual use goods, for which trade the permit is required,
2) list of armaments, for which trade the permit is required –
- taking into account, when preparing the said lists, the appropriate international lists.

3. The Council of Ministers shall determine in a regulation the list of countries, to which the exportation or
transit by Polish customs area of strategic goods is prohibited or limited, taking into account:

1) important interest of the foreign policy of the Republic of Poland,
2) factors of defence or security of the Republic of Poland,
3) important economic interest of the Republic of Poland,
4) obligations of the Republic of Poland resulting from the international agreements, including those

related to the non-proliferation and control of strategic goods.

4. The entrepreneur shall apply for permit for exportation or intermediary services in the exportation of goods
non mentioned in the lists referred to in section 2, if he knows or he has been informed that the exported
goods will or may be used in total or in part for the purposes or in the circumstances referred to in Article 10
section 1.

Article 7.

1. The following permits shall be issued for the trade in dual use goods:
1) Individual permit  – which covers particular dual use good or service concerning the said good as

well as the country or countries with which the trade may be carried out by appropriate intermediary,
2) general permit – which covers the type or category of dual use goods, which may be subject of trade

with one or more particular countries,
3) global permit – which covers the type of category of dual use good, and which may be subject to

trade, without determining the country, to which such a trade may be effected.
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2. In case of the trade in armaments or rendering of services only individual permits shall be issued.

Article 8.

1. The minister for economy shall issue global and general permits in a regulation.

2. The permits referred to in section 1 may use entrepreneur who evidences the application for the period of at
least 3 years of internal control and trade administration system, referred to in article 10 section 2, subject to
article 50 section 2, as well as submits to the control organ declaration on the commencement of external
trade in strategic goods.

Article 9.

1. Individual permit shall be issued upon the request of entrepreneur.

2. Trade control organ shall be competent for the issuance of individual permits, subject to Article 19 section 1.

3. The application for individual permit shall contain:
1) identification of the entrepreneur, its registered place of business and address,
2) number in entrepreneurs’ register, referred to in separate provisions,
3) determination of type and scope of business activity carried out by entrepreneur,
4) identification of exporter or importer, their registered places of business and addresses,
5) identification of manufacturer and end user, their registered places of business and addresses,
6) determination of strategic goods or services, subject to external trade, their description, quantity and

value,
7) information on the manner of use of strategic goods by end user,
8) determination of final destination country,
9) declaration stating that entrepreneur will undertake all steps necessary so that the goods referred to in the

application reach the end user and that he will inform the foreign importer that the modification of use or
end user requires prior consent of Polish trade control organ,

10) other data determined in the regulation issued on the basis of section 6.

4. The entrepreneur shall attach in particular to the application for individual permit for trade in strategic goods:
1) declaration that there are no circumstances in the trade referred to in Article 10 section 1,
2) copy of concession for activity related to the trade in explosives, weapons and munitions as well as

products and technologies with military or law enforcement destination, referred to in the separate
provisions,

3) draft agreement concerning the said trade,
4) copy of certificate referred to in Article 11 section 4,
5) importation certificate or end user declaration in case of exportation,
6) other documents, which in the view of the entrepreneur may be relevant to the examination of the case.

5. The document made in foreign language shall be accompanied by its translation into Polish made by sworn
translator.

6. Minister for economy shall determine, in a regulation:
1) other data, which should be contained in the application for individual permits,
2) specimens of applications for individual permit for exportation, importation and transit of strategic

goods, intermediary services, trade consultant services, assistance in the conclusion of contracts, as well
as participation in the actions referred to in Article 3 subparagraph 8 (a),

3) documents other than those mentioned in section 4 that should be attached to the application referred to
in section 3,

4) specimens of individual permits for the trade
- taking into account the types of goods and forms of the trade.
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Article 10.

1. Before the submission of the application for individual permit the entrepreneur shall make sure that:
1) end user intends to use the armaments to infringe or repressions in the area human rights and fundamental

freedoms,
2) delivery of armaments poses threat to peace or otherwise contributes to the destabilisation in the region,
3) end destination country supports, facilitates or encourages terrorism or international crime,
4) armaments may be used for other purpose than for the satisfaction of justified needs of defence and

security of receiver’s country.

2. For the purpose of the realisation of the obligation referred to in section 1, the entrepreneur shall create and
apply internal control and management system related to the strategic goods trade, hereinafter referred to as
“internal control system”.

3. Should the entrepreneur, having shown the best diligence possible, not be able to find whether there appear
circumstances referred to in section 1, it may request from the trade control organ the binding explanation
concerning that issue. Trade control organ shall provide the entrepreneur with the said explanation, within 3
months as from the submission of the application. In justified cases that period may be extended to 6 months.

Article 11.

1. Internal control system shall determine in particular the tasks of the enterprise organs, basic tasks for the
posts related to the control and management of the trade, manner of co-operation of entrepreneur with
governmental administration in this area, principles of staff recruitment, archiving of data, training, internal
control, realisation of procurements.

2. Internal control system shall possess the certificate of consistency with requirements of international norms
ISO 9000 and principles determined in section 1.

3. Certification referred to in section 2 shall be carried out by the authorised control units, which possess
accreditation within the national accreditation system created on the basis of the Law of 28 April 2000 on the
system of consistency evaluation, accreditation and and amending certain laws (Dz.U. No. 43, item 489).

4. Certificate of consistency with requirements, referred to in section 1 shall be issued by the units referred to in
section 3.

5. Certificate referred to in section 4 shall be valid for 3 years.

6. Within the validity period of the certificate the authorised control units shall carry out at least 5 controls of
consistency of functioning of internal control and management system of trade with the requirements referred
to in section 1 and 2.

7. Minister for economy, shall determine in a regulation the list of certifying units authorised to carry out the
certification and control of control and trade management system, among the accredited units in national
accreditation system.

Article 12.

1. Trade control organ, having obtained the view of consulting organs, shall issue individual permit, having
found that the requirements required for its issuance have been met.

2. The issuance of individual permit shall be effected through an administrative decision.
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3. Consulting organs, when preparing their view, referred to in section 1, shall be entitled to request from the
entrepreneur the information facilitating the verification of the data contained in the application for individual
permit.

4. Before taking decision concerning individual permit trade control organ:
1) shall require the entrepreneur to complete, within the specified period of time, the application with

lacking certifying documentation, stating that the legal requirements necessary for the trade in strategic
goods have been met,

2) may effect trial verification of information contained in the application.

5. To the control referred to in section 4 (2) the provisions of Art. 29 section 4 and Article 30 section 1 and 2 of
the present Law shall apply accordingly.

6. The entrepreneur shall inform trade control organ any alterations concerning the data contained in the
application within 14 days as from their creation.

Article 13.

When the entrepreneur knows or has justified basis to suspect that the strategic goods were or may be used in
total or in part for the purposes and in the circumstances referred to in Art. 10 section 1, he shall take all the steps
necessary to find the factual use of the said goods and inform the trade control organ thereon.

Article 14.

1. Individual permit as well as the rights resulting therefrom shall be inalienable.

2. Individual permit for trade in strategic goods shall be the document significant for the purposes of customs
clearance.

3. Original of individual permit shall be attached to customs declaration or application for issuance of customs
destination.

4. Issuance of individual permit for exportation or transit as well as for the intermediary services in exportation
or transit may be depending on the meeting of additional requirements and conditions determined by the trade
control organ, and in particular on the submission by foreign end user of the declaration on the use of
strategic goods or submission if international importation certificate.

5. Individual permit shall state the validity term thereof, not longer however than one year.

6. A fee shall be collected for the issuance of individual permit. It shall constitute the income of the state
budget.

7. Minister for economy in consultation with the minister for public finances shall determine in a regulation the
amount of fees for the issuance of individual permit. The fees shall be determined on the level reflecting costs
actually incurred by trade control organ when issuing individual permit.

Article 15.

1. Trade control organ shall refuse, through administrative decision, the trade permit if:
1) trade is in breach with the obligations of the Republic of Poland resulting from international treaties,
2) it is required by the important interest of foreign policy of the Republic of Poland,
3) it is required by factors of defence or security of the Republic of Poland,
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4) it is required by important economic interest of the Republic of Poland,
5) entrepreneur does not guarantee that the trade would be carried out in accordance with the legal

provisions.

2. Trade control organ shall refuse, through administrative decision, the permit for trade in strategic goods, if
the said goods may be in total or in part used for illegal or inconsistent with the interest of the Republic of
Poland implementation, production, exploitation, service, maintenance, storage, detection, identification or
proliferation of mass destruction weapons and in particular of chemical, biological or nuclear weapons, as
well as implementation, production, maintenance, storage of the means able to transfer such weapons.

Article 16.

Trade control organ may refuse, through administrative decision the individual permit if:
1) there is a risk of alteration of end user of destination of strategic goods,
2) the entrepreneur in its hitherto activity infringed the legal regulations concerning the trade in strategic goods.

Article 17.

1. Trade control organ, taking into account the view of consulting organs, may at any time, through
administrative decision, withdraw or modify individual permit if:
1) it is required by important interest of foreign policy of the Republic of Poland,
2) it is required by the factors of defence and security of the Republic of Poland,
3) it is required by important economic interest of the Republic of Poland,
4) it is necessary for the implementation of international treaties to which the Republic of Poland is a party,
5) there is a risk of alteration of end use or destination of strategic goods,
6) the entrepreneur carries out the trade in the manner inconsistent with the conditions determined in the

permit,
7) the entrepreneur due to his fault, lost warrant of trade consistent with law.

2. The withdrawal or modification of individual permit caused by the entrepreneur shall be without
compensation.

Article 18.

The entrepreneur, whose permit was withdrawn for the reasons, referred to in Art. 17 section 1 (6) may apply
once again for the issuance of permit not earlier than after expiration of 3 years as from the day, on which the
decision on withdrawal of permit became final.

Article 19.

1. Transit of foreign dual use goods, which transport shall end outside the Polish customs area, requires the
permit to be issued by the director of boundary customs office.

2. The permit referred to in section 1 shall be issued on the request of the carrier.

3. Minister for public finances in consultation with the minister for economy shall determine in a regulation the
specimen of application referred to in section 2 and specimen of permit for transit of dual use goods.

4. The specimen of application and of permit referred to in section 3 shall contain in particular: the number of
exportation license, country of origin of the goods, name of carrier, number of lading bill, name of exporter
and its registered address, name of receiver and its registered address, name and full description of the goods
or technology, control number, quantity and value, name of border crossing point, through which the goods
will be introduced to the Polish customs area, declaration of the carrier that the goods covered by
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international control will be transported through the Polish customs area on the basis of exportation license
from exporter’s country to the indicated receiver in the same condition, in which it was introduced to the
Polish customs area.

Article 20.

1. Exportation, importation or transit of strategic goods may be effected in indicated customs offices.

2. Minister for public finances, in consultation with the minister for economy, shall determine in a regulation the
customs offices, referred to in section 1, taking into account the assurance of proper control of exportation,
importation and transit of strategic goods.

Article 21.

1. There shall be a register, hereinafter referred to as “the register” of granted individual permits and of
entrepreneurs, who met the conditions referred to in Article 8 section 2.

2. The register shall be carried out by trade control organ.

3. The entry of individual permit to the register shall be made immediately after it has been granted. The entry
of the entrepreneur shall be effected immediately after the submission by him of a declaration referred to in
Article 8 section 2.

4. Minister for economy shall determine in a regulation the manner, in which the register is carried out, taking
into account in particular the types of granted permits as well as the quantity and value of strategic goods
covered by the permit.

Chapter 3
Importation Certificate and end user declaration

Article 22.

1. When it is required by the competent authorities of the country of foreign exporter, trade control organ, upon
request of entrepreneur, may issue importation certificate or confirm the end user declaration.

2. To the application for the issuance of importation certificate the provisions of Article 9 section 3-5 shall
apply accordingly.

3. Importation certificate as well as end user declaration shall be the documents to be shown to the competent
authorities outside the Republic of Poland and shall certify the credibility of the importer and the control by
competent organs of the Republic of Poland of transactions related to the importation into the Polish customs
area of strategic goods.

4. A fee shall be collected for the issuance of importation certificate as well as the confirmation of end user
declaration. It shall constitute the income of the state budget.

5. Minister for economy in consultation with the minister for public finances shall determine in a regulation the
amount of fees for the issuance of importation certificate and confirmation of end user declaration. These fees
shall be determined on the level reflecting the costs actually incurred by the trade control organ when issuing
importation certificate and confirmation of end user declaration.

6. Trade control organ may refuse the importation certificate or refuse to confirm the end user declaration if it is
not possible to confirm the facts referred to in section 3, due to the lack of warrant of legal trade in strategic
goods or non-application by the entrepreneur of internal control system.
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7. Minister for economy shall determine in a regulation specimen of importation certificate.

8. Specimen referred to in section 7 shall contain in particular: name of importer, name of exporter, their
registered places of business and addresses, name and description of strategic goods, control number, quantity
and value, description of final use of the strategic goods as well as the declaration that the importer:
1) has pledged itself that it is going to introduce the goods specified in the certificate to the Polish customs

area and to inform immediately the trade control organ on any modifications of the contract terms,
2) has submitted the declaration that he is conscious that the re-exportation, modification of end user or

declared final use of the goods require prior consent of the trade control organ,
3) in consultation with end user has pledged himself to facilitate the control of consistency of use of goods

with the conditions of permit  to be carried out by trade control organ, with possible participation of the
representatives of the authorities of country of exporter and at the place of their use during whole period
while they are in the Polish customs area.

Article 23.

1. For the purposes of the exportation of strategic goods, trade control organ shall request from the entrepreneur
the submission of importation certificate or end user declaration confirmed by competent authorities of the
country of foreign importer.

2. End user declaration shall be issued by foreign end user and shall contain the data required by trade control
organ.

3. Declaration referred to in section 2 shall be also confirmed by foreign importer and competent authorities of
final destination country.

4. Declaration referred to in section 2 shall contain in particular:
1) determination of final destination country,
2) name and address of foreign end user,
3) determination of strategic goods, its description, quantity and value,
4) description of final use of strategic goods,
5) indication of intermediary receivers and purchasers,
6) obligation not to transfer the strategic goods to any other receiver without prior consent of trade control

organ.

Article 24.

1. Entrepreneur who has obtained importation certificate, shall, within 30 days as from the clearance of strategic
goods, apply to the director of customs office competent for the registered place of business of end user of the
said goods for the issuance of certificate confirming that the goods covered by the said certificate have been
actually and in the manner consistent with the legal regulations introduced to the Polish customs area. It shall
be hereinafter referred to as “delivery verification certificate”.

2. To the issuance of delivery verification certificate the provisions of Chapter VII of Administrative
Proceedings Code shall apply accordingly.

3. The entrepreneur shall cover the costs incurred by customs office during the proceedings leading to the
issuance of delivery verification certificate.

4. Minister for economy, taking into account the view of the Chairman of National Customs Office shall
determine in a regulation the specimen of delivery verification certificate and manner of registration of issued
certificates.
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5. Specimen of delivery verification certificate shall contain in particular: name of importer, name of exporter,
their registered places of business and addresses, name and description of goods or technology, control
number, quantity and value, description of end use of the goods or technology, SAD number, number of bill
of lading, bill of consignment or other document confirming the importation of goods or technologies and
confirmation that the importer has submitted credible evidence confirming the delivery and introduced the
goods or technologies mentioned in the certificate to the Republic of Poland, in accordance with the laws in
force.

6. In case of exportation of strategic goods, trade control organ may request from the entrepreneur the
submission of delivery verification certificate, issued by competent authorities of the importer’s country.

Chapter 4
Recording of trade in strategic goods and information concerning that trade

Article 25.

1. The entrepreneur effecting trade in strategic goods shall record the said trade.

2. Minister for economy shall determine in a regulation manner of such recording, referred to in section 1,
taking into account the conditions to be met by internal control system.

Article 26.

1. The entrepreneur effecting trade within general and global permits shall submit to trade control organ at least
once per 6 months, the information on the realisation of the said trade.

2. Minister for economy shall determine in a regulation the scope of information referred to in section 1,
covering in particular: quantity and value of goods, determination of country with which the said trade is
carried out, names of importer, exporter, their registered places of business and addresses, indication of
indirect receivers and purchasers.

Article 27.

Upon request of consulting organs trade control organ shall submit to the said organs the information on the
realisation of trade in strategic goods.

Chapter 5
Trade control

Article 28.

1. The trade shall be subject to control.

2. The control shall include in particular:
1) observance of the consistency of trade with the permit, including verification of the transaction after it is

done,
2) operation of internal control system,
3) correctness of recording referred to in Article 25.

3. The control shall be carried out by trade control organ, with the assistance of the organs referred to in Article
29 section 2.

4. Trade control organ may request the control to be made by other competent state control organ.
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Article 29.

1. To the control referred to in Article 28 section 1 trade control organ may nominate control team, hereinafter
referred to as “the team”.

2. On the request of the minister for economy, minister for foreign affairs, Minister for National Defence,
minister for public finances, minister for interior, Chief of State Protection Office, Chairman of National
Atomic Agency, Chairman of National Customs Office and General Customs Inspector, shall designate to the
team employees, soldiers or employees of subjected or supervised organisational units. The minister for
economy may nominate to the team the experts, upon their consent.

3. Trade control organ, when nominating the members of the team shall designate the director, who co-ordinates
the control procedures as well as prepares post-control protocol.

4. Control activities are carried out on the basis of the authorisation for control issued by the trade control
organ.

5. Minister for economy shall determine, in a regulation specimen of control authorisation. The specimen shall
contain in particular: indication of person, type and number of identity document, validity date of
authorisation document as well as the information that upon request of the authorisation owner who carries
out control actions, the directors, members of management as well as the employees of controlled
entrepreneurs shall give information and show documents.

Article 30.

1. The members of the team shall be entitled in particular to:
1) Have access to the real estate, building, premises or their parts, where the entrepreneur carries out the

business activity, on the days and within the hours in which it is or should be carried out,
2) request oral or written explanations, documents or other information carriers as well as submit data

related to the object of the control.

2. Control actions shall be carried out in the presence of the controlled person, deputies of the controlled person
or employed by him, and in case of absence of the said persons in the presence of the witness.

3. Post-control protocol shall be submitted by the team leader to the trade control organ.

Article 31.

1. In case of incorrectness in the trade, trade control organ shall request the entrepreneur to restore the status
consistent with the present Law within one month as from the delivery of the request.

2. Upon ineffective expiration of the period referred to in section 1 trade control organ shall withdraw, through
administrative decision, individual permit. In case of global and general permits trade control organ shall
issue administrative decision prohibiting to the entrepreneur the use the permit. The trade control organ shall
immediately inform consulting organs on the issuance of the said decision.

3. In the case referred to in section 2 the entrepreneur may obtain subsequently the individual permit or use
global or general permit not earlier than upon expiration of 3 years accordingly, as from the day on which the
decision on the withdrawal of individual permit and the decision on the prohibition of use of general or global
permit became final.
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Article 32.

To the issues not regulated in this Chapter the provisions of the Law of 28 September 1991 on treasury control
(Dz.U. of 1999, No. 54, item 572, No. 83, item 931, and of 2000, No. 70, item 816) concerning control procedure
shall apply.

Chapter 6
Penal provisions and monetary penalties

Article 33.

1. He who effects trade without permit, or even inadvertently, contrary to the conditions determined in the
permit, shall be subject to imprisonment from one year to 10 years.

2. If the perpetrator, effecting trade contrary to the conditions determined in the permit Laws inadvertently and
has restored the status referred to in Article 31 section 1, shall be subject to fine, limitation of liberty or
imprisoned up to 2 years.

3. The punishment referred to in section 1 shall apply to the perpetrator who committed the Law determined in
section 1 or 2.

4. In case of sentence for the crime determined in sections 1-3 the court may decide on the seizure of strategic
goods and of other objects used in or destined for the perpetration of or resulting directly or indirectly from
the crime, including financial means and securities, even if they are not the property of the perpetrator.

Article 34.

He who fails to carry out obligations and conditions referred to in Article 24 section 1 or in Article 26 section 1,
shall be subject to fine.

Article 35.

He who impedes control referred to in Article 28 section 1 shall be subject to fine.

Article 36.

The decision in the cases referred to in Articles 34 and 35 shall be made in accordance with the procedures
determined in the Code on procedures in case of offences.

Article 37.

The entrepreneur who is not natural person, and who carries out trade without valid permit, shall be punished by
the trade control organ with fine in amount of 200.000 zloty.

Article 38.

The entrepreneur who is not natural person and who carries out trade contrary to the conditions determined in the
permit shall be punished by trade control organ in administrative decision with fine in amount up to 100 000
zloty.
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Article 39.

The entrepreneur who is not natural person, and who fails to fulfil the obligations or conditions referred to in
Article 24 section 1 or Article 26 section 1 shall be punished by trade control organ in administrative decision
with fine in amount up to 50.000 zloty.

Article 40.

1. Monetary penalty shall not be sentenced if from the day on which the basis for liability referred to in Articles
37-39 were found the period of 5 years has lapsed.

2. The sentenced monetary penalty shall not be collected upon expiration of 5 years as from the day on which
the sentence became final.

Article 41.

1. The period of payment of monetary penalty shall amount to 30 days as from the day on which the sentence
became final.

2. Monetary penalty not regulated within the specified period shall be executed together with the interest for
delay, in accordance with the procedure determined in the provisions on execution proceedings in
administration.

Article 42.

If the payment of the monetary penalty within the period specified in Article 41 section 1 limits considerably or
impedes further realisation of business activity by the entrepreneur, trade control organ may, upon request of the
entrepreneur, issue administrative decision on the postponement of payment period or division thereof into
instalments, for the period not longer than one year.

Chapter 7
Amendments to existing provisions

Article 43.

In the Law of 9 January 1997 Customs Code (Dz.U. No. 157, item 1026, No. 160, item 1084, of 1998 No. 106
item 668, No. 160, item 1063, of 1999 No. 40, item 402, No. 72, item 802, as well as of 2000, No. 22 item 269) in
Article 14 paragraph 6a shall be replaced by the following:

“§ 6a. To the permits referred to in § 6 the provisions of article 17 item 20 of the Law of 11 December 1997
on the administration of external trade in goods and services (Dz.U. of 1997 No. 157, item 1026, of 1999,
No. 5 item 587, No. 101, item 1178) shall apply.”

Article 44.

In the Law of 11 December 1997 on the administration of external trade in goods and services and on special
trade (Dz.U. of 1997 No. 157, item 1026, of 1999, No. 5 item 587, No. 101, item 1178) the following
amendments shall be introduced:
1) in the title the words “as well as in special trade” shall be deleted,
2) in article 1 section 1 the words “as well as in special trade” shall be deleted,
3) item 3 in Article 2 shall be deleted,
4) Chapters 4-6 shall be deleted,
5) Article 55 shall be deleted.
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Article 45.

In the Law of 10 September 1999 on some compensation agreements concluded in connection with contracts on
delivery for the purposes of national defence and security (Dz.U. No. 80, item 903) in Article 3 item 5 shall be
replaced by the following:
“5) armaments or military equipment – shall mean armaments in the meaning of the Law of 29 November 2000
on external trade in goods, technologies and services of strategic importance both for state security and for the
keeping of international peace and security and and amending certain laws.

Article 46.

In the Law of 7 October 1999 on the support for industrial restructuring of defence potential and technical
modernisation of the Armed Forces of the Republic of Poland (Dz.U. No. 83, item 932) in Article 4 item 6 shall
be replaced by the following:
“6) armaments or military equipment – shall mean armaments in the meaning of the Law of 29 November 2000
on external trade in goods, technologies and services of strategic importance both for state security and for the
keeping of international peace and security and and amending certain laws.

Chapter 8
Transitional and final provisions

Article 47.

The proceedings instituted on the basis of the provisions of the Laws referred to in Article 44 and 51 and not
finalised before the entry into force of this Law with final decision shall be cancelled.

Article 48.

1. The permits for importation, exportation or transit of goods and technologies covered by the lists of goods
and technologies subject to specific control issued on the basis of Article 3 section 1 of the Law of 2
December 1993 on the principles of specific control of external trade in goods and technologies in connection
with the international agreements and obligations (Dz.U. No. 129, item 598, of 1996 No. 106, item 496, of
1997 No. 88, item 554, and No. 157, item 1026 as well as of 1999 No. 70 item 775, and No. 83, item 931)
with the entry into force of the present Law shall become individual decisions in the meaning of Article 7
section 1 item 1 and shall remain in force for the period for which they were issued, not longer however than
until 31 December 2001.

2. The permits issued on the basis of Article 38 section 1 of the Law of 11 December 1997 on the administration
of external trade in goods and services and on special trade (Dz.U. of 1997 No. 157, item 1026, of 1999, No.
5 item 587, No. 101, item 1178) within the scope related to the special trade, with the entry into force of the
present Law shall become individual decisions in the meaning of Article 7 section 2 and shall remain in force
for the period for which they were issued, not longer however than until 31 December 2001.

Article 49.

Executive provisions concerning the lists of goods and technologies covered by specific control of external trade
issued before the entry into force of the present Law on the basis of hitherto existing provisions, shall remain in
force until new executive provisions on the basis of the present Law are issued, not longer however than for 6
months as from the entry into force of the present Law.
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Article 50.

1. Until the entry into force of the provisions of Article 9 section 1 and 4 and Article 10 section 1 individual
permits may be issued to the entrepreneurs who before the entry into force of the present Law have been
entered to the register of entrepreneurs carrying out special external trade on the basis of the provisions of
Article 33 of the Law of 11 December 1997 on the administration of external trade in goods and services and
on special trade as well as to those who submitted certificate referred to in Article 11 section 4.

2. Before the entry into force of Article 8 section 2 only individual permits shall be issued for the trade in dual
use goods.

Article 51.

The Law of 2 December 1993 on the principles of specific control of external trade in goods and technologies in
connection with the international agreements and obligations (Dz.U. No. 129, item 598, of 1996 No. 106, item
496, of 1997 No. 88, item 554, and No. 157, item 1026 as well as of 1999 No. 70 item 775, and No. 83, item 931)
shall terminate.

Article 52.

The present Law shall enter into force on 1 January 2001, except:
1) Article 8 section 2, which shall enter into force after 3 years as from the publication of this Law,
2) Article 9 section 4 item 1 and 4 and Article 10 section 1, which shall enter into force on 1 January 2002.
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Appendix V

No. STATE STATUS SIGNATURE

1. Bulgaria Executive 22 April 1993
2. Croatia Executive 8 November 1994
3. Cyprus Executive 26 October 1992
4. Czech Republic Executive 6 September 1991
5. Czech Republic Executive 12 April 1995
6. Egypt Governmental 17 October 1996
7. Finland Governmental 4 November 1999
8. France Governmental 12 September 1996
9. Greece Governmental 18 June 1993
10. Spain Governmental 27 November 2000
11. Netherlands Executive 30 October 1996
12. Ireland Governmental 12 May 2001
13. Lithuania Governmental 4 April 2000
14. Lithuania Executive 28 September 1992
15. Lithuania Executive 10 November 2001
16. Latvia Executive 14 July 1994
17. Morocco Executive 26 June 1995
18. Germany Governmental 6 November 1991
19. Russian Federation Executive 20 November 1992
20. Romania Executive 13 August 1992
21. Romania Governmental 11 July 2001
22. Slovakia Executive 30 March 1993
23. Slovenia Governmental 28 August 1996
24. Thailand Governmental 23 September 1996
25. Tunisia Governmental 26 September 1994
26. Turkey Executive 30 January 1993
27. Ukraine Executive 12 March 1992
28. Ukraine Governmental 3 March 1999
29. Hungary Governmental 15 May 1996
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